
PARTNERSHIP INTERMEDIARY AGREEMENT

BETWEEN
THE NATIONAL INSTITUTE OF STANDARDS AND TECHNOLOGY

AND
THE MARYLAND DEPARTMENT OF BUSINESS & ECONOMIC DEVELOPMENT

AND
THE MONTGOMERY COUNTY DEPARTMENT OF ECONOMIC DEVELOPMENT

REGARDING THE
NATIONAL CYBERSECURITY CENTER OF EXCELLENCE

The National Institute of Standards and Technology (NIST) of the United States Department of
Commerce, the Maryland Department of Business & Economic Development (DBED), and
Montgomery County, Maryland, through its Department of Economic Development (DED),
(hereinafter referred to individually as aParty or collectively as the Parties) enter into this
Partnership Intermediary Agreement (PIA or Agreement) pursuant to Section 3715 of Title 15 of
the United States Code, ooUse of Partnership Intermediaries."

Article 1. Purpose

This Agreement is entered into in furtherance of the collaboration memorialized in the
Memorandum of Understanding between Montgomery County, Maryland and the State of
Maryland and the National Institute of Standards and Technology (NIST) dated February 2I,
2012 (MOU), which intended to establish the National Cybersecurity Center of Excellence
Q.{CCoE) as a public-private collaboration for accelerating the widespread adoption of integrated
cybersecurity tools and technologies. A copy of the MOU is attached as Exhibit A.

NIST is a non-regulatory agency 
"r,r"::;:t,ut" "-artment 

of commerce, the mission of
which is to promote U.S. innovation and industrial competitiveness by advancing measurement
science, standards and technology in ways that enhance economic security and improve our
quality of life.

DBED is an agency of the State of Maryland which stimulates private investment and creates
jobs by attracting new businesses, encouraging the expansion and retention ofexisting
companies, and providing workforce training and financial assistance to Maryland companies.
DED is an agency of Montgomery County, Maryland, the job of which is to stimulate job growth
and encourage business location and expansion in Montgomery County. Both DBED and DED
assist, counsel, advise, evaluate, or otherwise cooperate with small business firms that need or
can make demonstrably productive use of technology-related assistance from a Federal
laboratory. As such, each is a "partnership intermediary" within the meaning of 15 U.S.C.
$ 371s(c).
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Article 3. Background

Section 3715 of Title 15 of the United States Code (Use of Partnership Intermediaries)
specifically authorizes the Director of a FederalLaboratory (including the Director of a Federally
Funded Research and Development Center (FFRDC) laboratory) to enter into memoranda of
understanding and contracts with State and local governmental agencies and nonprofit entities
owned, chartered, funded, or operated by or on behalf of a State or local government to perform
services for the Federal Laboratory that increase the likelihood of success in the conduct of
cooperative or joint activities with small business firms, institutions of higher learning and
educational institutions.

In the face of the Nation's cybersecurity challenges, the NCCoE was established in 2012.The
NCCoE's initial operations, carried out at facilities located on the campus of the University of
Maryland at Shady Grove, in Rockville, Maryland, have affirmed the viability of this public-
private collaboration model, which has brought together experts from industry, government and
academia to build and demonstrate integrated cybersecurity solutions that are cost-effective,
repeatable and scalable. ln2013, the NCCoE launched its first "lJse Case," the Secure Exchange
of Electronic Health Information Demonstration Project, to develop a platform that allows health
care providers to securely document, maintain and exchange clinical information using electronic
methods. This first Use Case focused on securely exchanging health information via a mobile
device. In addition to sector-specific Use Cases, the NCCoE is working on "Building Block"
solutions that can be applied across industry sectors. The first of these, Trusted Geolocation in
the Cloud, has as its objective strengthening the security of virtualized infrastructure cloud
computing technologies by using Infrastructure as a Service (IaaS) to address security challenges
tied to shared cloud servers.

It is envisioned that the NCCoE will serve as a national resource to integrate commercially
available technologies to build practical cybersecurity solutions that can be applied to industry
sector cyber challenges. In so doing, the NCCoE will create a pre-competitive environment for
public and private sector organizations to work together to develop cybersecurity solutions, and
create an environment where new cybersecurity technologies and applications can be identified,
tested, and refined. Important objectives of the NCCoE include engaging a spectrum of
technology and industry paftners to accelerate the transfer and availability of solutions to the
marketplace, and creating an effective access point for government-developed cybersecurity
technologies and applications to be made available for licensing and co-development by the
private sector. The Parties anticipate that the NCCoE will leverage federal cybersecurity assets
located in Maryland, and increase commercial opportunities that can further economic
development obj ectives.

The Parties contemplate the need to expand the NCCoE facilities as the NCCoE prepares to
undertake multiple simultaneous specific industry sector Use Cases and Building Block solution
efforts, each of which will involve one or more different teams of collaborators. In addition to
participation of industry partners from large information technology sector firms, an important
aspect of the NCCoE's activities will be engagement with small business firms as well as
institutions of higher learning and educational institutions. The Parties also concur in the
particular importance of facilitating the participation of small business firms, including start-ups,
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in the NCCoE. Such small business firms may not have the resources that allow large business
firms, such as many National Cybersecurity Excellence Partnership (NCEP) partners, to co-
locate at NCCoE facilities and/or to otherwise participate along with academic experts and NIST
staff. Yet, such participation will be critical to the success of the NCCoE mission.

Accordingly, the Parties recognize the need for expanded facilities operations services to
increase the likelihood of success in the conduct of cooperative NCCoE activities with small
business firms, institutions of higher learning and educational institutions, as well as with other
NCCoE partners, which may include other Federal agencies, under this Agreement.

Article 4. Designated Representatives

The NIST designated representative responsible for coordination of activities under this
Agreement is Donna Dodson, Acting Director, NCCoE. The NIST representative will
coordinate directly with the designated DBED representative and the designated DED
representative.

The DBED designated representative responsible for coordination of activities under this
Agreement is Jeffrey Wells, Executive Director of Cybersecurity, DBED. The DBED
representative will coordinate directly with the designated NIST representative and the
designated DED representative.

The DED designated representative responsible for coordination of activities under this
Agreement is Steve Silverman, Director, DED. The DED representative will coordinate directly
with the designated NIST representative and the designated DBED representative.

Each Party agrees to notify the other Parties in writing of a change in that Party's designated
representative.

Article 5. Agreement Activities

5.1 General.

To accomplish the pulposes of this Agreement, the Parties' designated representatives will use
their best efforts to identify activities under which small business firms, institutions of higher
leaming and educational institutions can make demonstrably productive use of technology-
related assistance through the NCCoE. The Parties will use their best efforts to accomplish the
pulpose of this Agreement.

The NCCoE is under the technical direction and control of NIST. NIST has published its
intention to sponsor an FFRDC to support the NCCoE.l Assuming approval for NIST to

' The first of three Federal Register Notices, ooProposed Establishment of a Federally Funded Research and
Development Center-First Notice," is at https://federalregister. govlal2013-09376. The second, "Proposed
Establishment of a Federally Funded Research and Development Center-Second Notice," is at
http://www.gpo.gov/fdsys/pkg/FR-2013-06-21/htrnl/2013-14897.htrn. Thethird,o'ProposedEstablishmentofa
Federally Funded Research and Development Center-Third Notice," is at https://federalregister. govlal2013-17025.
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establish an FFRDC is granted, NIST anticipates issuing a solicitation in the spring of 2014 for
proposals to operate the FFRDC. The proposed FFRDC contract will provide research,
development, engineering, and technical support to the NCCoE; program and project
management; and facilities management, if necessary. Accordingly, NIST contemplates, and the
Parties understand and agree, that this Agreement may be amended, once the FFRDC is
established and a contract for its operation is awarded, including the possibility of adding the
FFRDC as a Party.

5.2 TechnologyTransferActivities.

The NCCoE is dedicated to furthering innovation through the rapid identification, integration
and adoption of practical cybersecurity solutions. It is contemplated that the NCCoE will evolve
into a technology transfer hub for cyber solutions derived from government and private sector
tools as they apply to specific sectors of the Nation's infrastructure, such as energy, financial
services, telecommunications, transportation, and health, and as a key location for major research
and development in cybersecurity as it applies to these and other key sectors of the U.S.
economy. It is contemplated that DBED and DED will serve as primary agents, and all Parties
will work in active collaboration in generating and facilitating technology transfer of security
capabilities and platforms developed through NCCoE programs and projects and other federal
entities. Once the FFRDC is established and a contractor is chosen, more specific objectives and
metrics will be identified and may be agreed to by the Parties. It is also understood and agreed
that DBED and DED will be primarily responsible for efforts to engage with institutions of
higher learning, educational institutions, and private sector entities that may desire use of
facilities in connection with the NCCoE through direct agreements with such institutions or
entities. In these capacities, it is contemplated that the activities of DBED and DED may include
active collaboration with the NCCoE for:

a) developing and maintaining significant interactions with key commercial industry
. sectors for the identification of cybersecurity needs within those industry sectors

where the NCCoE can contribute in accordance with its mission;

b) facilitating access for small and emerging businesses in order to encourage their
participation in the development of use case solutions;

c) empowering commercial organizations to use the NCCoE as a tool to proactively
develop and deploy cybersecurity solutions for specific industry sectors;

d) fostering a physical environment in which businesses can locate in and around the
NCCoE in order to work more closely with the Federal govemment, but also to work
more closely in development of pre-competitive and non-competitive cybersecurity
solutions;

e) supporling the creation and growth of innovative cyber security platforms,
mechanisms, and demonstrations developed at the NCCoE, including facilitating the
ability of small business firms to co-locate at or locate near the NCCoE through the
provision of flexible terms such as below market rent, short-term lease options, and
lease options without requirement for personal guarantees;
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0 establishing industry incubators for commercial availability and adoption of, and
participation in, NCCoE security platforms, especially by small business firms;

g) integrating incubator activities into state and local economic development planning;

h) identifying industry association partners and facilitating meetings between the
NCCoE and private sector representatives (including both large and small business
firms) to allow for the NCCoE to provide overviews of its mandate and goals and
solicit feedback and input from the private sector regarding those elements;

i) working with key representatives at NIST to develop a communication protocol by
which information regarding cybersecurity standards is shared to provide an
opportunity for various industry sectors to hear first-hand what is being proposed
and interact directly with NCCoE participants in understanding the solution;

j) coordinating with NIST to identify other Federal agencies that will be relevant to
achieve the NCCoE's cybersecurity mission and that will also be beneficial to
achieve the economic development objectives of the State and County;

k) working with NIST, the NCCoE, and private sector companies to identify
cybersecurity workforce needs and requirements, and to advance the programmatic
development of workforce training and education;

l) working with high schools, colleges, universities, and the Federal Government to
implement appropriate programs to meet the need of these groups;

m) assisting in developing and implementing strategies to recruit local, state, regional
and national organizations for issue solicitation and development; and

n) promoting the NCCoE's business and physical environment, accomplishments, and
participants.

5.3 FacilitiesOperationServices.

The Parties agree that the identification and ongoing management of facilities is a critical step in
the development of the NCCoE. NIST has developed a Program Of Requirements (POR) for a
facility to meet the needs of the NCCoE during its development and maturation. In addition to
the NCCoE, there is also a need for space that can be used to incubate and support new and
emerging cybersecurity and cybersecurity-related companies, house representatives from firms
working on various projects at the NCCoE, and for firms to locate in proximity to accelerate co-
development effortsr The financial arrangements between NIST, DBED and DED are pending
the capital cost assessment for the expanded NCCoE facilities. DBED and DED have
prospectively identified the William Hanna Center for Innovation at Shady Grove (previously
known as the Shady Grove Innovation Center and as the Maryland Technology Development
Center) (the "Center") as the location for the expanded NCCoE, and the agencies will play a role
in the ongoing support for the Center. Additionally, as noted above, Facilities Operations
Services under this Agreement will include, but are not limited to, property provisioning,
ownership/leasehold and management of non-Federal property, and development and
management of technology transfer relationships through business incubation activities.
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It is contemplated that the responsibilities of DBED and DED, as part of their responsibilities for
Facilities Operation Services in accordance with this Agreement, and reflecting their experience
and expertise in Business Innovation Network programs, will include providing NCCoE
laboratory, office, conference, and collaboration facilities in accordance with the POR for the
duration of NCCoE residency at the Center; and managing facility occupancy agreements with
the NCCoE. It is expected that the Parties, along with the Maryland Economic Development
Corporation (MEDCO) will enter into a license agreement outlining specific terms and
conditions for the NCCoE occupancy of the Center including, but not limited to, NCCoE's
responsibility for providing payments for utility costs, licensee services and other operational
elements. In addition, the Parties will coordinate efforts to identify andmanage, as appropriate,
facilities not contractually associated with Federal NCCoE development, demonstration, and
documentation activities; establishing industry incubators for commercial availability and
adoption of NCCoE security platforms, especially by small business firms; supporting the
NCCoE structure both physically and procedurally in order to atftact firms to co-locate near the
NCCoE, by providing clear opportunities for them to access and interact directly with the
NCCoE; coordinating with NIST to support maximum allowable access for companies co-
locating at or locating near the NCCoE; and promoting the NCCoE's business and physical
environment, accomplishments, and participants.

5.4 Support for Outside Activities.

NIST will identify to DBED and DED research and development capabilities of the NCCoE that
may be made available to small businesses and educational institutions that need or can make use
of technology-related assistance from the NCCoE. DBED and DED may attempt to locate and
advise such small businesses and interested educational institutions of the availability of such
capabilities and the related procedures and conditions. In the preparation and submission of
proposals, DBED and DED may choose to participate and provide such other assistance to
interested small businesses or educational institutions as is consistent with their missions. NIST
will fully consider all requests submitted for such support. Support may be provided as
appropriate in accordance with applicable Federal laws and regulations.

5. 5 Technologlz Marketing Programs and Showcases.

NIST and DBED and DED, as appropriate, will cooperate in planning and presenting various
programs that showcase NCCoE technology, research and development, collaborations,
opportunities and capabilities.

Article 6. .Effective Date and Termination

Effective Date. This Agreement will be effective upon full execution by the Parties
hereto and will remain in effect for 5 (five) years thereafter, unless extended by written
amendment in accordance with Section 8.2 or unless sooner terminated by a Party.

Termination. Any Party may terminate this agreement upon 60 (sixty) days written
notice to the other Parties or upon mutual written agreement of the Parties.

6 . 1

6.2
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8.7 Apulicable Law. The Parties agree that the Agreement will be governed by thE laws of
the United St*tes of America and the Etate of Marylend, as applicable to the Paties.

Signed by:

Dominick Murray Date
Se$etary
Maryland Department of Business and Economic Development

Isiah Leggett
County Executive
Montgomery County

Patrick D. Gallagher
Under Secretary for $tandards nnd Technology
Director
National lnstitute of $tandads and Technology
United States Department of Commerce

Date

3 t Cc1 Zo${- l
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Article 7. Conditions

Activities undertaken pursuant to this Agreement shall be subject to the availability of funds and
other necessary resources. Each Party to this Agreement is responsible for its own costs, unless
otherwise provided for in a separate written agreement. No funds are obligated by this
agreement.

Article 8. Miscellaneous

8.1 Entire Agreement. This Agreement constitutes the entire agreement between the Parties
concerning the subject matter hereof.

8.2 Modification. This Agreement may be extended or modified by written agreement signed
by the Parties hereto.

8.3 The Use of Name or Endorsements. No Party shall use the name or logo of any other
Party on any advertisement, product or service directly or indirectly related to this
Agreement without prior written authorization of the Party owning such name or logo.

8.4 Govemment Liabilitv. The NCCoE is an activity of the U.S. Government. As such, the
sovereign immunity of the United States applies to the activities of NIST. The
Government shall be liable for the negligent or wrongful acts of its officers and
employees to the extent provided for in the Federal Tort Claims Act (28 U.S.C. $ 267I et
seq.) and other applicable laws and regulations of the United States that specifically
waive sovereign immunity. Nothing in this Agreement shall be construed as a waiver of
the sovereign immunity of the United States.

8.5 DBED and DED Liability. DBED and DED are public instrumentalities of the State of
Maryland and Montgomery County, Maryland, respectively, and shall be solely
responsible for the actions of their respective employees and the actions of those acting
for them in the performance of this Agreement to the extent provided for under the
applicable provisions of the laws of the State of Maryland. Nothing in this Agreement
shall be construed as a waiver of the sovereign immunity of the State of Maryland or
Montgomery County, Maryland, in accordance with applicable State law.

8.6 Montgomerv Count)' Liability. Any obligation or liability of Montgomery County
arising in any way from this Agreement is subject to, limited by, and contingent upon the
appropriation and availability of funds, as well as the damage caps and notice
requirements provided for in state law, including the Local Govemment Tort Claims Act.
Any obligation of the County arising under this Agreement that is deemed to require the
expenditure of money by the County is expressly subject to the appropriation and
encumbrance of funds by the Montgomery County Council, in the absence of which, the
County shall have no liability therefor. This Agreement is not intended to create any
rights or causes of action in any third parties or to increase the County's liability above
the caps established by law.
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8.7 Applicable Law. The Parties agree that the Agreement will be governed by the laws of
the United States of America and the State of Maryland, as applicable to the Parties.

Signed by:

/a/r-.-----7-
Dominick Munay
Secretary
Maryland Department of Business and Economic Development

Isiah Leggett
County Executive
Montgomery County

Patrick D. Gallagher
Under Secretary for Standards and Technology
Director
National Institute of Standards and Technology
United States Department of Commerce

Date
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8,7 .{pplicable l-aw. The P;aties agree fhat the Agreement will be govemeel by rhe laws ofthe United States of America nnd tire State o1'Maryland, as appiicatrle to the parties,

$igned by:

Dom,inick h{urray Date
Secretary
Maryland Dspartment ol' Business nnd Eoon'mic Developmerrt

./'l I
/4,{* tl,Aa {o{_____*T- r
Date

County Executive
Montgomery County

Patrick D.Oallagher
!1der $ecretary for Sta,ndards and Technology
Direclior
National Institnte of $tandnrds and Technology
I.Jnited $tntes Depa(ment of Cornmerce

Date
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EXHIBITA

MEMORANDUM OF TTNDERSTANDING BETWEEN MONTGOMERY COUNTY MARYLAND AND THE
STATE OF MARYLAND AND THENATIONAL INSTITUTE OF STANDARDS AND TECHNOLOGY FOR

THE NATIONAL CYBERSECURITY CENTER OF EXCELLENCE
DATED FEBRUARY 21,2012
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M EMORANDUM OF TINDEIIST'ANDINC

I}Li'I'WIiEN
MON'I"COMEITY COLINTY MAIl\ '  LAN D

AND
1'I'IE S'I'A'I[i OI. MARYI,ANi)

ANI)' f  t-tE NAI'IoNAL INSl'r 'ru'rE OF St"nNDARDS AND TECIINOL.OGY (NIST')
trolt 1"t-tE

N A'I'tON AI- CY 13 I] IlS ECLJ I{I1'\' C]ENT'IJI( OF EXC]H I.I,[iNC E

Articlc l .  Purposc

' l 'he purpose of this Mcrrrorandum ol ' IJnclerstanrl ins (MOti) is to aclvance thc t irutually bcnclLcial
intelests ol'Montgomcry Clounty, Marylancl. tlrc Statc of Maryllncl and thc Nntional lrrstitute of
Stiindarcls ancl l"cchnology ili collahorating on tlre estatrlishnrcnt ol'thc National Cybersecurity Centcr ol'
Excollcnco. horcallcr rclilrrecl to as the 'Ccuter.'

Art iclc 2. I lacksround

Cybcrsccurity is vital to thc ecouomic and nntionul sccurity intcrcsts of thc Llnitcd States. "l'hc cyber
in{iastrr.rctureof thc, Ll.S, is a stratcgic rssct thut onahlcs rnorc thun $200 bi l l ion o{'e*contntcrue
transactious in tlie t"l.S. 'i 'his stratcgic assct of iutcrconnectcd uctworks ul'courputcrs is csscrrtial fbr
critical lilncticlns such as air traffic control, lirctory opcrations, supply-cltain klgistics. clectric power
clistribulion, tolecornniunications, ancl hcalth care rlclivery. "l'hc Nation's clepcnclcnce ort inlirrntatiou
teclrrrologios coritinues l,o tleepcn, ond its cybcrsccurity cl'lirrts rrrusl exparrcl accordingly to kcep pacc.

'fhcsc rtctrvorkeclsystcrtts fhce an cvcr-increusing tiu'catol'atlack liorn indivirlulls, orgartizations. ancl
naticlrt-statcs that targct ltcy inlbrrnntion technology (l'l ') opcrations ancl asscts. Many I'f systems ltavc a
poorly irnplementc<l artrl nraintainccl sccurity conliguration, hnlcl-to-usc security contrcls, arrcl security
posturcs that are too cornplex ltrr rrrost administraturs to urrclcrstitnd, This comtrirration allows ntany
tltrcats tcl succcsslirlly comlrromiso svstcurs aucl clclays reactious trl these conrpronrises, which can result
in signilicartt clamagr:. ln addition, thc proliltralion ot'security tcchnokrgics targcting singlc
a1:lllications, cornbinccl rv jth users that, are ollcrr inaclecluately educatecl <lr traincrl in cybersecurity bcst
praoticcs. tlakes thc protoction of'cytrer nctrvorks trrcl systcnts a signilicant clullcrrgc.

In thc litcc o1'such challcnges. rcsourccs conccntrittocl in thc Statc o{'Marylancl, incluclirrg Montgornery
Cclr"utty" ltavc rnaclc it a natiorral lcarlcr in sccuring thc nation's critical infi'astructure. With tire National
lnstitutc ol'Stanclarcls ancl Tcchrrokrgy (NISl'). thc Nutkrrial Sccurity Agcncy, LJ.S. Cybcr Cornrnancl and
otltr:r Fcclcral cybersccurity activitics, Marylaud is thc base lbr marry U.S. cl'lirrts to prntect ancl defbnd
thc cctuntry's in{bnnat,ion networks" I}oth thc l'?uclsralgovclnmclrt ancl thc Statc of Maryland have
outlinccl compreltcnsivo strategics lbr strengthcning cybersecurity, ancl it is irnlrortant that Montgontery
CoLulty. the State ol'Marylarrd, ancl NIST colltbonltc to ancl nraxirnize syncrgics through thc
establislrrncnt of tlic Ccntcr.

A knowlcclgo-driven ocollouly, wor"[rl-class acadcrnic institutions" Ffederal as$ets, innovutive technology
companics developing cLrtting-cdgc sucurity products arrd a hi-qhly-eclucatccl work{brce l'brrn a



lbunclation upon wSich tq establish the C-'cnter. 'l ' ire Cerrter will support collaborativc rcscarch attd
clcvclppgrent ctlbrts bctrveen govcrnment, inclustry ancl acaclernia to fbstcr tlte accelcrated dcvcloptltctlt,
rapicl rxloptipp, 11cl brqncl clelioyrnerrt of comprehcnsive cybcrsccurity platfbmrs thnt supptlrt autotl]ated
and tlustworthy cyber irtiiastructure.

Articlc 3. CooPcrativc Work

3.1 &s]gl*0niUis$p[Lusibilil]$.

3.l . l  Morttgourcry Coullty intcncls to:

a) partncr rvith thc Stute ol'Maryland and NIST'on the establishnteut o1'the Cente[
b) utilizc thc departrnents, argencies antl economic clevekrpttrcnt assets of the Coullty to

support the mission of thc Cleuter; attcl
c) suppurt thc croation aml growtlt o['innovative cytrersecurity techncllogies and

cornpanies dcvclopccl at thc Centcr.

3.1 .2 'fhc Statc cl1'Maryland intcncls tct:

a) partncr with Montgolnery Clounty and NIS'f on the est,ablishment ol'tlte Clentel';
b) utilize the clepartments, agcncies, ancl acaclcmic assets o1'tlte Stato to support thc

mission cll'the (--cuter; arrcl
c) supporl thc crcation ancl growth ol'innovative cyirersecurity tecltttokrgies and

conrpanics clcvclopecl at thc Centcr.

3.1.3 Thc National Insti tute of Standards and Techrmlogy intcrtcls tct:

a) partilcr with Montgon"rcry Clounty anci the Stnte o1'Maryland on thc
estatr I ishurent o f' thc' Ccnter;

b) utilizc the research asscts ol'the Institutc to suppol't thc mission o1'thc Center; and
c) supllort the creation ancl growtlr of innovativc cybersecurity technokrgies dcvclopecl at

the Ccutcr.

Articlc 4. Etfbctivc Drtc *ncl T'ermination

4.1 EAqgXUclDAt.e. 'l 'his MOtJ will bc cll'ectivc upon firll exccution lry the partios ltercto arrd will
rernain irr eilbct untill-g-r-qary lJQl7 unlcss cxtendccl by r.vrittcn agrcerrrcrrt prior to oxlriratiort in
accorclance rvith Articlc 6"2 or unlcss soollor tcrrninatcd hy thc partics.

4.2 liU:itnAttOU. Any party nlay terruirrnte its participation in this MOt.l u1:on 60 (sixty) clays
written noticc to the othcr parties or uporl mutual writtcn agrcerncnt of thc pufties"

Article 5. Conditions

Activities unclertaken pursuant kr this MOU shall bc sub.ject to the availabilityof funcls and otlier
neccssary resoLlrces. Each party to this MOLJ is responsible tbr its own costs, unless otherwise proviclcd
lirr in a separatc i.vrittcn agreerncnt. No lirncls are obligated by this MOU.



6 . 1

6.2

0 . J

Article 6. Miscellaneous

llntire.Agreement. This MOU constitutes the cntire agreenlctlt hetwecn thc parties concerniug
tht: subject mattcr hereof.

MadifiggtiAX. 
'fhis MOU rnay tre cxtencled ol nxrclified by written agreement signed by the

partics lteretu^

'the L.lsc of Na.ngo,| Endorsclngflt$.. No party shall use the name or krgo ol'uny other party on
any advertisslnent, product or scrvice directly or indirectly related to this Agrcctnent without
prior written authorization of the party owning such name or hgo. The Statc of Maryland arrcl
Montgomery County shall ensure that their rcsltective departrncnts and agencies do not use tlte
llamc or krgo of NIS'f on any udvortisement, procluct or servicc clirectiy or indirectly rclatetl tc:
this MOU without prior written authorizntkrn ol'NlST.

Not Lcgally "llindiug, This MOU is a staterncnt oI'intent ol'tlte parties to collaborate as dctailcd
ahovc. This MOU is not legally binding upon thc parties and crcates no legal rights or
rcsponsibilities.

oK-/*t /z.dlL
Date

6.4

LJnder Secretary fur Standards and'l'echnology
Director
National Institute ol'Stanclards ancl Techrrology

Barbarn A. Mikulski
Unitecl States Senator
Maryland

Signcd by:

lsiaI Leggett
County tlxccutive

Date

Date
t .

Patrick D. Callagher'

Witncss:

Date
r  / e o ,


