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Revision
This Physical Security Plan must be reviewed and updated on a three yearly basis (or more frequently following major change to business operations and/or priorities) as a part of Chief Minister, Treasury and Economic Development Directorate’s business planning process. 
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Introduction

The ACT Governments Protective Security Policy Framework (PSPF) describes the protective security policies, principles, standards and procedures to be followed by CMTEDD to safeguard its assets, infrastructure, finances and staff. CMTEDD’s protective security policies, procedures and governance arrangements provide the framework for a systematic and coordinated approach to security risk management across governance, information, physical and personnel security. 

Managing security risk is the responsibility of all CMTEDD personnel, contractors and consultants. 
Scope
A physical security review is used to identify risk threats and vulnerabilities at each location/site/ building and recommend appropriate treatment/corrective action strategies. 

The physical security review programme will progressively review the physical security risk at each of the CMTEDD locations/sites/buildings based on a risk exposure evaluation for each individual location/site/building.

The reviews will be conducted by either Shared Service Protective Security team or qualified consultants and will be conducted in line with industry standards and achieved through consultation with the relevant stakeholders, review of any current available documentation and interviews with selected staff.

Shared Services Protective Security or consultant will prepare a report on the current physical security arrangements, identify any significant risks and provide recommendations to correct any deficiencies identified with the physical security.

Where a location/site/building has in the past five years had a physical security review completed, the document will be desk top reviewed to ensure no significant material changes have occurred. The location/site/building will then be scheduled for a full review within the next two years. 
The review scope will not include ICT Security or Business Resilience programmes. The existence of location/site/building Emergency Management Plans (EMPs) will be confirmed, however these plans will not be reviewed or tested under the physical security review program. The review and testing on the EMPs remains the responsibility of Facilities Management or delegate.

The review scope will also not include a Crowded Places risk assessment, which is a separate exercise where appropriate.

The respective officers with responsibility for locations/sites/buildings will be provided with sufficient notification that a review is to be conducted and provide a commencement date in line with business operations and impacts.

Contacts

Agency Security Executive (ASE) 

Kirsten Thompson x78207

kirsten.thompson@act.gov.au

Agency Security Adviser (ASA) Governance

David Hart x53020

david.hart@act.gov.au

Agency Security Adviser (ASA) Operations

Gary Spencer x59067
GaryAP.Spencer@act.gov.au
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