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MC/14/90
Risk Management Policy
1. As a result of the findings of both the External and Internal Audits the Senior Leadership Group (SLG) has developed a Risk Management Policy that is now presented to the Council for approval.  

2. The policy covers the framework that can be used for managing risk for the whole organisation (the Methodist Church and the Connexional Team).

3. The Strategy and Resources Committee (SRC) was supplied with this policy in September 2014, alongside a Connexional Team Risk Register which identifies potential risks, and outlines procedures in place to reduce the impact should such situations materialise.  The SRC now recommends this policy to the Council. 

4. The Connexional Team Risk Register is essentially a ‘programme’ Risk Register but does not cover a number of key ‘corporate’ risks.  Such risks would include risks such as the Church not making new members or the Trustees failing to fulfil their legal obligations. The SRC discussed this and noted that a ‘corporate’ Risk Register needs to be put together.

5. The SRC recommends that a group is formed to produce a Risk Register for wider ‘corporate’ risks, and that it be comprised of representatives from the following categories:

1. At least two members of the Methodist Council

2. Two members of the SRC 

3. The Chair of the Audit Committee

The SRC noted that this group would need input from the Senior Leadership Group of the Connexional Team (through the nominated Risk Champion) as well as the internal auditors.
6. It is intended that the Risk Management Policy and Register are presented to the Audit Committee in October 2014 for their information and future monitoring with the SLG, SRC and the Council.

7. Full details on the monitoring and review of the Policy and the Register are contained within the Policy itself.

***RESOLUTIONS

90/1.
The Council adopts the Risk Management Policy and directs that it be presented to the Audit Committee.
90/2.
The Council agrees to set up a working group to work on a ‘corporate’ Risk Register as described in paragraph 5 of the report.
Risk Management Policy 
Introduction 

1 Good risk management is a key operational approach for enabling the Methodist Church, the Methodist Council and other governance bodies to successfully achieve its strategic priorities.   The approved risk management approach described in this policy is a core part of Connexional Team (hereafter the ‘Team’) decision making and quality assurance systems, and enables the Council to discharge its corporate governance requirements. The Team engages in risk management as part of its core purpose to support the Methodist Church in furthering its purposes.  
Scope 

2
This policy relates to all activities of the Council as the employing body of the Team.
3
This policy provides a framework for the Team on behalf of the Church to manage risk proactively and ensures that control measures and actions are applied to enable the Team to flourish and develop in a challenging legal and operational environment. 
 Objective

4
The objective of this policy is to ensure the adoption and regular review of systems and procedures to improve and safeguard the effective operation of the Team by identifying and managing wherever possible potential risks. 
Definition

5
Risk is defined as any uncertain event that may have a positive or negative impact on the Methodist Church’s ability to fulfil its purpose of advancing the Christian faith in accordance with the doctrinal standards and discipline of the Methodist Church. 

6
The Team recognises that it is neither possible nor appropriate to seek to eliminate risk entirely but risks can be managed in an endeavour to minimise or maximise their likelihood and/or impact.  Effective risk management by the Team will help to increase the likelihood of the Methodist Church fulfilling its mission.

Aims 

7
The aims of this policy are to: 
· enable the Church to achieve its Strategic Priorities through the effective management of risk
· form  part  of  the Team and other governance bodies’ internal control and corporate governance arrangements
· explain the underlying approach to risk management, document the roles and responsibilities of the Senior Leadership Group, members of the Team and other key parties
· outline key aspects of the risk management process, and identify the main reporting procedures
· describe the process the Team will use to evaluate the effectiveness of the  internal control procedures. 
Principles 

8
The following key principles outline the Team’s approach to risk management and internal control: 

· the Council has responsibility for overseeing risk management for the Team as a whole and delegates this responsibility to the Strategy and Resources Committee and the Audit Committee
· an open and receptive approach to solving risk problems is adopted by the Team; risk management is enabling so that the Team achieve its priorities 
· the Connexional Secretary and the Senior Leadership Group support, advise upon and implement policies approved by the Council 
· the  Team provides recognition and disclosure of the financial and non-financial implications of risk 
· Senior managers and Team members are responsible for encouraging good risk management practice and risk assessment is embedded throughout the Team 
· key risks are identified and closely monitored on a regular basis, with regular reporting and review
·  the Connexional Team Shared Values will be taken into account.
Risk Appetite 

9
Risk Appetite is the amount of risk that the Team is willing to accept in relation to key drivers of the organisation.  This approach to reviewing risk enables the Team to adopt appropriate behaviours, decisions and controls according to the priorities in the Strategy Plan.  The Team’s risk management philosophy is to minimise risk but this approach enables the Team to accept additional risk, providing the impact has been evaluated, mitigation measures have been put in place and a regular robust monitoring process is established. 

10
The Team recognise that taking risks is vital when seeking to communicate the Gospel and that the Methodist Church was founded because of risks taken by John Wesley.   The Team must therefore embrace risks which aim to advance the purposes of the Methodist Church whilst ensuring those risks that might have a negative impact must be avoided or minimised. 

11
Prior to any risk being accepted, full consideration must be given as to the likelihood of the risk occurring and the impact on the Church if the risk were occurred.  Any risk that seriously threatens the ability of the Methodist Church now or in the future to further its purpose of advancing the Christian faith will not be acceptable.  If such a risk cannot be extinguished then all steps will be taken to minimise the likelihood of the risk occurring.   

12
The table below sets out the Risk Appetite assessment for key drivers of the organisation for the Team.  The descriptors used under this approach are given at Annex A.  This is not meant to be prescriptive as the risks faced by the Team vary greatly in their likelihood and impact.
	Key Drivers of Organisation (main factors and resource areas for risk management)
	Risk Appetite

	1. Health , Safety and Welfare (inc Safeguarding)
	Zero

	2. Improving Income Diversification
	High

	3. High quality Services
	Low

	4. Maximising staff potential
	Medium

	5. Achieving the financial plan and Headline Funding Targets
	Low

	6. Compliance with legislation
	Zero

	7. Working with others/Partnerships
	Medium

	8. Effective Management of Connexional property and assets
	Medium


Risk Appetite Descriptors

	Assessment
	Description of potential effect

	Very High Risk 
Appetite

5
	accepts risks that are likely to result in reputation damage, financial loss or exposure, major breakdown in services, information systems or integrity, significant incidents of regulatory and / or legislative compliance, potential risk of injury to staff / service users. 

	High Risk
Appetite

4
	willing to accept risks that may result in reputation damage, financial loss or exposure, major breakdown in services, information systems or integrity, significant incidents of regulatory and / or legislative compliance, potential risk of injury to staff / service users.


	Moderate Risk
Appetite

3
	willing to accept some risks in certain circumstances that may result in reputation damage, financial loss or exposure, major breakdown in services, information systems or integrity, significant incidents of regulatory and / or legislative compliance, potential risk of injury to staff / service users.

	Low Risk
Appetite

2
	not willing to accept (except in very exceptional circumstances) risks that may result in reputation damage, financial loss or exposure, major breakdown in services, information systems or integrity, significant incidents of regulatory and / or legislative compliance, potential risk of injury to staff / service users.

	Zero Risk
Appetite

1


	not willing to accept risks under any circumstances that may result in reputation damage, financial loss or exposure, major breakdown in services, information systems or integrity, significant incidents of regulatory and / or legislative compliance, potential risk of injury to staff, service users or public.


Elements of Internal Control 

13
Risk management is part of the system of internal control.  This system encompasses a number of elements that together facilitate an effective and efficient operation, enabling the Team to respond to a variety of operational, legal, financial and commercial risks. These elements include: 

· Policies and Procedures.  Attached to significant risks are a series of policies that underpin the internal control system. Written procedures support the policies where appropriate
· Reporting.  The Senior Leadership Group, the Council and its committees (Audit Committee and Strategy and Resources Committee) receive a number of key reports on a regular basis which allow for the monitoring of key risks and their controls.  Decisions to rectify problems are made at regular meetings of the Senior Leadership Group and the Council if appropriate
· Strategic planning and budgeting.  The strategic planning and budgeting process, undertaken by the Strategy and Resources Committee, is used to set objectives, agree action plans and allocate resources.  Progress towards meeting strategic plan objectives is monitored regularly
· Risk Register.  The  Connexional Team Risk Register is owned by the Senior Leadership Group through the Audit Committee but is compiled by members of the Team and helps to facilitate identification,  assessment  and  ongoing monitoring of risks significant to the Team. The document is formally appraised annually but  emerging  risks  are  added  as  required  and improvement actions and risk indicators are monitored regularly
Risk Categories

There are five different risk categories: 

Strategic Risks


               eg  inappropriate organisational structure






eg committees lacks relevant skills or commitment






eg conflict of interest
Operational Risks

               eg poor staff recruitment and training 





eg data is lost due to insecure device management






eg IT fire walls do not provide adequate security






eg conditions in the server room present a health and 

                                                                  safety risk or potential fire hazard

Financial Risks



eg inadequate reserves and cash flow





eg movements between different account codes are not 

                                                                                 scrutinised, which could conceal error or fraud






eg errors, omissions and inappropriate transactions are               

                                                                                 not identified and acted upon

External Risks



eg changing government policy






eg turbulent economic or political environment






eg bomb threats 

Compliance Risks


eg acting in breach of trust

                                                                         eg poor knowledge of legal responsibilities 






eg poor knowledge of regulations and procedures


· Team Risk Management.  All members of the Lead Staff Team are expected to use the framework of the plan to ensure that risk management is embedded within their areas of responsibility and that significant risks are identified, assessed and referred to the Risk Champion.  This also includes the removal of any previously listed risks where the threat is no longer significant enough to be included in the document. 
· Audit Committee.  The Audit Committee in their report to the Council on internal controls alert the Council to any emerging issues.  In addition, the Committee oversees internal audit, external audit and management as required in its review of the internal controls.  The Committee is therefore well-placed to provide advice to the Council on the effectiveness of the internal control system, including the Team’s system for the management of risk
· Internal Audit Programme.  Internal audit is an important element of the internal control process.  Apart from the normal programme of work, the Internal Audit is responsible for aspects of the annual review of the effectiveness of the internal control system within the organisation
· External Audit.  External Audit provides a report to the Audit Committee on the operation of the internal financial controls and the statutory requirements placed upon the trustee body.
· Third Party Reports.  From time to time, the use of external consultants will be necessary in areas such as health and safety and human resources. The use of specialist third parties for consulting and reporting can increase the reliability of the internal control system. 
Risk Strategy and Responsibilities 

Members of Council/Trustees
14
The Council’s role in the oversight of risk is to set the ethos for risk management and to promote the culture of risk management within the Team, including:
· determining the risk appetite for key drivers of the organisation, which types of risk are acceptable and which are not, setting of standards and expectations of staff with respect to conduct and probity 
· approving major decisions affecting the Team’s risk profile or exposure
· monitoring the management of significant risks on an annual basis by the Audit Committee, the Strategy and Resources Committee on behalf of the Council
· satisfying  itself that the less significant risks are being actively managed, with the appropriate controls in place and working effectively 
· annually reviewing the Team’s approach to risk management and approve changes  or  improvements  to  key  elements  of  its  processes  and procedures and form an opinion on whether or not the Team has complied with expected risk management practice. 

Senior Leadership Group 

15
Key roles of the Senior Leadership Group in relation to risk management are to: 
· lead the embedding of risk management throughout the Team and encourage forward planning to assess potential future risks
· take overall responsibility for the administration and implementation of the risk management process
· provide training for all relevant members of staff
· to meet quarterly as a Risk Management Group to review the Risk Management Plan and Schedule of Risks; to identify new risks and assess the impact and required controls 
· to identify a ‘Risk Champion’ to lead risk management 
· identify  and  evaluate  the  significant  risks  faced  by  the  Team  for consideration by the Council through a Risk ‘Heat Matrix’ which determines Gross and Residual\Net Risk and set targets for the status of risks
· provide adequate information in a timely manner to the Council and its Committees on the status of risks and control
· report on  the  risk  management action plan implementation to the Strategy and Resources Committee , undertake an annual review of the effectiveness of the system of internal control and provide reports to the relevant bodies.
Staff members

16       All staff are expected to embed the identification of risk in their own practice by:

· identifying and discussing risk at Team meetings and notifying risks to line managers and the Senior Leadership Group
· taking responsibility for identifying risks in relation to their areas of responsibility and ensuring that such risks are identified and referred in line with this policy.  This approach will be reflected in new job descriptions.
Monitoring and Review of the policy 

17
The Connexional Secretary will act as the Team’s ‘Risk Champion’ and report on risk management to each meeting of the Audit Committee.  The Risk Management Policy will be reviewed by the Senior Leadership Group Risk Management Group annually, which will report to the Audit Committee and make recommendations to the Strategy and Resources Committee  and/or the Council. 

Breach of the policy 

18
The Council will take seriously any instances of non-adherence to the Team’s policy by its staff or management.  Any instance of breach of the policy will be investigated and, where appropriate, action will be considered under the Council/Connexional Team Disciplinary Code for staff. 

Access to policy 

19
The Policy will be available on the Connexional Team intranet. 
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