DATA LABEL: INTERNAL

Premises Security Checklist
(Reference should be made to the guidance notes at the end of the checklist)
	Premises Name
	
	Premises Address
	

	Responsible Person
	


SECTION 1:  ACCESS
	
	Yes
	Partial
	No
	N/A
	Comment
	Action Required
	Target Date

	1.1
	What are the opening hours of the facility?
	
	
	
	
	
	
	

	1.2
	How many access points are there into facility? 
	
	
	
	
	
	
	

	1.3
	Is access to the facility during normal opening hours controlled?
	
	
	
	
	
	
	

	1.4
	If so, how? (add separate control measures for site / yard / buildings as applicable).
	
	
	
	
	
	
	

	1.5
	Is the facility open in the evening for lets?
	
	
	
	
	
	
	

	1.6
	If yes, how is access to the facility controlled in the evening?
	
	
	
	
	
	
	

	1.7
	Is the facility closed overnight?
	
	
	
	
	
	
	

	1.8
	If yes, how is the facility secured after closing?
	
	
	
	
	
	
	

	1.9
	Does anyone have access to the facility after it has closed?
	
	
	
	
	
	
	


SECTION 2: VISIBILITY / LIGHTING

	
	Yes
	Partial
	No
	N/A
	Comment
	Action Required
	Target Date

	2.1
	Does the facility have sufficient exterior lighting at main entrance / access points?
	
	
	
	
	
	
	

	2.2
	Is there good visibility around the exterior of the facility, i.e. a lack of blind spots?
	
	
	
	
	
	
	


SECTION 3: FENCING
	
	Yes
	Partial
	No
	N/A
	Comment
	Action Required
	Target Date

	3.1
	Is there a perimeter fence around the facility?
	
	
	
	
	
	
	

	3.2
	If yes, what type is the fence?
	
	
	
	
	
	
	

	3.3
	Are there any weak points in the perimeter fence at the facility?
	
	
	
	
	
	
	

	3.4
	Is there security fencing (palisade or similar) at any points around the building?
	
	
	
	
	
	
	

	3.5
	Are there any weak points in the security fencing at the facility?
	
	
	
	
	
	
	

	3.6
	Are there any checks conducted of the perimeter / security fence?
	
	
	
	
	
	
	

	3.7
	If a breach is found, how is this reported and to whom?
	
	
	
	
	
	
	


SECTION 4 CCTV
	
	Yes
	Partial
	No
	N/A
	Comment
	Action Required
	Target Date

	4.1
	Is there operational CCTV in or around the facility?
	
	
	
	
	
	
	

	4.2
	If yes, are there any weaknesses or blind spots in the deployment of CCTV?
	
	
	
	
	
	
	

	4.3
	How many CCTV cameras are there and where are they positioned?
	
	
	
	
	
	
	

	4.4
	Where is the CCTV control system kept?
	
	
	
	
	
	
	

	4.5
	Who has access to the CCTV control system?
	
	
	
	
	
	
	

	4.6
	Is the CCTV control system kept in a secure cabinet?
	
	
	
	
	
	
	

	4.7
	Is the power supply for the CCTV secure?
	
	
	
	
	
	
	

	4.8
	What is the retention period of the CCTV recordings?
	
	
	
	
	
	
	

	4.9
	On which format does the CCTV record to?
	
	
	
	
	
	
	

	4.10
	Are there checks conducted to ensure the CCTV is in working order?
	
	
	
	
	
	
	

	4.11
	If yes, how often do these checks take place?
	
	
	
	
	
	
	

	4.12
	Is a log completed to show checks have taken place?
	
	
	
	
	
	
	

	4.13
	Is the person responsible for operating the CCTV control system trained in its operation?
	
	
	
	
	
	
	

	4.14
	Is there a facility to download images recorded on the CCTV if required?
	
	
	
	
	
	
	


SECTION 5 SECURITY ALARM

	
	Yes
	Partial
	No
	N/A
	Comment
	Action Required
	Target Date

	5.1
	Is the location alarmed?
	
	
	
	
	
	
	

	5.2
	If yes, provide details of the alarm system.
	
	
	
	
	
	
	

	5.3
	Is the alarm regularly tested?
	
	
	
	
	
	
	

	5.4
	Is the alarm subject to regular maintenance?
	
	
	
	
	
	
	

	5.5
	If yes, is this evidenced?
	
	
	
	
	
	
	


SECTION 6 SECURITY
	
	Yes
	Partial
	No
	N/A
	Comment
	Action Required
	Target Date

	6.1
	Is a security guard employed on the premises?
	
	
	
	
	
	
	

	6.2
	If yes, provide details of hours employed.
	
	
	
	
	
	
	

	5.3
	Is the attendance of the security guard on site monitored?
	
	
	
	
	
	
	


Prepared By (please print) ………………………………………………………………….

Job Title ……………………………………………………………………………………….

Signature………………………………………………………………………………………

Date Checklist Completed.........../……/…….
	Guidance Notes:

1. This checklist is not exhaustive. It should be used as an aide memoir to supplement normal good practice in maintaining sound day-to-day security arrangements, and to help identify and address any areas of weakness in the security of premises.

2. All sections of the checklist must be completed – where appropriate tick the ‘N/A’ box.
3. All actions to be undertaken should be clearly detailed, with a target date for completion.
4. A paper copy of the completed checklist is to be printed, signed and dated by the responsible person for the property, and retained in section three of the Property Compliance Log Book.
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