Fort Bend Independent School District


Internal Audit Work Program

	AUDIT NAME: 
Computer Asset Inventory Audit




AUDIT NUMBER: 
1100-03







AUDIT DATE: 
August 22, 2003 through November 2003





	Program Based on Presumed or Anticipated Conditions

	
	WP Ref
	Date

	GENERAL:
This audit will concentrate on ensuring internal controls are in place to maintain the objectives of ensuring that FBISD computer assets are controlled and maintained in a manner sufficient to deter and/or detect the misappropriation of computer assets.  
 
	
	

	AUDIT OBJECTIVES:
1. Comprehensive policies and procedures have been established for computer asset inventory.

2. The management of computer assets are in compliance with established policies and regulatory requirements, if any;

3. Computer inventories are adequately secured, maintained and access is properly controlled;

4. The receipt of computer goods is adequately controlled and accurately recorded.  Segregation of duties should exist.
5. The distribution of computer assets to schools and administration is efficient, adequately controlled and accurately recorded.  

6. Warehouse personnel maintains sufficient documentation to support their activities of the distribution of computer assets
7. All unusable computer assets have been disposed of properly and proper documentation exists to substantiate these disposals (i.e., donation, auction, waste).
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	PRELIMINARY WORK:

1. Prepare an engagement memo to announce the audit.

2. Prepare Auditor’s Independence Statement.

3. Obtain an understanding of the auditee’s operations through research and interviews.

4. Perform a general overview of the internal control environment and establish the scope of the audit.
5. Develop appropriate audit tests to provide assurance that management’s objectives are being met, document in audit work program.


	
	

	AUDIT PROCEDURES & TESTING:

1. General

a. Obtain the following, where applicable:

i) Policies and Procedures

ii) Organizational Charts

iii) Prior Audit Reports

iv) External Auditor Management Reports

v) Regulatory Examination Reports

vi) Related Information Regarding Laws and Regulations

b. Review policies and procedures to determine adequacy.  Ensure the policies and procedures have been communicated to appropriate personnel.

c. Determine whether personnel responsible for shipping, receiving, and inventory control are adequately trained and knowledgeable of such operations and requirements.

d. Review any prior examination reports to determine whether corrective action has been implemented for noted deficiencies.
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	2. Field Work/ Testing
a. Determine how computer assets are currently tracked.  Document process.
b. Determine whether FBISD currently uses inventory tags and how these tags are supplied, does the vendor (MSE) place these tags prior to shipment?  Where are these numbers tracked?
c. Select a sample of inventory items to test.  Trace the sample of computer inventory to the physical site location.  Determine whether the inventory items are recorded appropriately.

d. Inquire as to the process for transferring an asset to either another campus/department location or to a disposal/auction location.  Document process.

e. Review a sample of transfers/disposals in order to determine whether the transfer/disposal was made and documented properly.

f. Inquire as to the existence of an automated process to receive, transfer and dispose of computer asset inventory.
g. Make determination as to the adequacy of asset tracking for assets other than computers.  Assets such as 

· Capital assets (items > $5,000 other than land and buildings)

· Highly pilferable items of value (< $5,000) (laptops, pda’s, printers, fax machines, scanners, cameras, projection machines, monitors, cd players, tv’s, etc)
h. Communicate with all levels of FBISD staff and other school districts to determine best practices for such asset tracking.
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	WORK PAPERS:
1. Organize all relevant workpapers in a clear and logical and manner and cross reference audit steps to their corresponding workpapers. 
2. Create a final index for the workpaper bundle.
3. Compile and securely store audit CYA files for reference if needed.

	
	

	AUDIT FINDINGS & REPORTING:
1. Document summaries of all audit findings as soon as exceptions are noted.
2. Recommend to auditee any appropriate adjustments, internal control or operational recommendations as a result of the review.

3. Determine whether to include each audit finding in final audit report based on the audit disposition, the overall materiality to the audit and the relative risk exposure.
4. Prepare the draft audit report for review by auditee.

5. Distribute tentative and preliminary audit report to auditee and request responses within two weeks.

6. Compile final audit report with auditee’s responses, review for errors, and distribute to appropriate District management.
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