HIPAA and Patient Confidentiality
Greenville Hospital System University Medical Center (GHS) respects the privacy of its patients and requires that all who conduct business with GHS share this commitment.  HIPAA, the Health Insurance Portability and Accountability Act of 1996, enhanced the protection of a patient’s privacy.  HIPAA prohibits a Vendor Representative from reviewing the medical records of patients for the purpose of determining which patients may benefit from the Vendor Representative’s products or services.  All information regarding patients of Hospital and Affiliates and their treatment will be held in strict confidence.  This information will not be discussed with third parties or in public places.  

HIPAA privacy standards require GHS to regulate its business associates.  Therefore, any person or company performing an activity or service for GHS that involves the use or disclosure of individually identifiable health information must agree to enter into a business associate agreement to ensure that each business associate protects protected health information (PHI).  You have asserted that your company does not fall into the category of “Business Associate”, however, you and the company you represent are still bound by all applicable GHS rules and regulations, and you must always conduct yourself in a professional, ethical manner while doing business with GHS.  Unauthorized disclosure of any patient’s information is not allowed and may result in litigious actions for which you and your company will be held accountable.

All contracts proposed by vendors should include appropriate HIPAA compliance provisions.  In any event, the vendor must agree that any and all actions taken or authorized by the vendor regarding the transaction, goods, or services involving or relating to GHS shall comply with all applicable laws pertaining to standards for electronic transactions, including those set forth in the Health Insurance Portability and Accountability Act of 1996, and all rules promulgated there under.  The vendor is also responsible for requiring all agents or subcontractors to comply with such applicable law.  Upon the request of the GHS, the vendor will provide appropriate documentation of its agents or subcontractors compliance with such requirements. 

Confidentiality of Information

In the course of interacting with GHS, you may receive information about GHS patients, employees, donors, and its financial or business operations.  Some of this information may be considered “confidential” by law or by GHS policies.  Confidential information may exist in any form – e.g., written, oral, overheard, observed, or electronics.  It is your responsibility to comply with GHS policies by accessing only such information that you need to perform your job and in accordance with the law.  Individuals receiving confidential information are prohibited from disclosing such information to friends, relatives, co-workers, patients, and others unless permitted by GHS policies, applicable law, or as required to perform your assigned job duties.  Confidential information must be protected while doing business with GHS and after your business relationship with GHS ends.  Violation of GHS confidentiality policy may subject you to adverse action, up to and including termination of your business relationship with GHS, as well as civil or criminal penalties as applicable by law.

I HEREBY ACKNOWLEDGE AND UNDERSTAND THE INFORMATION, REQUESTS, EXPECTATIONS, AND RESPONSIBILITIES CONTAINED HEREIN AND INTEND TO COMPLY.

______________________________________________    

 _______________________

Representative Signature





 Date

______________________________________________ 

 _______________________

Printed name of Representative




 Title 

