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NotifyMDM Database Table Maintenance

This guide provides information on . . .
.. . The NotifyMDM Database Tables
.. . Database Back Up
.. . Database Cleanup Tasks

. .. Database Migration
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Database Maintenance

Database cleanup and backup are two key elements in maintaining and insuring efficient system
performance. The best practices outlined below should be incorporated into your organization’s system
maintenance routine.

Transaction Log Configuration

The NotifyMDM database is configured to prevent the transaction log from growing too large. Simple recovery
mode is enabled and the maximum size for the log is set to 16 GB. When the log approaches the maximum
size, alerts are issued. High volume systems may want to monitor the transaction log to determine whether
the maximum size should be set to a value higher. Notify Technology Corporation Technical Support can
assist you with ways to monitor the log.

Database Cleanup

Verify that the database cleanup tasks have been enabled. When the NotifyMDM server software is installed,
tasks are enabled, by default, with parameters for a system accommodating 1000 devices. Administrators of
larger systems should adjust the task parameters according to the recommendations in the Database Task
Scheduler section of this guide. To verify that the jobs are running, access the Database Task Scheduler from
the Dashboard and view the task grid. The grid displays the cleanup jobs that are enabled, the last time each
job was executed, and when each job will run again.

If a database task fails to run, you can check the DatabaseTaskSchedulerLogs database table for errors. See
the System Administration Guide: Server Logging.

System Backup

Periodically backing up the database is an essential practice for system maintenance. A daily backup of the
database, preferably streamed off site, is recommended at minimum.

In addition, back up the MDM.ini file on the Web/Http server. This file is found under the NotifyMDM directory.
Default directory: C:\Program Files\NotifyMDM Server

Regular backups ensure that data can be recovered if the database becomes compromised. With both a
database backup and a backup of the MDM.ini file, a system can be fully restored if necessary.
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The Database Task Scheduler

When devices connect to the NotifyMDM Server, information regarding those connections is logged in the
database and stored for potential troubleshooting purposes.

The amount of information that is logged depends on several factors such as, the number of users on the
NotifyMDM Server, the type of traffic being sent back and forth, the amount of logging taking place, and the
frequency of device connection intervals. Over time, this information can build up in the database and will
become difficult to manage.

Administrators can use the Database Task Scheduler to set cleanup jobs to run at regular intervals in order to
clear excess data and maintain optimal database performance.

The NotifyMDM Database Cleanup Tasks

Upon installation, NotifyMDM database jobs are automatically enabled with the recommended parameters for
a system accommodating up to 1000 devices. Administrators of larger systems should adjust the task
parameters according to the recommendations in the best practices guidelines in this document.

Tasks can be edited, added, or removed through the Database Task Scheduler. You can also use the task
scheduler to manually initiate a task so that it bypasses the frequency interval and runs immediately.

Additional tasks can be created to run customized SQL scripts at regular intervals.

Most of the default database tasks are cleanup jobs. There is also a default job that defragments the
database indexes.

Database Task Descriptions

AirProxyLogs Cleans up device sync logs.

Alerts Cleans up messages from the Alerts grid.

APNTracking Cleans up iOS APN request logs.

DatabaseTaskSchedulerLogs* Cleans up the database task scheduler traffic; all tasks that executed

successfully or that gave an error.

DataUsagelLogs Cleans up device traffic information.

Defragment Indexes* . . . . o
g Reorganizes data stored in SQL database indexes in order to maintain

optimal database query performance.
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DevicelLocations Cleans up device location data.

DevicelLogs Cleans up logs retrieved from the device when device logging is enabled.
DeviceStatistics Cleans up general device information.
ErrorChainLogs Cleans up detailed error messages when an APN command does not execute

successfully.

iOSDevicelnformation Cleans up specific device information related to an iOS device.

iOSDeviceNetworkInformation Cleans up iOS device’s hardware address, phone number, SIM card and cellular
information.

iOSInstalledApplications Cleans up information about apps installed on an iOS device.

iOSInstalledCertificates Cleans up information about all the certificates installed on an iOS device.

iOSInstalledConfigurationProfiles Cleans up information about various configuration profiles installed on the iOS
devices.
When information is deleted from this table, it is also deleted from two other
tables that it references: iOSProfileSignerCertificates and
iOSInstalledConfigurationProfilePayloads.

iOSMDMSyncLogs Cleans up iOS APN traffic logs.

iOSSecurityInfo Cleans up iOS device security information, such as encryption capabilities and
whether the device is passcode protected.

LicensingLogs* Cleans up server licensing logs.

MailMessagelLogs* Cleans up records of group email sent from the Dashboard.

MDMSyncLogs Cleans up NotifyMDM device app logs.

PhonelLog Cleans up device phone logs.

Recover License Seats Cleans up devices that have been in a pending delete state for 30 days,
after an administrator has issued the Stop Managing Device command.

Rollover Logs Removes all records in DataUsagelLogs, Alerts, and DeviceAppsUsage tables if
the SAkey has reached more than 2 billion.

TextMessagelLog Cleans up device text message logs.

Warnings* Cleans up server and device warning logs.

*Data is system based; all other tasks clean up user data

NotifyMDM Database Table Maintenance The Database Task Scheduler o 5



Adding a Database Task

Administrators can access the Database Task Scheduler through the System Management view of the
NotifyMDM Dashboard. You must have full administrative login credentials.

1. Select System Management > System Administration > Database Task Scheduler.
2. Click the Add Database Task button.
3. Select the Task Type.

e Choose Standard to schedule a cleanup job for one of the database tables listed in the Table
Name drop-down list.

e Choose Custom to schedule a stored procedure (or SQL script).

Add Database Task x Add Database Task X
TaskType (® Standard (O Custom TaskType (O Standard (8 Custom
Task Name: 1i:| l Task Name: =
Table Name: # [ Select One... [~ Table Name:
Cleanup Records Older Than: = ‘: Cleanup Records Older Than:
Cleanup Parameter Unit: # @ Days O Hours O Minutes Cleanup Parameter Unit:
Maximum # Of Records to Hold: = : Maximum # Of Records to Hold:
Frequency Unit: # (8 Days O Hours O Minutes Frequency Unit: * () Days O Hours O Minutes
Enabled: [V Enabled: [V]
Stored Procedure: Stored Procedure: = l |
Finish
Adding a Standard Table Cleanup Task Adding a Custom Task

4. Enter a Task Name. If you are creating a Custom task, skip to Frequency.
Select the database Table Name from the drop-down list.

Enter the cleanup parameters, which define the age of the records to be deleted from the database
table. In the Cleanup Records Older Than and Cleanup Parameter Unit fields, enter a number and
select Days, Hours, or Minutes.

Example: If you enter 7 Days, each time the task runs it deletes records older than 7 days.

7. Enter the Maximum # of Records to Hold. This puts a limit on the number of records to store in the
database table. If the task is configured to keep 7 Days of information, but the records still exceed the
maximum, the oldest records are deleted until the maximum is reached.

Enter 0-999999999.

8. Enter the frequency parameters, which define how often the task runs. In the Frequency and
Frequency Unit fields, enter a number and select Days, Hours, or Minutes.

Example: If you enter 1 Days, the task runs every day.
9. Check the Enabled box to activate the task.
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10. If you are creating a Custom task, enter the name of the Stored Procedure. Verify that you have
entered the name correctly.

Note: If the Database Task grid shows that a custom task has not run, it is likely that the
name of the stored procedure was entered incorrectly. Click the Run Database Task button
and select the Last Runtime field in the grid to test the stored procedure.

11. Click Finish to save the task.

Managing the Database Tasks

Database tasks can be added, edited, or removed using the scheduler. You can also manually initiate a task
so that it bypasses the frequency interval and runs immediately.

Access the Database Task Scheduler by selecting System Management > System Administration >
Database Task Scheduler.

The options bar at the top of the view includes the following management options:
e Add Database Task
e Remove Database Task
e Run Database Task

e Save Changes (select after editing a task)

The Database Task Scheduler displays a grid of the standard and custom tasks that have been configured.

Select a task from the grid to edit its parameters, to remove it, or to run the task immediately.

Settings > System Administration > Database Task Scheduler

Database Task Scheduler

Task Name Table Name Cleanup Rel Cleanup Paramg Maximum # Of | Frequency | Frequency Unit | Enabled Last Run Time Next {4}
AirProxylLogs AirProxylLogs 30 Days 1800000 1 Days True 09/28/20
Alerts Alerts 14 Days 250000 1 Days True 09/28/20[
APNTracking APNTracking 60 Days 10000000 1 Days True 09/28/20
DatabaseTaskSchg DatabaseTaskSch¢ 30 Days 300000 1 Days True 09/28/20
DataUsagelogs | DataUsagelogs | 30 Days 100000000 1 Days True 09/28/20
Defragment Inde: 7 Days True 09/28/20
DeviceLocations | DeviceLocations | 180 Days 6000000 1 Days True 09/28/20 z
<] I [>]

Task Name: = |DataUsagelLogs

Table Name: # [ DataUsageLogs [~

Cleanup Records Older Than: |30
Cleanup Parameter Unit: * @ Days O Hours O Minutes
Maximum # Of Records to Hold: #|100000000

Frequency Unit: * (® Days O Hours O Minutes
Enabled: [/

Last Run Time:

Frequency: 3

Next RunTime: 09/28/2013 1:00 AM (-04:00 GMT)

Troubleshooting Tip: If a database task has failed to run, you can check the DatabaseTaskSchedulerLogs
database table for errors.
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Task Parameters: Best Practices/Recommendations

The following recommendations for database cleanup task parameters assume that systems have been
configured according to the hardware requirements for scaling outlined in the NotifyMDM System
Performance: Sizing and Tuning guide.

Database Tables that Accumulate Quickly

Because of rapid data accumulation, several tables in the database are configured, by default, to retain only
the data from the last synchronization cycle of each device. The most recent values continuously replace data
stored from the previous synchronization of each device. Historical data is not maintained.

Database tables that retain only the most recent values are:
e DeviceStatistics
e iOSDevicelnformation
e iOSDeviceNetworkIinformation
e iOSinstalledApplications
e iOSlinstalledCertificates
e [OSinstalledConfigurationProfiles (and tables it references)
e iOSSecuritylnfo

If organizations want to maintain historical data instead of just most recent values for these tables,
administrators can run a script to remove these constraints and implement the recommended job parameters
(a future version of NotifyMDM will include Dashboard access to configuration settings). Organizations that
elect to maintain historical data for these tables should reevaluate and scale their hardware configuration to
accommodate the additional data.

Note: Organizations should not keep historical data for these tables when using Microsoft SQL Express.

The iOSInstalledConfigurationProfiles Table

The iOSlInstalledConfigurationProfiles table references two other tables:
¢ iOSProfileSignerCertificates
e [OSinstalledConfigurationProfilePayloads

When information is deleted from iOSlInstalledConfigurationProfiles, it is also deleted from these two tables.
When only the most recent values are stored for iOSInstalledConfigurationProfiles, the same is true for these
two tables.

The DevicelLocations Table

The DevicelLocations table can also accumulate data quickly when organizations elect to track device
locations. If historical location data is not a necessity, this table can also be configured to store only data from
the last synchronization cycle of each device. Currently, this is accomplished with a database script (a future
version of NotifyMDM will include Dashboard access to configuration settings).
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The parameters in the table below are the default settings for the database cleanup jobs, which are

automatically enabled when NotifyMDM is initially installed.

These parameters are recommended for a system accommodating 1,000 devices. Administrators of larger
systems should adjust the task parameters according to the recommendations in the best practices guidelines

outlined below this table.

For tables marked with an asterisk, the default behavior is to retain only the data from the last synchronization
cycle of each device; although recommended settings are given if you want to keep historical data.
(Administrators can run a script to remove these constraints and implement the recommended job
parameters. A future version of NotifyMDM will include Dashboard access to accomplish this.)

*Tasks that, by default, retain only the data from the last synchronization cycle of each device.

Task Name

Database Cleanup Jobs
AirProxyLogs

Alerts

APNTracking

DatabaseTaskSchedulerLogs

System data is not affected by number of devices

DataUsagelogs
Devicelocations
DevicelLogs

DeviceStatistics*

If you keep historical data:

ErrorChainLogs

iOSDevicelnformation*

If you keep historical data:

iOSDeviceNetworkInformation*

If you keep historical data:

iOSlInstalledApplications*

If you keep historical data:

iOSlInstalledCertificates*

If you keep historical data:

iOSlInstalledConfigurationProfiles*

If you keep historical data:

iOSMDMSyncLogs

i0SSecuritylnfo*

If you keep historical data:

LicensingLogs

System data is not affected by number of devices

MailMessagelLogs

MDMSyncLogs

Cleanup
Records
Older Than

30 Days
14 Days
60 Days
30 Days
30 Days
180 Days
365 Days

30 Days

30 Days

30 Days
30 Days
30 Days
180 Days
180 Days
30 Days
30 Days
365 Days
365 Days

30 Days

Frequency Maximum # of

Records to
Hold
Daily 1,800,000
Daily 250,000
Daily 10,000,000
Daily 300,000
Daily 100,000,000
Daily 6,000,000
Daily 50,000
Daily 1,000,000
Daily 100,000
Daily 1,000,000
Daily 1,000,000
Daily 60,000,000
Daily 12,000,000
Daily 36,000,000
Daily 10,000,000
Daily 1,000,000
Daily 500
Daily 500,000
Daily 1,000,000
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PhonelLog

Recover License Seats
Rollover Logs
TextMessagelLog

Warnings

Stored Procedures

Defragment Indexes

Systems with More than 1000 Devices

365 Days Daily 4,000,000
- Daily -
- Daily -
365 Days Daily 20,000,000
30 Days Daily 250,000
- Weekly }

For systems accommodating more than 1,000 devices, the Maximum # of Records to Hold

recommendations listed above should be multiplied to arrive at a figure that accommodates multiples of one

thousand devices. You can enter values up to 999,999,999.

For example, maximum records for the DataUsagelLogs and AirProxyLogs tables should be configured as

follows:

DataUsagelLogs Table

1,000 Device System
5,000 Device System
25,000 Device System
100,000 Device System

125,000 Device System

100,000,000

5 x 100,000,000

25 x 100,000,000

100 x
100,000,000
125 x
100,000,000

AirProxyLogs Table

1,000 Device System
5,000 Device System
25,000 Device System
100,000 Device System

125,000 Device System

Click the Save Changes button in the action bar after you make edits to a task.

1,800,000

5x 1,800,000
25 x 1,800,000
100 x 1,800,000

125 x 1,800,000

Maximum # of
Records to Hold

100,000,000
500,000,000
999,999,999

enforced maximum

999,999,999
enforced maximum

999,999,999
enforced maximum

Maximum # of
Records to Hold
1,800,000
9,000,000
45,000,000
180,000,000

225,000,000

Approximate
Records per Device
100,000
100,000
40,000
10,000

8,000

Approximate

Records per Device
2,000
2,000
2,000
2,000

2,000
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Moving the NotifyMDM Database

Back Up Before You Begin

Back up the NotifyMDM database on the original server.

If you will also be moving the NotifyMDM Web/Http Component, back up the MDM.ini file on the
Web/Http server. This file is found under the NotifyMDM directory. Default path: C:\Program
Files\NotifyMDM Server.

Setting Up the New Database Server

1.

Fully install the NotifyMDM Server software to the new server. In order to perform updates on the new
server, the NotifyMDM Web/Http component and the SQL database component must be installed.

Using the NotifyMDM Update Manager, patch the new system to the same version as the original
system. Both systems must be patched to the same version to successfully complete the database
move.

If you are moving only the SQL component and leaving the Web/Http component installed on the
original machine, the Web component should be removed from the new server when the Update
Manager has patched the system.

The Web/Http component, wherever it is housed, points to the new SQL component location and
facilitates any future updates.
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Moving the Database

1. Stop IIS on the server where the Web/Http Component resides.

2. Detach the NotifyMDM database from the new server:

a. Right-click the MDM database and select Tasks > Detach.

b. Select OK at the next screen to complete the detach.

R Microsoft SQL Server Management Studio

Ble Edt WYew Tools Window Community Help

P QNewouery |y [ BB B B0 |5 H & | B

Conect- | B W w TEAS
= | TL2 (SQL Server 10.0.1600 - 53)
] [ Databases
[ [ System Databases
[ Database Snapshots
E

] Ri New Database. ..
|3 R New Query
[ Secur )
R Serve ;crlpt Database as »
[ Replic e 5 =
(3 Mana i - Detech..
B sas Policies > Take Offline
Facets Bring Online
Start PowerShell Shrink L3
Reports. 4 Back Up...
Rename Restore »
Delete Mirror...
Refresh Launch Database Mirroring Manitor...
Properties Ship Transaction Logs....
Generate Scripts. ..
Publish using Web Service. ..
Import Data...
Export Data...
Copy Database. ..
Manage Database Encryption. ..

X
Selectapage S Seript - E Help
2 General

Databases to detach:

Connection

Server
L2

Connection:

99 View connection properties

Ready

ame | Drop Connec... | Update Stafistics
T T

0K Cancel
o] oo |
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3. Detach the NotifyMDM database from the original server:
a. Right-click the MDM database and select Tasks > Detach.

b. Select OK at the next screen to complete the detach.

R Microsoft SQL Server Management Studio
File Edit View Tools Window Community Help

P Sl Newouery | [y | £5 8D 5|05 |5 H & |5 o

_lnix
Comnect~ | @] & w ¥ 3] & [ Sclectapage 0 -
Selectapage I L5 Seript + [ Help
= 4 TL1 (SQL Server 10.0.1600 - sa) A General
a Databases
[ System Databases Databases to detach:
(3 Database Snapshots tabase Name M;]_Upda_ll | Status [Message |
u MM T e
U R New Database...
| Ref Mew Query
(3 Securi Script Database as »
Tasks 3 Detach...
[ saL s Policies > Take Offline
Facets Bring Online
Start PowerShell Shrink »
Reports » BackUp...
Rename Restore >
Delete Mirror...
e Launch Database Mirorng Mankor...  Connectin SN
Properties Ship Transaction Logs... ?E;"e':
Generate Scripts... Connection:
Publish using Web Service... 2
4 View connection properties
Import Data...
Copy Database... Ready
Manage Database Encryption...

0K C: |
i’%l

4. Move the MDM.mdf and MDM_log.ldf files from the original server to the new server:

They are found in the directory C:\Program Files\Microsoft SQL
Server\MSSQL10.MSSQLSERVER\MSSQL\DATA.

rogram Files\Microsoft SQL Server\MSSQL10.MSSQLSERVER\MSSQOL\DATA =1ofx],
Fle Edt View Favortes Tools Help | o
QBack ~ ) - | ) search I@Folders | & @ X k’| [+
Address |@ C:\Program Files\Microsoft SQL Server|M5SQL10.MSSQLSERVER\MSSQLIDATA | Go
Folders X | [ Hame =~ | Size | Type | Date Modified
() Internet Explorer = [?master.mdf 4,096 KB SQL Server Databa...  3/27/2012 1:31 |
® ) Java | &l mastlog.Idf 1,024 KB SQL Server Databa...  3/27/2012 1:311
() Kayako . f 21,504 KB SQL Server Databa...  3/27/2012 1:35 |
& ) Microsoft : 11,136 KB SQL Server Databa...  3/27/2012 1:35
() Microsoft ActiveSync L;lmodel.mdf Type: SQL Server Database Primary Data File fstaba...  3/27/2012 1:311
() Microsoft Analysis Services [ modellog.of g_att? M;mgf’iasd: 3/27/2012 1:35 PM jptaba...  3/27/2012 1:31 |
) Microsoft Device Emulator [ msDBData,maf i2oi2d: jataba...  3f27/2012 1:31 |
() Microsoft Office | ;) MSDBLoq.Idf S12KB SQL Server Databa...  3/27/2012 1:31|
() Microsoft SDKs [_?ReportServer.mdf 3,328KB  SQL Server Databa...  3/27/2012 1:31 |
() Microsoft Silverlight | ) ReportServer_log.LDF 6,272KB  SQL Server Databa...  3/27/2012 1:31 |
) () Microsoft SQL Server L?RepurtServerTernpDB.mdf 2,304 KB SQL Server Databa...  3/27/2012 1:31 |
80 [,J ReportServerTempDB_log.LDF 768 KB SQL Server Databa...  3/27/2012 1:311
=90 [ tempdb.mdf 8,192KB SQL Server Databa...  3/27/2012 1:341
© 100 | & templog.ldf S12KB SQL Server Databa...  3/27/2012 1:34|
() M3AS10.MSSQLSERVER b
[2) MSRS10,MSSQLSERVER
B () MSSQL10.MSSQLSERVER
B ) MssqQL
1) Backup
I Binn
(5 pata
[ FTData
1 Install
I J085
() Log
1) repldata
v
al Q2 Upgrade 1 J_‘ al i <

5. Attach the NotifyMDM database to the new server.
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a. Right-click Database and select Attach.

‘-\._ Microsoft SQL Server Management Studio

File Edit View Tools Window Community Help

P ol NewQuery | [y | (B 55 | [ |15 Wl & |

Object Explorer

Connect~ | @3 &3 g F B

= Ld TL2 (SQL Server 10.0.1600 - sa)

=@

Ca New Database...

[ s

L]I Attach...

¥ Restore Database...
[;3 Sed Restore Files and Filegroups...
[ Ser
[ Re Start PowerShell
[ Ma
Eﬁ 5Q Reports

Refresh

b. Select Add to add the database to the server.

=lofx]
Selectapage 3 Script ~ E Help
2 General

Databases to attach:

_| MDF File Location Database ... | Altach &s | DOwner Status I Message |

Add.. I Remove I

Database details:

Original File Name | File Type | Current File Path [ Message |

Server:
TL2

Connection:
sa

33 View connection properties

stiani._|

Ready

Remove I

0K C: |
[ ok | cencel | A
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c. Locate the MDM.mdf file copied from the original server.

Default directory: C:\Program Files\Microsoft SQL
Server\MSSQL10.MSSQLSERVER\MSSQL\DATA

d. Select OK to complete the attach.

 Attoch Dotobases lmx] SI=TES
el R © o >otaboseries iz amaf =24 O — - =loixt
o page ! cript elp
' Benel Select the file: 2 General
{3 Microsoft SOL Server .:I Databases to attach:
{3 90 | C\Progiam Files\Mi.. .| MDM MDM sa

-3 MSAS10.MSSOLSERVER
®-{3 MSRS10.MSSQOLSERVER
-3 MSSOL1
=3 MSSOL10.MSSALSERVER
=3 MSSaL

]

(3 DATA
{23 OLD Server
[) master.mdf
IR VDM el =
Q) modelmdt | Bemove |
[ MSDBData.mdf —_— “MDM" database details:
ReportServermdf —
ﬂ P i Pssage DiiginalFie Name __[ File Type | Curent il Path Message
m [ tempdb.mdf m MDMmdf ~  Data C:\Program Files\Micros... .. |
" 3 FTData 5 MDM_log LDF Log C:\Progiam Fies\Micros... . |
erver. erver
13 Install
T2 o2 JoBS L2
Connectior: o3 Log Connection:
(3 repldata
4 View connection pro {3 Upgrade 3 View connection properties
1.0 Mirmsnft SAI Server Camnact Fdition :J
Selected path: [C:\Program Fies\Microsoft SOL ServerMSSAL | |
. a AddCatslog Remove
Ready Files of type: | Database Filesmd) =] Ready
File name: [MDM.mdf
| 0K Cancel
/ | e

6. If you are also moving the Web component, copy the MDM.ini file from the original system to the new
system.

7. The MDM.ini file must be updated to point to the new SQL Server regardless of whether the Web
component is remaining on the original server or being moved to a new server. Contact Technical
Support for assistance in updating this file.

Completing and Verifying the Move
1. StartlIS on the Web server.

2. Perform an ODBC test from the Web server to ensure a successful connection to the database
server.

3. Verify the new setup by logging in to the NotifyMDM Dashboard and ensuring that devices are
actively syncing.
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Additional Steps

If you have completed all the steps in this section and are experiencing issues, you may need to remove and
re-create the NotifyMDM user within SQL.

1. Delete the NotifyMDM user.

File Edit View Tools Window Community Help
E R Newouery | [y | B i 5 |3 |5 E & | ]

Connect~ | 37 43 m T 3] &
=] Ld TLZ {SQL Server 10.0.1600 - sa)
[ Databases
= [ Security
= [ Logins
(E, ##MS_PolicyEventProcessingLogin# #
&, ##M5_PolicyTsqlExecutionLoging #

A heather
(5 notifymdm
A NT AUTHO Mew Login...
A sa Script Login as
A TL1\Admin
[ Server Roles Palicies
[ [ Credentials Facets
[ Cryptographic s
[ Audits Start PawerShell
[# [ Server Audit 5
[ Server Objects Reports
[ Replication é
[ Management enape
|3 5QL Server Agent Delete
Refresh
Properties
2. Re-create the NotifyMDM user.
=10/ X
Selectapage ’S Seript ~ m Help
% General
27 Server Roles , : .
1 User Mapping Login name: [NotifyMDM
L: Securables " Windows authentication
B Status % SOL Server authentication
Password: [secccees
Conlfim password: [sesssses

I= | Specfy old password

l\\ Microsoft SQL Server Management Studio Old password |

File Edit View Tools Window Community ™ Enforce password policy
: = =T I=| Enforce password expiration
g i ==
L mewouery | Oy |00 08 T | [ | 5 E ™ User must change password at nest login
C " Mapped to certificate | =
Connect ~ | gj Ve T g ‘3 " Mapped to asymmetiic key | |
= |3 TL2 (5QL Server 10.0.1600 - sa) I Map to Credentia [ =l
u Databases Mapped Credentials Credential [ Provider |
203 securlty Server:
SR T2
& New Login... jn: Connection:
sa
& Filter # 3 : 3
.5 B 37 View connection properties
A Start PowerShell
g Reports b Ready Default database: 2
3 54 Refresh Default language: l(defaull) L'
[ Credentials
[#_[4_Crvntnnranhic Providers ﬂ'
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Login Properties - heather (=] P

59‘“"5 Z‘ 8 E 3 ; Secript v L’j Help
2 General
8 5 Rol
o= 1 "|ar-1 Users mapped to this login:
zi Securables Map I Database | User I Default Schema I
4 Status I~ | master
¥ MDM heather dbo o
- model
I~ msdb
r RepotServer
| m| ReportServerTempDB
|} tempdb
¥ Guest accournt enabled for: master g
Database role membership for: master
=
m}
Server:
L2 0
O
Connection: O
sa O«
27 View connection properties S £
m}
o
Ready 1 Rs
4

Select SQL Server Authentication and set the password.
Deselect the Enforce password policy option so it does not change.
Set the Default Database to MDM.

o o o p

Under User Mapping, verify that MDM is selected.

NOTE: If you do not recall the credentials you used previously, you can create a hew user. Creating a new
user requires you to update the username and password within the MDM.ini file. Contact Technical Support
for assistance in updating that file.
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