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1. Introduction

1.1. Document Overview

The purpose of this document is to present the results of an analysis of the processes that surround the issuance and use of a Certificate of Residence and the data that is contained within the Messages exchanged between the participants involved in those processes.  This analysis is intended to serve as a reference for any effort to define Message-oriented specifications involving residence certification.

The analysis is the result of the collaboration by the participants of the OASIS Tax XML Certificate of Residence working group, comprising representatives from both industry and government tax authorities.  The process and message information requirements were derived through the consolidation of existing and anticipated procedures for handling Certificates of Residence in Canada, the United Kingdom and the United States.  It’s acknowledged that other jurisdictions may have certain unique requirements, but it is the consensus of the group that the fundamentals are consistent and may apply as a template for any like effort. 

The document includes two appendices.  The first is a related analysis of Taxpayer Identification which was identified as critical component of the Certificate of Residence process and, by extension, any inter-governmental messaging that requires the identification of the specific party that is referred to as a taxpayer.  A result of the analysis is a list of candidate data attributes of an Individual or Business that may be used for identification as well as a spreadsheet that compares those attributes currently used by two Federal Jurisdictions.  These jurisdictions are left anonymous. 

The second is an Implementation Scenario that uses an existing XML standard as a key component of the CoR message structures and utilizes several best practices in the formation of a candidate schema.  The standard used is the OASIS CIQ standard which covers Names, Addresses and other Party data.  CIQ was chosen for the quality of the standard and because it is a standard within the OASIS family as is TaxXML.  The purpose of this implementation was to present an example of how this analysis may be implemented, to identify that there are existing standards that may be re-used for a variety of purposes including the Certificate of Residence and to demonstrate the application of some of the schema design practices and considerations.
1.2. Certificate of Residence Overview

A Certificate of Residence (CoR) is an official verification by a Tax Authority (or their representative) that a Taxpayer (either a person or organisation) is or has been a legal resident of that authority’s jurisdiction.  

The purpose of obtaining such a certification is to avoid the double payment of taxes when taxes may be withheld or assessed in a jurisdiction in which the taxpayer is a non-resident.   The Tax Authority of the non-resident jurisdiction will require verification of resident status in the event that a taxpayer submits a claim for a refund or credit for taxes withheld.

Currently, certifying residence is primarily a paper-based process in which each country issues its own (and non-standardized) CoR according to bilateral agreements prevailing at the time.  

Such a paper-based process is time-consuming for all parties and is usually inefficient due to the deployment of expensive labour carrying out repetitive tasks.  For the countries receiving the CoR, the authenticity is difficult to determine.

Current socio-economic trends are expected to have an impact on the way Certificates of Residence are processed such as:

· Increasing globalisation (movement of people and corporations and the risk of international fraud)

· Increasing cooperation between tax authorities based on international treaties 

· Increasing efficiency resulting from new technology, service orientation, improved security and an expectation of getting more for less.

These trends are expected to result in an increasing demand for CoR’s, which in turn will require an increase in the efficiency of the processes between taxpayers and tax authorities and an increase in mutual cooperation and efficiency between tax authorities.

To meet this demand and reduce the administrative burden for the tax authorities, the taxpayer (applicant) as well as a 3rd party (e.g. paying agent), it is expected that the application, authorization and issuance of a CoR will become electronic, simplified and accelerated.

Digital certificates will enable the processes for application and dispatch to be performed in less time and at less expense.  As well, they will enhance the administration processes by enabling the electronic storage of the data in a database that can be accessed for verification at any given point in time.  This access can be made available to any party with the proper credentials.  In addition, content adjustments can be implemented more easily and quickly to ensure that the information is continually up-to-date and devoid of any ambiguity.

2. Certification of Residence Use Case Overview

To provide context for the Certificate of Residence processes an analysis of the Use Cases involved is provided in figure 1.  
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Figure 1 – CoR Use Case Overview

There are two primary actors participating in the Use Cases, the Taxpayer and the Tax Authority.  These are extended by the roles that they play within the Use Cases they are involved in.  The process analysis that follows is stated in terms of these roles.

3. Residence Certification Process Analysis

To allow a possible lower percentage of withholding tax (or refund requests) the taxpayer must be in possession of a CoR.  He/She has to submit the CoR to the relevant tax authority, or paying agent, of the country where the source of income (e.g. interest and dividend payments) is located.  The taxpayer applies for a CoR with the tax authority in his/her country of residence.

In some jurisdictions it’s possible to apply the lower percentage of withholding tax at the point of an income transaction.  This will require the presentation of a certificate of residence to the withholding agent in order that they can withhold tax properly.  This certificate may be self-authorized with simply a signature.  

The CoR processes may be categorised around two areas that may act independently.  These include the application and certification process and the tax treaty benefit claim process.

With the digitization and standardization of the Certificate there is the potential for alternate scenarios for accomplishing these processes.  In particular, the verification of a party’s residency could be determined through direct Tax Authority to Tax Authority communication.  Access to this information by the withholding Tax Authority would require proper credentials to be supplied by the taxpayer.  The taxpayer would apply to the Tax Authority of residence for the credentials rather than the Certificate.  

This variation would allow a Tax Authority to continually verify residency against up-to-date information without have to resubmit a CoR.  As well, if there were multiple withholding Tax Authorities that a taxpayer makes claims to, a single set of credentials could be utilized.

In the following process models, a process bordered with a dashed line is either optional or is a jurisdiction specific requirement.

3.1. CoR Application/Certification Process

To initiate the issuance of a Certificate of Residence, the tax administration of residence must receive an application containing all pertinent information required for the jurisdiction.  The tax authority of taxpayer residence will verify the information and determine how handle the processing of the certification.

The following process model is a generalization of jurisdiction specific models that were prepared for Canada, the United Kingdom and the United States.  The areas where there were divergences in the processes between jurisdictions are highlighted in notes.  The scope of this model covers the Use Cases Apply for Certificate, Certify Residence and Distribute Certificate identified in Section 2.
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Figure 2 – Certificate Application Process Model

3.1.1. Participants (Actors)

Applicant

The applicant is a party who asks for a Certificate of Residence (CoR) to be issued.  This party is normally the taxpayer or a party designated to represent the taxpayer.  

In this model, applicant is simply a role played by a party.  The same party may play the role of both the applicant and the recipient so that the "recipient" of the CoR might be the person who made the application.  Alternatively, the recipient might be the payer of the income or the tax authority of the treaty partner.

Tax Authority of Taxpayer Residence

This is the Tax Authority that has domain over the jurisdiction in which the taxpayer is legally resident and has the authority to certify that fact officially.  

Recipient

The recipient is the party that receives the CoR issued by the Tax Authority.  This party may be the taxpayer, one or more Appointees (a party designated to receive the CoR on behalf of the taxpayer), and/or the Tax Administration for the country from which the income is being paid.  In other cases the recipient is the taxable person in the treaty partner country who is paying the income to the resident taxpayer.  There may be multiple recipients for the issuance of a CoR.

3.1.2. Processes

Send Application for Certificate of Residence

The applicant supplies their tax office (whichever office normally deals with them) with information to apply for a CoR.

U.K. Note:
There will be cases where the UK taxpayer simply writes to their tax office, says that they have income due to them from a certain country and asks for a CoR (whether as a stamp and signature on a form or by letter).  It is possible that the applicant will be asked to supply further "information" but that depends on the person's tax filing history. 

Receive CoR Application

The tax authority of taxpayer residence receives information from the person applying for a CoR.

Send Tax Information Authorization

The applicant supplies the tax authority of taxpayer residence with the information to authorize the disclosure of tax information to a designated appointee(s) or agent(s).  An agent will often be an accountant or lawyer working for the taxpayer.

Note: This process is optional, either because for the particular circumstances there is no requirement for authorization or because the authorization was received independently of the CoR application and is available on file. 

Receive Tax Information Authorization

The tax authority of taxpayer residence receives information authorizing the disclosure of tax information to a designated person.

Note: This is an optional process (see above). 

Verify Application Information

The tax authority of taxpayer residence verifies that the information received in the application is sufficient and accurate.

Verify Taxpayer Identification

The tax authority of taxpayer residence verifies that the taxpayer can be found on file.  For an individual that means checking a National Insurance number and/or full name and residential address and/or unique taxpayer identification number.   For a company that means full name and address and/or company registration number and/or unique taxpayer identification number.

Verify Signer

The tax authority of taxpayer residence verifies that the signature belongs to an individual with authority to sign depending on the type of applicant or that an explicit authorization has been provided. 

Note:
This process is currently not performed by the Her Majesty’s Revenue & Customs in the U.K.

Determine Valid CoR Issuance

The tax authority of taxpayer residence determines that a CoR can be issued for the intended purpose.

Determine CoR Purpose

The tax authority of taxpayer residence checks the purpose to which the CoR will be applied.  The CoR is provided to support a claim under the terms of a particular double taxation agreement.  It might be needed to prevent tax being taken at source by the payer; or it might be to reclaim tax already deducted. 

U.K. Note:
In some circumstances, the instructions may say that the treaty partner country has supplied a claim form that includes a requirement for HMRC to "stamp" the form.  In this case, HMRC will not give a CoR in a letter.  Other times a certificate by letter signed by the HMRC is required.  
U.S. Note:
The IRS determines whether the CoR will be applied for Income Tax or Value Added Tax.   Some purposes may require or allow additional information to appear on the CoR.  For example, the IRS currently accepts requests for VAT certification and will allow a taxpayer to include its business activity code on the certificate.

Check conditions for CoR issuance

The tax authority of taxpayer residence checks that the criteria they use to determine that a CoR can be issued are met.

U.K. Note:
Depending upon the tax status of the UK person who is asking for the CoR and what income they are claiming under which DTC the HMRC may not issue a CoR.  For example (and as noted below), if a particular DTC requires the income to be "subject to tax" in the hands of the UK resident person and they are exempt from tax on that income (say a Charitable Trust or someone who is taxed on their UK source income but not on their worldwide income) then it would not be appropriate for a CoR (in support of a claim to treaty benefits) to be issued.

U.K. Note: this will depend on the terms of the double taxation convention (DTC).  For example the DTC may require the person to be subject to tax on the income before relief is available.  A charity or other tax-exempt organisation would not qualify for relief and a CoR will be denied.

U.K. Note: CoR will not be issued in the name of a nominee.  HMRC will check that applicant is the beneficial owner of the income.  

U.K. Note: HMRC instructions are published on its website

U.S. Note: The IRS verifies that the identified taxpayer has filed a U.S. tax return where the taxpayer is identified as a resident for the tax period on which the certification is based.  The taxpayer may ask for an extension in which case the application may be suspended until the information is available.

Verify Disclosure Authorization

The tax authority of taxpayer residence verifies that authorization to disclose tax information has been received or is on file where required.

U.K Note:
The HMRC requires a clear instruction from the taxable person before they can release information to any third party.  UK resident individuals are normally expected to sign their own claims/returns but a company might be represented by anyone who has the authority of the company (whether an officer of the company or an agent such as a firm of accountants or lawyers).  If an authorized agent asks the HMRC to stamp a form or provide a CoR by letter on behalf of a named UK taxpayer they would do so.

Determine CoR Recipient(s)

The tax authority of taxpayer residence determines who will receive the issued copy(s) of the CoR and what special wording may need to be included on the certificate depending on the country for which certification was requested.  

U.K. Note: Sometimes the CoR is sent direct to the other tax authority and sometimes it is sent to the UK taxpayer who made the request (the applicant).  In the case of claims to Canada and USA a CoR does not seem to be required?

Some claim forms that are provided by treaty partner countries for use by UK taxpayers ask for the form to be sent by the UK tax office direct to the other tax authority.  For example the form provided by Switzerland says "The 1st and 2nd copies are to be sent by the authorized Her Majesty’s Revenue & Customs official to the Federal Tax Administration of Switzerland, Eigerstrasse 65, CH-3003 Berne."  

U.S. Note: Currently, the CoR will always be sent to the applicant or their appointee unless the identified country is the United Kingdom.  In this case, the CoR will be sent directly to the Her Majesty’s Revenue & Customs.

Send Application Advice

The tax authority of taxpayer residence supplies the applicant with an advice of the status of the application acceptance.  

Note: this may be optional depending on whether the CoR is sent to the applicant or is sent directly to the other tax authority.  If the CoR is sent to the applicant, the CoR will serve as the advice.

Receive Application Advice

The applicant receives an advice of the status of the application.

Note: This process is optional (see above).  

U.K. Note:
The applicant will either get a letter saying the CoR has been sent to the other country or they will get the CoR in the mail.

Send Certificate(s) of Residence

The tax authority of taxpayer residence supplies the appropriate recipient(s) with an authorized Certificate(s) of Residence

Receive Certificate of Residence

The Recipient receives an authorized Certificate of Residence.

3.2. Tax Treaty Benefit Claim Process

The submission of a claim to a tax administration for a refund or credit of taxes paid where a tax treaty is in place requires certification that the taxpayer is a resident of the treaty jurisdiction.  This certification of residence is typically included along with the submission of the claim.  In some jurisdictions it may be acceptable to self-certify residency by signature.  This information would be trusted, subject to a future audit.  An alternate approach may become possible as this information is managed electronically by allowing a treaty tax administration to request certification of the tax administration of residence directly with an authorization by the taxpayer.  These three options are presented as process models below.  The models for the Claim process were not a product of a jurisdiction-specific detailed analysis (as in the application and certification processes), but are a generalization of the information identified in multiple tax treaty benefit claim forms. 

These processes involve several primary participants (actors):

· Taxpayer

The taxpayer is a party (person or organisation) that has a responsibility to pay tax.  In the CoR processes the taxpayer will assume additional roles including applicant to obtain the CoR and claimant when submitting a claim in which certification of residence is required.

· Tax Authority of Taxpayer residence

This is the Tax Authority that has domain over the jurisdiction in which the taxpayer is legally resident and has the authority to certify that fact officially.  

· Tax Authority of Taxpayer tax withholding

This is the Tax Authority that may need to ascertain the legal residence of a taxpayer to properly determine tax liability.

The Tax authority will be responsible for several processes including:

· Withholding Agent

This is any party that has control, receipt, or custody of an amount subject to withholding as a result of a transaction with the taxpayer.

3.2.1. Typical Claim Process (Taxpayer provides CoR)

The standard certification and claim processes involve the taxpayer obtaining a CoR from the Tax Authority of Residence to be provided to the withholding Tax Authority to facilitate a claim.   
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Figure 3 – Certification Process Model

3.2.2. Alternate Claim Process (Tax Authority provides CoR) 

With the digitization and standardization of the Certificate an alternate scenario for the certification and claim process could involve direct verification by the withholding Tax Authority of the claimant’s residency with the Treaty Tax Authority using credentials supplied by the taxpayer.
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Figure 4 – Alternate Certification Process Model

3.2.3. Self-Certification Process

In some jurisdictions it’s acceptable for the taxpayer to certify to a withholding agent (a.k.a. paying agent) that they are a resident in a foreign treaty country for the purpose of taking advantage of the appropriate treaty benefits at the point of the transaction.  The withholding agent will adjust the withholding based on this information in order that the taxpayer will not have to file a claim to the tax authority to recover taxes withheld.

The withholding agent will provide the Tax Administration due the withheld amount, information that includes what was withheld and what was not withheld based on the treaty benefits claim.  The Tax Administration will verify that the information is complete and accurate.  If there is a discrepancy, the Tax Administration will work through the withholding agent to obtain either additional information or additional tax.
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Figure 5 – Self-Certification Process Model

4.  Certificate of Residence Documents (Messages): Descriptions and Class Models

This analysis involves the information that’s exchanged between the participants in the application, certification and claims processes that are necessary for the successful completion of the tasks involved.   The “documents” that represent these exchanges; Application, Advise, Certificate, Claim, include information that may be common or specific to the document. 

In the paper documents currently used for these processes it may be common practice to combine multiple conceptual documents in a single form.  For example, many jurisdictions combine the Certificate of Residence with a Claim that requires this certification.  For the purpose of this analysis, these concepts are left separate to document their individual attributes and requirements with the understanding that they may be ultimately used independently or combined in a single transmission.

4.1. Conventions for Class Models
The class attribute names follow the UN/CEFACT Name and Design Rules for element names in a conceptual UML model.

· Element, attribute and type names MUST be composed of words in the English language, using the primary English spellings provided in the Oxford English Dictionary
Upper camel case (UCC) MUST be used for naming of elements and types.

Note: UpperCamelCase is a naming convention in which a name is formed of multiple words that are joined together as a single word with the first letter of each of the multiple words – including the first word for upper camel case - capitalized within the new word that forms the name.

· Element, attribute and type names MUST be in singular form unless the concept itself is plural.
· Element, attribute and type names MUST be drawn from the following character set: a-z and A-Z.
· Element, attribute and type names constructed from dictionary entry names MUST NOT include periods (full stops), spaces, or other separators; or characters not allowed by W3C XML 1.0 for XML names. 
· Element, attribute and type names MUST NOT use acronyms, abbreviations, or other word truncations, except those included in the UN/CEFACT controlled vocabulary or listed in Appendix C [of the UN/CEFACT XML Naming and Design Rules].  
Note: Currently the approved acronyms and abbreviations in Appendix C include:

· ID – Identifier
· URI – Uniform Resource Identifier
Acronyms MUST appear in all upper case for all element declarations and type definitions 

4.2. CoR Application

4.2.1. CoR Application Description

A Certificate of Residence Application is a request by a Taxpayer to a Tax Authority to receive authorized certification that they are or have been legally resident within the tax authority’s jurisdiction.   

The application requires sufficient information for the tax authority to clearly identify the taxpayer as an entity that can be officially recognized in order that their residency can be verified.  As well, the application requires information that identifies where residency is being claimed, when the residency was in effect, who the application is made to and optionally who to deliver the certificate to when issued with the default assumption that it would be delivered to the applicant.
4.2.2. CoR Application Class Model
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Figure 6: CoR Application Class Model

CoR Application Attributes:

· CoR Application ID – An identifier of an issuance of a CoR application
· Application Date – A date that identifies when a CoR Application was prepared.

· Purpose Description – A textual description of why the Certificate of Residence is being requested.
Related CoR Application Attributes:

· Applicant(Party – The parties involved in the application including the Applicant submitting the CoR Application, the Tax Authority to which the application is being made and the Recipient that is designated to receive the Certificate when issued.
(See 5.2.1 Party)
· Recipient(Party – The Recipient that is designated to receive the Certificate when issued.  
(See 5.2.1 Party)
· Residency(Jurisdiction – The jurisdiction in which the application requests certification of residency.   
(See 5.1.2 Jurisdiction)
· Residency(Period - The period of time that residency is to be certified in the application.  
(See 5.1.3 Period)
· Signatory(Party – The Applicant Party that has signed the Application.
(See 5.2.1 Party)
· Signature – A signature or the applicant that validates the information provided in the application is accurate.
(See 5.1.4 Signature)
· Tax Authority of Residence(Party – The Tax Authority to which the application is being made.
(See 5.2.1 Party)
4.3. Certificate of Residence

4.3.1. Certificate of Residence Description

The Certificate of Residence is an authorized certification that a taxpayer is or has been legally resident within a tax authority’s jurisdiction.
The certificate requires sufficient information to clearly identify who is being certified as resident, where the residency certification applies, who is authorizing the certification and what time period the certification apply to.

4.3.2. Certificate of Residence Class Model
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Figure 7: Certificate of Residence Class Model

Certificate of Residence Attributes:

· Certificate of Residence ID – An identifier of an issuance of a Certificate of Residence
· Issue Date – A date that identifies when a Certificate of residence was issued.

Related Certificate of Residence Attributes:

· Issuer(Party – The Tax Authority Party that issued the Certificate
(See 5.2.1 Party)
· Residency(Jurisdiction – The jurisdiction in which residency is certified  
(See 5.1.2 Jurisdiction)
· Resident(Party – The Resident who is being certified.
(See 5.2.1 Party)
· Residency(Period - The period of time that residency is certified in the certificate.  
(See 5.1.3 Period)
· Signatory(Party – The Party at the Tax Authority that has signed the Application.
(See 5.2.1 Party)
· Signature – A signature that certifies that the certificate is valid.  The signature can validate two forms of certification.  A self-certification requires only certification by the resident taxpayers themselves to authorize alternate tax treatment.  An authorized certification requires that a tax authority has provided a validation that the taxpayer is a resident and is authorized for alternate tax treatment. 

(See 5.1.4 Signature)
4.4. Claim of Tax Treaty Benefits

4.4.1. Tax Treaty Benefit Claim Description

A claim for a refund or credit of tax withholding for non-resident’s requires sufficient information to identify the claimant as a taxpayer to the Tax Authority, identify the treaty Tax Authority and specify the taxpayers residency status.  The Certificate of Residence could be packaged together with the claim on submission or be obtained separately as supporting information.
The tax treatment applied to the claim may depend on additional information that may be required by a particular jurisdiction beyond what is identified in the sections below.   The information required may vary significantly from jurisdiction to jurisdiction.  Analysis of the details of this information is deferred until a later version of the document.

4.4.2. Tax Treaty Benefit Claim Class Model
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Figure 8: Tax Treaty Benefit Claim Class Model

Tax Treaty Benefit Claim Attributes:

· Claim ID – An identifier of an submission of a Tax Treaty Benefit Claim
· Claim Date – A date that identifies when a Claim was submitted.

Related Tax Treaty Benefit Claim Attributes:

· Claimant(Party – The Claimant Party who submitted the claim.  
(See 5.2.1 Party)
· Document Reference – A Document Reference refers to a document that may need to be submitted with the claim including, potentially, the Certificate of Residence.   
(See 5.1.1 Document Reference)
· Signatory(Party – The Claimant Party has signed the Application.
(See 5.2.1 Party)
· Signature – A signature or the claimant that validates the information provided in the claim is accurate.
(See 5.1.4 Signature)
· Tax Advisor(Party – An optional Tax Advisor Party that may have been involved in preparing the claim.
(See 5.2.1 Party)
· Tax Authority of Residence(Party – The Tax Authority of Residence who is the Authority with which the Treaty applies.
(See 5.2.1 Party)
· Tax Authority of Withholding(Party – The Tax Authority of Withholding to whom the claim is submitted.
(See 5.2.1 Party)
· Residency Status – Information describing the Residency of the Taxpayer in the Tax Treaty Jurisdiction

· Residency Date – The date that residency in the Tax Treaty Jurisdiction was established.

· Departure Date – The date that the Taxpayer departed the Tax Treaty Jurisdiction.
· Prior Resident Indicator – An indicator that the taxpayer is not currently a resident, but had been previously.

Sub types of a Tax Treaty Benefit Claim:

Pre-Withholding Claim - A pre-withholding claim is an assertion that the taxpayer is a foreign resident in a country with which there are tax treaty benefits that is provided to a withholding agent in order that the provisions of that treaty are applied at the point of a future transaction.
Pre-Withholding Claim Attributes:

· Income Type – The type of income that is subject to the terms of the tax treaty.

· Tax Rate – The tax rate to be applied to income based on the terms of the tax treaty.

· Exempt Indicator – An indicator that income will be exempt from taxes based on the terms of the tax treaty.

Post-Withholding Claim - A post-withholding claim is an assertion that the taxpayer is a foreign resident in a country with which there are tax treaty benefits that is provided to the tax authority that has collected withholding tax in order that the provisions of that treaty are applied to secure a refund or credit.

A post-withholding claim requires information to specify the income earned on which taxes were imposed and withheld, the declaration of what’s claimed and payment instructions for any refund granted.  

Post-Withholding Claim Attributes:

· Claim Amount – The type of income that is subject to the terms of the tax treaty.

Related Post-Withholding Claim Attributes:

· Period - The period of time that residency is certified in the certificate.  
See 5.1.3 Period

· Income 

· Income Type – An identification of the type or source of the income such as earnings, dividends, royalties, etc.

· Income Date – The date or period in which the income was attained.

· Income Amount – The monetary amount of the specified income in terms of a particular currency.

· Security – Identification of a Security from which income is attained by the taxpayer.
· Security ID – An identifier of the Security such as the International Security Identification Number (ISIN).
· Security Name – The name of the Security.
· Security Type – An identification of the type of Security represented.
· Tax -

· Tax Type – An identification of the type of tax imposed such as sales, property, payroll, etc.

· Tax Date – The date or period in which the tax was assessed.

· Tax Amount – The monetary amount of the specified tax in terms of a particular currency.

· Payment Instruction - 
· Payment Type – An identification of the type of the payment

· Transmission Type – An identification of the type of transmission used to forward the payment

· Financial Institution Name – The name of the Financial Institution to which payment is to be made.
· Account Type – An identification of the type of account to which payment is to be made (checking, savings, etc.)
· Account Number – For payments that are transmitted to a bank account, information to identify the account including the account type, account number, financial institution, etc. would be included

5. Certificate of Residence Class Models (Shared Components)

The Messages that are communicated between the Residence Certification participants have an associated set of information items that can be described in a class model. This section describes components that are shared by more than one class model. Class models at the level of a particular document (Message) are included with that document’s description in the previous section.
5.1. Basic Components
A Basic Component is a class of data that may be used in the composition of another class structure but does not have a composition structure itself.
5.1.1. Document Reference

A Document Reference is information about a relevant document referred to in another document.
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Document Reference Attributes:

· Document ID – An identifier of Document that is referenced.

· Document Type – The type of Document that is referenced.

· Document Issue Date - A date that identifies when the referenced Document was issued. 

5.1.2. Jurisdiction

A jurisdiction is a political geographic area or areas for which a legal authority is responsible.  A jurisdiction could be a country, state, county, city, district, or other political geographic entity.
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Jurisdiction Attributes:

· Jurisdiction Type – The type of Jurisdiction such as County, State, Province, County, City, etc.
· Jurisdiction Code – A code that identifies a Jurisdiction
· Jurisdiction Name – A name that identifies a Jurisdiction.

5.1.3. Period Information

A Period is a span of time with a specified start and end point.
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Period Attributes:

· Start Date – A date that identifies when a time period starts
· End Date – A date that identifies when a time period ends.

· Start Time
· End Time

· Duration Measure

5.1.4. Signature

A Signature is information representing that the signatory agrees or certifies the contents of a document.
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Signature Attributes:

· Signature ID – An identifier of a Signature
· Signature Method – The method of Signature
· Signature Date – A date that identifies when the Signature was approved.
5.2. Aggregate Components
An Aggregate Component is a class of data that may be used in the composition of another class structure and has a composition structure itself.  

5.2.1. Party

A party is an individual, group or organization having a role in a business function or activity.  A Party may assume one or more Roles in the various activities they participate in such as Taxpayer, Applicant, Claimant, agent, tax authority, etc.
A Government Agency is a type of Party that acts as an organization having authority to administer rules and regulations within the Jurisdiction(s) in their domain. As a Party, the Government Agency would inherit any appropriate attributes and relationships such as an Address.

A Tax Authority is a Role that may be assumed by a Government Agency in the context of tax compliance and reporting.
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Figure 9: Party Class Model

Party Attributes:

· Party Type – The type of person or organization represented by the party such as Individual, Corporation, Partnership, Estate, etc.

Related Party Attributes:

· Employment
· Employer– The name of the Organization that employed the individual
· Hire Date – A date that identifies when the individual was hired for employment.
· Termination Date – A date that identifies when the individual’s employment was terminated.
· Position – The name of the position held during the individual’s term of employment.
· Exemption Certificate
· Certificate ID – An Identifier assigned to the Certificate by the Certificate Issuer.
· Exemption Type – An identification of the type of exemption being claimed

· Exemption Description – A textual description of the purpose and use of the certificate.
· Location

See 5.2.2 Location 

· Organization – An Organization is a type of party that represents an affiliation of groups or individuals for a recognized purpose. The attributes of the Organization Class may be optional or required depending on the Tax Authority requirements.

· Organization Type
· Formation Date
· Formation Country
· Partnership
· Partnership Name – The name of the Partnership of which the Party is a member
· Percent Ownership – A percentage of the Partnership that is owned by the Party.
· Party Name

· PartyNameType – The type of name represented to identify the party such as Legal Name, DBA Name, Nick Name, etc.
· PartyName – The full name of the Party.

Note: Name is represented simply here since this is how it’s represented on the documents used as input to the analysis.  However, Name data is inherently more complex.  In particular, a Party may have multiple names and those names may be alternately described as multiple attributes such as First Name, Middle Name, Last Name, Salutation, Title, etc.  This analysis was based on processes using paper forms, however for the electronic processing of names, handling alternate names and/or subcomponents of names may be required to facilitate Party identity.

· Person – A person is a type of party that has additional attributes that apply only to that type.  Much of this data may be optional or required depending on the Tax Authority requirements.

· Date of Birth

· Place of Birth

· Nationality

· Gender

· Marital Status

· Telephone – A number used to make contact with a party through a telecommunications network.  A party may be associated with multiple phone numbers that may be distinguished by their usage by the party.  

· Type
· Telephone Number
· Electronic Mail – An address used to make contact with a party through an electronic mail system.  A party may be associated with multiple email addresses that may be distinguished by their usage by the party.

· Type
· Electronic Mail Address
· Tax Registration – A Tax Registration represents the identification of a unique party (person or organization) to a Tax Authority as a taxpayer.  Since a single taxpayer may have multiple registrations for each Tax Authority with which there is a tax relationship, the information is contained in a separate class to contain each such instance.

· Tax Registration ID – An identifier of a registration of a party (person or organization) to a Tax Authority as a taxpayer.  

· Tax Registration Type – An identifier that specifies the type of tax identification represented.  Some names of identifications include:

· Tax File Number -


Australia

· Social Insurance Number -
Canada

· National Insurance Number - 
United Kingdom

· Social Security Number - 

United States (Person)

· Tax Identification Number
United States (Organization)

5.2.2. Location 

A Location is information identifying a place or position.  
Commonly, a Location in a Residence Certification is identified by a postal Address. However, other means of identifying a Location are available and may be supplied in addition or instead of a postal Address such as a coordinate system (e.g. latitude and longitude) or other identifiers (e.g. Global Location Numbers [GLNs]). Alternate means of identifying a Location may be necessary in instances where a postal Address is not available at a Location (such as an off-shore oil rig).    

Standards for the representation of Addresses as well as various coordinate systems and other identifiers are outside the scope of this reference model. For the purposes of the model it is sufficient to recognize the requirement for an Address without defining further detail. The definitions for the Location Coordinate attributes below are based on CIQ 2.0 documentation.
[image: image14.jpg]Location
[CocationType

LocationCoordinate
“CoordinaleSystemCode
[ atitudeDegrees 0.1
LatitudeMinutes
LatitugeDirectionCode
LongitudeDegrees
LongitudeMinutes
LongitudeDirectionCode 0.1

Address

ThoroughtareName:
SubThoroughfareName
PremisesName
SubPremisesName
LocalityName
SublocalityName
AdministrativeAreaName
SubAch
PostCode
RuralDe
PostalDeliveryPointidCode.

[PostOfficeldCode

Addressi|

AddressLineText

Jurisdiction

JurisdictionType
JurisdictionCode
JurisdictionName





Figure 10: Location Class Model

Location Attributes:

· Location Type – The type of location representation such as; address or coordinate system.
Related Location Attributes:

· Address – An address that is used for the purpose of delivering mail and may also be used as a means of establishing the location of residence within a jurisdiction.  A party may be associated with multiple addresses that may be distinguished by their usage by the party.
Note: Address lines are represented simply here since this is how the data is represented on the documents used as input to the analysis.  However, Address data is inherently more complex.  In particular, a Postal Address may be alternately described as multiple attributes such as Street Name, City, Country, Postal Code, Suite Number, Building Number, etc.  This analysis was based on processes using paper forms, however for the electronic processing of postal addresses, handling subcomponents of address may be required to facilitate Location identity.

· Thoroughfare Name - Name of the access route along which buildings are located, such as street, road, channel, crescent, avenue, etc. This also includes canals/banks on which houses/boat houses are located where people live.
· Sub-Thoroughfare Name – Another thoroughfare that is required to uniquely identify the Location, such as an access route, intersection, corner, adjacent, boundary, etc.
· Premises Name – Name of the premises which is a landmark place which has a main Address such as large mail user (e.g. airport, hospital, university) or could be a building (e.g. apartment, house)  or a building or complex of buildings (e.g. an apartment complex or shopping centre) or even a vacant land (e.g. lot). A premises can have many sub-addresses such as apartments in a building having its own Addresses or buildings within an airport having its own Addresses including its own thoroughfares.
· Sub-Premises Name – Examples of sub-premises are apartments and suites in buildings, shops in malls, etc., or sub-addresses in a landmark place such as airports, military bases, hospitals, etc. Some countries have blocks within blocks.
· Locality Name – Name of a locality which is a named densely populated area (a place) such as town, village, suburb, etc.
· Sub-Locality Name – Name of a locality that is smaller and is contained within the boundaries of its parent locality. Note that not all localities have sub locality. For example, many areas within a locality where each area is a sub locality.
· Administrative Area Name – Name of the top-level area division in the country, such as state, district, province, island, region, etc. Note that some countries do not have this.
· Sub-Administrative Area Name – The next level down division of the area, e.g. state/county, province/reservation. Note that not all countries have a sub administrative area.
· Postal Code – A container for a single free text or structured post code. Note that not all countries have post codes.
· Rural Delivery ID Code – A code for postal-specific delivery identifier for remote communities. Note that not all countries have rural delivery.
· Postal Delivery Point ID Code – Final mail delivery point where the mail is dropped off for recipients to pick them up directly, e.g. PO Box, private bag, pigeon hole, free mail numbers, etc.
· Post Office ID Code – A delivery point where all mails are delivered and the post man picks up the mails and delivers it to the recipients. Examples are a rural post office where post is delivered, a post office containing post office boxes/personal mail boxes. Note that not all countries have post office. Can be used to represent overseas military Addresses also along with postal delivery point.
· Address Line – A free form text line for the Postal Address

· Address Line Text - Free format Address representation. An Address can have more than one line. The order of the address lines must be preserved.
· Location Coordinate – Address Location Coordinate (Geocoding) Information 

· Coordinate System Code – Identifier for the location system used.
· Latitude Degrees – Measure of the latitude I degrees.
· Latitude Minutes – Measure of the latitude in minutes.
· Latitude Direction Code – The direction of latitude measurement offset from the equator.
· Longitude Degrees – Measure of the longitude in degrees.
· Longitude Minutes – Measure of the latitude in minutes.
· Longitude Direction Code  - The direction of longitude measurement offset from the meridian.
6. Certificate of Residence Glossary

	Term
	Definition
	Similar Terms
	Generalizations /

Enumerations

	Address


	The designation of a place for delivery of mail by a postal service.  (BASC Vocabulary)
A collection of data describing the addressing of locations  (UK Government Data Standards Catalogue)
	- Postal Address
	

	Applicant


	A party that formally requests official acknowledgement or acceptance of a status within the authority of another party to provide. (CoR Business Analysis)


	
	Generalizations:

Party

Participant



	Authorized Signature


	A secure signature of the Tax Authority representative that issued the certification.  (CoR Business Analysis)


	
	

	Beneficial Owner


	The beneficial owner of income is generally the party that is required under a tax authority’s principles to include the income as gross income on a tax return.  (CoR Business Analysis)
The recipient beneficial owner is the person (legal person or individual), resident of a contracting state, that is entitled to the income for tax purposes and has the benefit thereof, taking into account the economic, legal, factual and other relevant circumstances (under which the relevant double taxation treaty) under which the income is received.  (OECD’s SMF Manual)
In countries whose legal systems are based on common law, the term "beneficial owner" has a well-defined meaning; it is used to denote the person who ultimately enjoys the benefit of an asset, as opposed to the legal owner, who may be only a nominee. The beneficial and legal ownership of an asset may be vested in different persons or the same person. The concept of beneficial ownership is rooted in equity, which was prepared to look behind the owner of title of an asset to find its "true owner". This term may be used in the context of tax treaties in two different ways: -an owner of property who holds it for his own benefit and not as an agent, trustee or nominee for some other person may be described as the beneficial owner of the property. To qualify for relief from withholding tax on dividends, interest and royalties under tax treaties using the wording of the OECD model tax treaty, the recipient of the income must, inter alia, be the beneficial owner; (He may, however, qualify in certain circumstances even if he receives the income through an intermediary such as an agent or nominee.) -the requirement of beneficial ownership may be called upon, inter alia, to deny application of tax treaty provisions when interest or royalty payments, for example, are made to a conduit company which passes on the amounts received in some form or other to a related company in a third country. However, it is not clear whether there is any established consensus among tax authorities as to the precise meaning of the term or as to which types of treaty abuse can be contested by invoking the test of beneficial ownership.  (IBFD International Tax Glossary)

For payments other than those for which a reduced rate of withholding is claimed under an income tax treaty, the beneficial owner of income is generally the person who is required under U.S. tax principles to include the income in gross income on a tax return.  (IRS Instructions for form W-8BEN)


	
	

	Business
	A commercial enterprise that may be categorized from the perspective of tax law by the type of commercial or mercantile activity it is engaged in. (BASC Vocabulary)
 
	Industry
	Enumerations:

Retail

Wholesale

Manufacturing

Service

Construction

Finance



	Certificate of Residence


	A Certificate of Residence (CoR) is an official verification by a Tax Authority (or their representative) that a Taxpayer (either a person or organisation) is or has been a legal resident of that authority’s jurisdiction.  (CoR Business Analysis)

	
	

	Claim


	The making of a demand (asserting a claim) for money due either as a refund or credit.


	
	

	Claimant


	A party that formally submits a claim for a benefit, right or title.  (CoR Business Analysis)


	
	Generalizations:

Party

Participant



	Corporation
	A legal entity that is separate and distinct from its owners.  

A corporation is allowed to own assets, incur liabilities, and sell securities, among other things. 

A company of capital whose owners have limited liability.   (BASC Vocabulary)

	
	Generalizations:

Company

	Departure Date


	The date on which a party has left or intends to leave a jurisdiction.
	
	Generalizations:

Date



	Exemption


	Tax laws frequently provide specific exemptions for persons, items or transactions, etc. which would otherwise be taxed. Exemptions may be given for social, economic or other reasons. Individuals, for example, may be exempt from income tax (as a measure of relief) because of their low income or they may be entitled to a basic exemption of a fixed amount in computing their income tax (See: Tax threshold). Limited exemptions designed as tax incentives may be granted to certain categories of individuals or companies. Relief in respect of foreign tax may be given to prevent double taxation by exempting income, gains, etc. from the domestic tax (See: Exemption method). A variant of this is known as exemption with progression.  (IBFD International Tax Glossary)


	
	

	Federal Information Processing Standard (FIPS) code


	FIPS is an acronym for "Federal Information Processing Standard".  This code is maintained by the U.S. Department of Commerce and National Bureau of Standards to facilitate information interchange between government bodies and industry. This is a 10-digit code that uniquely identifies a geographic location.  (BASC Vocabulary)

	
	

	Financial Institution
	Institution such as a commercial or investment bank, trust company, brokerage house, insurance company, credit union or caisse populaire that participates in financial transactions involving cash or financial products, normally in the role of intermediary. The primary role of these institutions is to facilitate the financing of investments, from home mortgages to the raising of funds via the issue of debt or equity for financing mega-projects. They also provide insurance, take on fiduciary responsibilities, store cash and securities for safekeeping, etc.

(BASC Vocabulary)

	
	Enumerations:

Bank

Trust Company

Brokerage House

Insurance company

Credit Union

	Fiscally Transparent Entity
	An entity is called fiscally transparent with respect to an item of income for which treaty benefits are claimed if according to the law the interest holders in the entity must, take into account separately their shares of an item of income paid to the entity, whether or not distributed, and must determine the character of the items of income as if they were realized directly from the sources from which realized by the entity.  For example, partnerships, common trust funds, and simple trusts or grantor trusts are generally considered to be fiscally transparent with respect to items of income received by them.  (adopted from IRS Instructions for form W-8BEN) (I would like these changes to be considered in order to make this more a definition.)


	
	

	Flow-through Entity
	A flow-through entity is a foreign partnership (other than a withholding foreign partnership), a foreign simple or foreign grantor trust (other than a withholding foreign trust, or, for payments for which a reduced rate of withholding is claimed under an income tax treaty, any entity to the extent the entity is considered to be fiscally transparent with respect to the payment by an interest holder’s jurisdiction.  (IRS Instructions for form W-8BEN)


	
	

	Jurisdiction
	A political geographic area or areas for which a legal authority is responsible.  A jurisdiction could be a country, state, county, city, district, or other political geographic entity.  (CoR Business Analysis)

	Tax Jurisdiction
	Enumerations:

City

Country

County

State

District



	Legal Entity
	Which forms of doing business constitute a legal entity subject to taxation in its own right is a question which is answered differently from country to country. The general rule is that corporations, joint-stock companies and limited liability companies are regarded for tax purposes as having an existence separate from that of their shareholders. Conversely, for tax purposes a partnership is often not regarded as a separate legal entity, its profits being taxed in the hands of the individual partners. Exceptions to this rule exist, for example where (limited) partnerships are treated as a body corporate for tax purposes, their profits being subject to corporate income tax rather than being taxed in the hands of the individual partners. It should be noted that what constitutes a legal entity for tax purposes may or may not coincide with what constitutes a legal entity for general law purposes.  (IBFD International Tax Glossary)


	
	Enumerations:

Corporation

Partnership

Sole Proprietorship

Trust



	Name
	The name by which a party wishes to be known or the official name given to a party.  (Paraphrase of Organisation Name in UK Government Data Standards Catalogue)

	
	

	Official Seal


	A secure recognizable identifier of the authenticity of the certification as an official document of the Tax Authority.  (CoR Business Analysis)

	
	

	Partnership
	Association of two or more persons (individuals or companies) formed for the purpose of making a profit. Such an association may be based on an oral or written agreement. A partnership can be a general partnership or a limited partnership depending on the extent of each party's liability. A general partnership is characterized by the unlimited liability of the general partners for partnership debts. A limited partnership is comprised of at least one general partner who has unlimited liability for partnership debts and one or more limited partners who are only liable to the extent of their capital contribution. Limited partners, however, may not participate in the management of the business (Compare: Corporation; Limited liability company). Taxation of partnerships varies widely between countries. Some countries treat a partnership as a separate taxpayer and may subject it to tax on its income and losses as a corporation. Other countries do not consider a partnership to be a separate legal entity distinct from the individual partners for tax purposes (although the partnership as such may still have to comply with reporting requirements). Instead the partnership is treated as tax transparent, with each individual partner being taxed on his share of the profits according to his interest in the partnership. In such cases, losses of the partnership also flow through to the individual partners to the extent of their interest in the partnership. It should be emphasized that the treatment of a partnership for tax purposes in a particular country may or may not coincide with that country's treatment of a partnership for general law purposes.  (IBFD International Tax Glossary)

	
	Generalizations:

Company

Organisation

	Party
	A person or organization that participates in an event or activity.  (BASC Vocabulary)

	Participant
	

	Permanent Establishment


	Term used in double taxation agreements (although it may also be used in national tax legislation) to determine when a non-resident entrepreneur is taxable in a country; that is, an enterprise in one country will not be liable to the income tax of the other country unless it has a "permanent establishment" through which it conducts business in that other country. The concept of permanent establishment defines the requisite level of presence and contacts in a country to support income taxation at source. A permanent establishment is usually defined as a place of management, a branch, an office, a factory, a workshop, a mine, a quarry or other place of extraction of natural resources, or a building site or assembly project which exists for more than a certain period (6 to 12 months) and in certain circumstances an agent or permanent representative. The definition usually excludes the use of facilities solely for purposes of storage, display or delivery of goods belonging to the enterprise and other similar restrictions.  (IBFD International Tax Glossary)


	
	

	Post-Withholding Claim
	A post-withholding claim is an assertion that the taxpayer is a foreign resident in a country with which there are tax treaty benefits that is provided to the tax authority that has collected withholding tax in order that the provisions of that treaty are applied to secure a refund or credit.  (CoR Business Analysis)

	
	

	Pre-Withholding Claim
	A pre-withholding claim is an assertion that the taxpayer is a foreign resident in a country with which there are tax treaty benefits that is provided to a withholding agent in order that the provisions of that treaty are applied at the point of a future transaction.  (CoR Business Analysis)

	
	

	Refund


	Tax repaid to a taxpayer.
	
	

	Residence


	Residence is a basis for the imposition of taxation. Usually a resident taxpayer is taxed on a wider range of income or other taxable items than a non-resident - e.g. in some countries a resident will be taxed on income from all sources whereas a non-resident will be taxable only on income from sources within the taxing jurisdiction. Some countries do not define residence in their tax legislation, leaving it to be defined or clarified by practice or court rulings. Other countries lay down rules defining when a person is to be treated as resident or non-resident. In the case of individuals, these rules vary considerably from country to country. Some of the factors which they may take into account are the number of days an individual is actually present in the country for the tax year - for example, an individual may be deemed to be a resident for a tax year if he is present in the country for six months or more in that year, whether the individual has a permanent home available to him in the country, the existence of economic and other connections with the country, etc. In the case of companies, residence tests fall into two categories, those which rely on formal criteria and those which take a substantive approach. Under tests in the former category, a company will be resident in a country if it is incorporated or registered there. Tests in the latter category, which could be broadly described as "place of management tests" may make a company resident where its "central administration", "effective management", "head office", "principal place of business" etc. is located. Many countries apply tests in both categories so that, for instance, a company will be resident if it is either incorporated or effectively managed in the country concerned.  (IBFD International Tax Glossary)

	
	

	Residency Period
	An interval of time in which residency is established.


	
	

	Resident


	A party that is recognized as being resident at a particular location or within a particular geo-political boundary.  (CoR Business Analysis)
The term "resident" of a Contracting State means any person that, under the laws of that State, is liable to tax therein by reason of that person's domicile, residence, citizenship, place of management, place of incorporation or any other criterion of a similar nature, but in the case of an estate or trust, only to the extent that income derived by the estate or trust is liable to tax in that State, either in its hands or in the hands of its beneficiaries.  (IBFD International Tax Glossary)

	
	Generalizations:

Party

Participant



	Self Certification


	A self-certification requires only certification by the resident taxpayers themselves to authorize alternate tax treatment.  (CoR Business Analysis)

	
	

	Sole Proprietorship
	Ownership of all of the assets of an unincorporated business by a single individual. The individual owner is personally liable for all debts of the business.  (IBFD International Tax Glossary)

	
	Generalizations:

Company

Organisation

	Tax Authority


	A tax authority is an organization that has the authority to administer tax compliance within the jurisdiction(s) in their domain.  (BASC Vocabulary)

	
	Generalizations:

Party

Participant



	Tax Identifier
	An identifier of a unique party (person or organization) to a Tax Authority as a taxpayer.

In some countries taxpayers are given an identification number which must be used when filing a tax return and assessing taxes and for all other correspondence between the taxpayer and the tax authorities (including, sometimes, cases where third persons pay or withhold tax on behalf of the taxpayer). The purpose of identification numbers is to facilitate and speed up correspondence between the taxpayer and the tax authorities, simplify procedures and reduce potential tax avoidance.  (IBFD International Tax Glossary)
 
	Taxpayer Identification Number
	Sub Types:

Tax File Number (Australia)

Social Insurance Number (Canada)

Tax Identification Number (Europe)

VAT Registration Number (Europe)

National Insurance Number (UK)

Federal Employer Identification Number (US - Employer)

Social Security Number (US - Person)

Tax Identification Number (US - Organization)



	Tax Treaty


	Colloquial term to denote an agreement between two (or more) countries for the avoidance of double taxation. A tax treaty may be titled a Convention, Treaty or Agreement. A tax treaty is an international agreement that results from the negotiation between countries and is ratified by each country according to its domestic law. As such it is governed by the rules of public international law and the Vienna Conventions. The primary purpose of such treaties is to deal with the issues arising from the overlap of different tax systems, and in particular to allocate the taxing rights on income arising within the jurisdiction of the two countries involved. The sole right to tax is conferred on the source or residence country (or alternatively granting the source state the primary right to tax but requiring the residence country to grant a credit for tax paid). Tax treaties also aim to prevent tax evasion by sanctioning the exchange of information between the tax authorities of the treaty partners. Tax treaties generally override the domestic law of the treaty partners  There are numerous types of tax treaty but the primary type (usually known as a comprehensive income tax treaty) covers income and (sometimes) capital gains. The full title of this type of treaty is usually: Convention between State A and State B for the avoidance of double taxation and the prevention of fiscal evasion with respect to taxes on income (and capital or capital gains). A comprehensive treaty contains provisions which allocate taxing jurisdiction for most types of income: the taxation of income from various sources (e.g. dividends, capital gains, immovable property), the taxation of income from different activities (e.g. business income, personal services income, etc.), as well as exchange of information provisions and mutual assistance procedures to resolve disputes arising from application of the treaty. Another common type of tax treaty (usually referred to as a limited tax treaty) covers inheritance (or estate) and gift taxes. The full title of most of the modern inheritance tax treaties is: Convention between State A and State B for the avoidance of double taxation and the prevention of fiscal evasion with respect to taxes on inheritances (estates) and gifts. Other limited tax treaties include a treaty which only covers particular types of income, such as shipping and air transport, or a treaty which only covers a particular tax. Further, some countries have concluded agreements which do not allocate jurisdiction to tax but rather provide for mutual assistance in collecting taxes. Most tax treaties are bilateral and generally follow the pattern of model tax treaties, such as those published by the OECD and the United Nations. However, there are a few multilateral tax treaties.  (IBFD International Tax Glossary) 


	
	

	Taxpayer


	The taxpayer is a party (person or organisation) that has a responsibility to pay tax.  In the CoR processes the taxpayer will assume additional roles including applicant to obtain the CoR and claimant when submitting a claim in which certification of residence is required.

Person who ultimately bears tax liability for any particular status, activity or transaction.  (IBFD International Tax Glossary)

	
	Generalizations:

Party

Participant



	Withholding Agent
	A [party] that has control, receipt, or custody of an amount subject to withholding or who can disburse or make payments of an amount subject to withholding.  (IRS Instructions for form W-8BEN)

	Paying Agent
	Generalizations:

Party

Participant



	Withholding Tax


	Tax on income imposed at source, i.e. a third party is charged with the task of deducting the tax from certain kinds of payments and remitting that amount to the government. Withholding taxes are found in practically all tax systems and are widely used in respect of dividends, interest, royalties and similar payments. Where wages and salaries represent the underlying taxable payment, a wage tax is usually levied as a withholding tax. Withholding tax may be provisional or final. If provisional, the amount withheld will be credited against the taxpayer's final tax liability and adjusted accordingly. If final, no subsequent adjustments will be made. The rates of withholding tax are frequently reduced by tax treaties. In fact, certain jurisdictions qualify as tax havens by virtue of the exemptions or reductions in the rates of withholding taxes to which its residents become entitled in accordance with the provisions of one or more tax treaties.  (IBFD International Tax Glossary)


	
	


Appendix A  Taxpayer Identification
1. Taxpayer Identification Overview
As a result of a TaxXML pilot project for Certificates of Residence, it became apparent that a critical aspect of the associated processes is the proper identification of the taxpayer for which certification is applied.  

An investigatory analysis was initiated by the Certificate of Residence working group to begin to determine the information necessary to uniquely identify a taxpayer to a Tax Authority that receives a message and, since it is recognized that the information required may vary from one Tax Authority to another, to establish an initial cross reference of such requirements.   It was further recognized that the party in receipt of the message may be a Tax Authority or potentially any other party that may be involved in the tax compliance life cycle.  
In the context of this discussion, a taxpayer may be defined as a party that ultimately bears tax liability for any particular status, activity or transaction.  As well, a taxpayer may be identified as an individual person or an organization such as a business or other enterprise.

The scope of this analysis was limited to the information required by a Tax Authority to identify a taxpayer.  It did not include information that goes beyond the purpose of establishing identity even though in many circumstances additional information attributed to a party may be required by an authority to meet a specific purpose such as registration, filing, payment, etc.  However, it is acknowledged that the requirement to uniquely identify a specific person or organization in any communication between Government Agencies is a common concern.
While the concept of an identification number assigned to a Taxpayer would be an obvious solution to this problem, it can not be assumed that an identification number is included in a message, is legitimate, is known as an identifier by a Tax Authority other than the issuer, or that an identification number is assigned to a Taxpayer by a specific Tax Authority.
2. Establishing Taxpayer Identity
The focus of the analysis is the information that’s exchanged between the participants in the processes that support tax compliance and administration where the identity of a taxpayer to the recipient of the exchange is necessary for the successful completion of the tasks involved.   

A generalized structure of the information that describes a Party (person or organization) may be found in the body of the Certificate of Residence Analysis document in section 5.2.1 Party.  A taxpayer as a Party may assume multiple and varying roles in different “documents” and may not be explicitly identified as a taxpayer.   Taxpayer is used as a general term that refers to context in which the information in a document is used.  
There are several observations that are apparent from this simple analysis regarding taxpayer identity.  One is that there may be different information necessary to identify a Person vs. an Organization.  Another is that much of the information attributed to a party is established through associations such that the information may change over time.  Finally, other than with a specific Id, identity can only be established with a combination of multiple pieces of information that together eliminates potential ambiguity.

In many countries taxpayers are given an identification number which must be used when filing a tax return and assessing taxes and for all other correspondence between the taxpayer and the tax authorities (including, sometimes, cases where third persons pay or withhold tax on behalf of the taxpayer).  The purpose of identification numbers is to facilitate and speed up correspondence between the taxpayer and the tax authorities, simplify procedures and reduce potential tax avoidance.

Such an identification number could satisfy the requirement to identify a specific taxpayer.  However, not all jurisdictions provide an identification number.  In addition, the identification number may not be provided on a particular message.  In order to identify a taxpayer in these circumstances, the additional data provided will be necessary to make a positive identification.  Further, it may be required, or at least good practice, to use the additional identity data to verify that a legitimate identification number was provided to avoid inappropriately attributing information to the wrong party.

A specific identifier, which may include a variety of officially issued identifiers other than a Tax Id, is only a reliable means of identification if the Tax Authority in receipt of the information knows that Id.   

Common means of identity are the party’s name and address.  However, both of these attributes are changeable over time as well as allowing alternates.  Therefore, they can only be relied on if the Authority’s information is up-to-date or the information provided includes a history of prior data.  

The attributes that are generally found to establish Person identity include:

Party “attributes”

· Date Of Birth

· Place Of Birth

· Gender 

· Name (may change over time)

· Parent’s Names

· Address (may change over time)

· Phone Number (may change over time)
· Email Address (may change over time)
· Marital Status (may change over time)
· Citizenship (may change over time and may be more than one)

· Employer (may change over time)
· Account Number (may change over time and may be more than one)
(NOTE: Some or all of these data may be subject to ‘privacy’ legislation in a local jurisdiction, which may limit the ability of a tax authority to collect, retain, use or distribute between related agencies, non-related agencies, NGOs, private organizations, related or non-related persons.) 

Person Identifiers

· Driver’s License Number

· Passport Number

· Tax Identifier

The attributes that are generally found to establish Organization identity include:

Party “attributes”

· Date Of Formation (Incorporation)

· Place Of Formation

· Type of Organization

· Name (allow inclusion of multiple previous names)

· Address (allow inclusion of multiple previous addresses)

· Parent Organization Name

· Contact Data (includes name, address, phone number, etc.)

· Account Number

Organization Identifiers

· Tax Identifier

· Business Number

3. Sample Data Chart

The attached worksheet includes a reference for the information utilized by two Tax Authorities to identify a Taxpayer.  This may serve as a template for a further cross reference to be used to evaluate a full set of information requirements.
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4. Implementation Considerations

4.1 Information Privacy
Information that may be appropriate for taxpayer identification may be considered to be private and therefore may not be transmittable depending on how privacy is determined by the messaging parties.   To what extent should we introduce and describe the limitations placed on the publication, collection and use of deemed private information by legislative authorities (not just tax authorities)?

4.2 Information Completeness

Information that may be appropriate for taxpayer identification may either not be available or may simply not be provided.  The requirement is to identify a unique individual or organization.  If insufficient information is supplied to ensure this uniqueness, 
Appendix B  Implementation Scenario
The following implementation scenario is presented here to demonstrate the necessary design considerations, utilization of best practices, external components, and other principals available to the architects and designers of standards based integrations and services.
It is important to note, that a significant amount of time has been spent on business analysis of the certificate of residence in various countries, treaty agreements, and so forth. We can not stress enough the importance of solid business analysis to fully understand the parties engaged in the message exchange, processes and sequences of message execution, interdependencies, and other procedural aspects of the exchange.

The technical implementation of the scenario can be done using a number of available core component libraries. As an OASIS organization we chose to utilize OASIS CIQ version 2.0 for this demonstration. As any other complex specification, CIQ needs to be fully understood in order to properly reuse complex structures within its name and address specifications. It is strongly recommended that a designer takes the time to learn and understand these constructs, and seek reuse, either verbatim or by extension, to assure future interoperability with other information standards. A high degree of understanding of XML Schema language, design, and implementation of web services is highly desired in order to successfully implement such XML messages.

Sections below represent the areas of XML Schema design addressed within the scenario with some examples of usage. 

Name and Design Rules
The following UN/CEFACT Name and Design Rules shall be followed when implement Certificate of Residence, or similar scenarios. It is essential for the implementation party to deeply understand the importance of good design and implementation practices, follow established XML design principles, file naming conventions, version control, and modularity of various components to allow for ease of future maintenance. The following rules should be followed to the extent possible to avoid complications of side-by-side execution of various versions of components, enumerated code lists, simple and complex constructs.
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Namespace Declaration

The namespace declaration for the components declared and used within XML Schemas and XML messages shall conform to the various governing standards and specification such as International Domain Name Suffixes (http://www.uwhois.com/cgi/domains.cgi?User=NoAds), the Internet Domain Name System, which defines the top-level domains in the DNS as EDU, COM, GOV, MIL, ORG, INT,  and NET, and all the 2-letter country codes from the list of countries in ISO-3166. Additional details of various US domain names and therefore namespace definitions are provided by the RFC 1480 (http://www.rfc.net/rfc1480.html), and other national and local specifications.
File Organization
Figure 1 below demonstrates organization and dependencies of files used to implement Certificate of Residence message. A set of available and reusable core components has been identified in OASIS Customer Information Quality (CIQ) standard. The appropriate files we located and information imported using xsd:import construct. Other reusable components may be included to offer standardization and interoperability. Any specific structures, enumerated lists, attribute groups, etc. are defined in TaxCore.xsd file.
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Figure 1 XML Schema File Organization and Dependencies
XML Schema Definitions

Figure 2 presents a graphical view of the XML Schema representing Certificate of Residence message. Various components associated with various namespaces are utilized to form the CoR structure corresponding with the business requirements conducted during analysis phase. In this example, the PartyType construct was taken from OASIS CIQ ver. 2.0 – Party Information Language schema. Additional structures we used from CIQ Name Language, CIQ Address Language, and other specifications
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Figure 2 Certificate of Residence XML Schema Structure
OASIS Tax XML TC – Certificate of Residence Analysis V1.0   DRAFT
Page 1

[image: image19.png]_1167650372.vsd

_1251194123.doc
		Rule

		UN/CEFACT XML Naming and Design Rules


Version 2.0, 17 February 2006



		[R 1] 

		Conformance shall be determined through adherence to the content of normative sections, rules and definitions.



		[R 2] 

		All UN/CEFACT XSD Schema design rules MUST be based on the W3C XML Schema Recommendations: XML Schema Part 1: Structures and XML Schema Part 2: Data Types.



		[R 3] 

		All UN/CEFACT XSD Schema and UN/CEFACT conformant XML instance documents MUST be based on the W3C suite of technical specifications holding recommendation status.



		[R 4] 

		UN/CEFACT XSD Schema MUST follow the standard structure defined in Appendix B.



		[R 5] 

		Each element or attribute XML name MUST have one and only one fully qualified XPath (FQXP).



		[R 6] 

		Element, attribute and type names MUST be composed of words in the English language, using the primary English spellings provided in the Oxford English Dictionary.



		[R 7] 

		Lower camel case (LCC) MUST be used for naming attributes.



		[R 8] 

		Upper camel case (UCC) MUST be used for naming elements and types.



		[R 9] 

		Element, attribute and type names MUST be in singular form unless the concept itself is plural.



		[R 10] 

		Element, attribute and type names MUST be drawn from the following character set: a-z and A-Z.



		[R 11] 

		XML element, attribute and type names constructed from dictionary entry names MUST NOT include periods, spaces, or other separators; or characters not allowed by W3C XML 1.0 for XML names.



		[R 12] 

		XML element, attribute and type names MUST NOT use acronyms, abbreviations, or other word truncations, except those included in the UN/CEFACT controlled vocabulary or listed in Appendix C.



		[R 13] 

		The acronyms and abbreviations listed in Appendix C MUST always be used. 



		[R 14] 

		Acronyms and abbreviations at the beginning of an attribute declaration MUST appear in all lower case. All other acronym and abbreviation usage in an attribute declaration must appear in upper case.



		[R 15] 

		Acronyms MUST appear in all upper case for all element declarations and type definitions.



		[R 16] 

		The schema module file name for modules other than code lists or identifier lists MUST of the form <SchemaModuleName>_<Version>.xsd, with periods, spaces, or other separators and the words Schema Module removed.



		[R 17] 

		The schema module file name for code lists and identifier lists, MUST be of the form  <AgencyName>_<ListName>_<Version>.xsd, with periods, spaces, or other separators removed.



		[R 18] 

		In representing versioning schemes in file names, the period MUST be represented by a lowercase p.



		[R 19] 

		A root schema MUST be created for each unique business information payload.



		[R 20] 

		Each UN/CEFACT root schema module MUST be named <BusinessInformationPayload> Schema Module



		[R 21] 

		A root schema MUST NOT replicate reusable constructs available in schema modules capable of being referenced through xsd:include or xsd:import.



		[R 22] 

		UN/CEFACT XSD schema modules MUST either be treated as external schema modules, or as internal schema modules of the root schema.



		[R 23] 

		All UN/CEFACT internal schema modules MUST be in the same namespace as their corresponding rsm:RootSchema.



		[R 24] 

		Each UN/CEFACT internal schema module MUST be named <ParentRootSchemaModuleName><InternalSchemaModuleFunction> Schema Module



		[R 25] 

		A Core Component Type schema module MUST be created.



		[R 26] 

		The cct:CoreComponentType schema module MUST be named ‘Core Component Type Schema Module’.



		[R 27] 

		An Unqualified Data Type schema module MUST be created.



		[R 28] 

		The udt:UnqualifiedDataType schema module MUST be named ’Unqualified Data Type Schema Module’.



		[R 29] 

		A Qualified Data Type schema module MUST be created.



		[R 30] 

		The qdt:QualifiedDataType schema module MUST be named ’Qualified Data Type Schema Module’.



		[R 31] 

		A Reusable Aggregate Business Information Entity schema module MUST be created.



		[R 32] 

		The ram:ReusableAggregateBusinessInformationEntity schema module MUST be named ’Reusable Aggregate Business Information Entity Schema Module’.



		[R 33] 

		Reusable Code List schema modules MUST be created to convey code list enumerations.



		[R 34] 

		The name of each clm:CodeList schema module MUST be of the form: <Code List Agency Identifier|Code List Agency Name><Code List Identification Identifier|Code List Name> - Code List Schema Module Where: Code List Agency Identifier = Identifies the agency that maintains the code list Code List Agency Name = Agency that maintains the code list Code List Identification Identifier = Identifies a list of the respective corresponding codes Code List Name = The name of the code list as assigned by the agency that maintains the code list



		[R 35] 

		An identifier list schema module MUST be created to convey enumerated values for each identifier list that requires runtime validation.



		[R 36] 

		The name of each ids:IdentifierList schema module MUST be of the form: <Identifier Scheme Agency Identifier|Identifier Scheme Agency Name><Identifier Scheme Identifier|Identifier Scheme Name> - Identifier List Schema Module Where: Identifier Scheme Agency Identifier = The identification of the agency that maintains the identifier list Identifier Scheme Agency Name = Agency that maintains the identifier list Identifier Scheme Identifier = The identification of the identifier list Identification Scheme Name = Name as assigned by the agency that maintains the identifier list 



		[R 37] 

		Imported schema modules MUST be fully conformant with the UN/CEFACT XML Naming and Design Rules Technical Specification and the UN/CEFACT Core Components Technical Specification.



		[R 38] 

		Every UN/CEFACT defined or imported schema module MUST have a namespace declared, using the xsd:targetNamespace attribute. 



		[R 39] 

		Every version of a defined or imported schema module other than internal schema modules MUST have its own unique namespace.



		[R 40] 

		UN/CEFACT published namespace declarations MUST NOT be changed, and its contents MUST NOT be changed unless such change does not break backward compatibility.



		[R 41] 

		UN/CEFACT namespaces MUST be defined as Uniform Resource Names.



		[R 42] 

		The names for namespaces MUST have the following structure while the schema is at draft status: urn:un:unece:uncefact:<schematype>:draft:<name>:<major> Where: schematype = a token identifying the type of schema module: data|process|codelist|identifierlist|documentation name = the name of the schema module (using upper camel case) 4457 with periods, spaces, or other separators and the words ‘schema module’ removed. major = the major version number. Sequentially assigned, first release starting with the number 1.



		[R 43] 

		The namespace names for schema holding specification status MUST be of the form: urn:un:unece:uncefact:<schematype>:standard:<name>:<major>. Where: schematype = a token identifying the type of schema module: data|process|codelist|identifierlist|documentation name = the name of the schema module (using upper camel case) with periods, spaces, or other separators and the words ‘schema module’ removed. major = the major version number, sequentially assigned, first release starting with the number 1.



		[R 44] 

		UN/CEFACT namespace values will only be assigned to UN/CEFACT developed objects.



		[R 45] 

		The general structure for schema location MUST be: http://www.unece.org/uncefact/<schematype>/<status>/<name>_<major>.<minor>p [<revision>].xsd Where: schematype = a token identifying the type of schema module: data|process|codelist|identifierlist|documentation status = the status of the schema as: draft|standard name = the name of the schema module (using upper camel case) with periods, spaces, or other separators and the words ‘schema module’ removed. major = the major version number, sequentially assigned, first release starting with the number 1. minor = the minor version number within a major release, sequentially assigned, first release starting with the number 0. revision = sequentially assigned alphanumeric character for each revision of a minor release. Only applicable where status = draft. 



		[R 46] 

		Each xsd:schemaLocation attribute declaration MUST contain a persistent and resolvable URL.



		[R 47] 

		Each xsd:schemaLocation attribute declaration URL MUST contain an absolute path.



		[R 48] 

		The xsd:schema version attribute MUST always be declared.



		[R 49] 

		The xsd:schema version attribute MUST use the following template: <xsd:schema ... version=”<major>.<minor>”>



		[R 50] 

		Every schema version namespace declaration MUST have the URI of: urn:un:unece:uncefact:<schematype>:<status>:<name>:<major>



		[R 51] 

		Every UN/CEFACT XSD Schema and schema module major version number MUST be a sequentially assigned incremental integer greater than zero.



		[R 52] 

		Minor versioning MUST be limited to declaring new optional XSD constructs, extending existing XSD constructs, or refinements of an optional nature.



		[R 53] 

		For UN/CEFACT minor version changes, the name of the schema construct MUST NOT change.



		[R 54] 

		Changes in minor versions MUST NOT break semantic compatibility with prior versions having the same major version number.



		[R 55] 

		UN/CEFACT minor version schema MUST incorporate all XML constructs from the immediately preceding major or minor version schema.



		[R 56] 

		The xsd:elementFormDefault attribute MUST be declared and its value set to qualified.



		[R 57] 

		The xsd:attributeFormDefault attribute MUST be declared and its value set to unqualified.



		[R 58] 

		The xsd prefix MUST be used in all cases when referring to http://www.w3.org/2001/XMLSchema as follows: xmlns:xsd=http://www.w3.org/2001/XMLSchema.



		[R 59] 

		xsd:appInfo MUST NOT be used.



		[R 60] 

		xsd:notation MUST NOT be used.



		[R 61] 

		xsd:wildcard MUST NOT be used.



		[R 62] 

		The xsd:any element MUST NOT be used.



		[R 63] 

		The xsd:any attribute MUST NOT be used.



		[R 64] 

		Mixed content MUST NOT be used (excluding documentation).



		[R 65] 

		xsd:substitutionGroup MUST NOT be used.



		[R 66] 

		xsd:ID/xsd:IDREF MUST NOT be used.



		[R 67] 

		xsd:key/xsd:keyref MUST be used for information association.



		[R 68] 

		The absence of a construct or data MUST NOT carry meaning.



		[R 69] 

		User declared attributes MUST only be used to convey core component type (CCT) supplementary component information.



		[R 70] 

		A xsd:attribute that represents a supplementary component with variable information MUST be based on the appropriate XSD built-in data type.



		[R 71] 

		A xsd:attribute that represents a supplementary component which represents codes MUST be based on the xsd:simpleType of the appropriate code list.



		[R 72] 

		A xsd:attribute that represents a supplementary component which represents identifiers MUST be based on the xsd:simpleType of the appropriate identifier scheme.



		[R 73] 

		The xsd:nillable attribute MUST NOT be used.



		[R 74] 

		Empty elements MUST NOT be used.



		[R 75] 

		Every BBIE leaf element declaration MUST be of the udt:UnqualifiedDataType or qdt:QualifiedDataType that represents the source basic business information entity (BBIE) data type.



		[R 76] 

		The xsd:all element MUST NOT be used.



		[R 77] 

		All type definitions MUST be named.



		[R 78] 

		Data type definitions with the same semantic meaning MUST NOT have an identical set of facet restrictions.



		[R 79] 

		xsd:extension MUST only be used in the cct:CoreComponentType schema module and the udt:UnqualifiedDataType schema module. When used it MUST only be used for declaring xsd:attributes to accommodate relevant supplementary components..



		[R 80] 

		When xsd:restriction is applied to a xsd:simpleType or xsd:complexType that represents a data type the derived construct MUST use a different name.



		[R 81] 

		Each UN/CEFACT defined or declared construct MUST use the xsd:annotation element for required CCTS documentation.



		[R 82] 

		The root schema module MUST be represented by a unique token.



		[R 83] 

		The rsm:RootSchema MUST import the following schema modules: – ram:ReusableABIE Schema Module – udt:UnqualifiedDataType Schema Module – qdt:QualifiedDataType Schema Module



		[R 84] 

		A rsm:RootSchema in one UN/CEFACT namespace that is dependent upon type definitions or element declaration defined in another namespace MUST import the rsm:RootSchema from that namespace.



		[R 85] 

		A rsm:RootSchema in one UN/CEFACT namespace that is dependent upon type definitions or element declarations defined in another namespace MUST NOT import Schema Modules from that namespace other than the rsm:RootSchema.



		[R 86] 

		The rsm:RootSchema MUST include any internal schema modules that reside in the root schema namespace.



		[R 87] 

		A single global element known as the root element, representing the business information payload, MUST be declared in a rsm:RootSchema.



		[R 88] 

		The name of the root element MUST be the name of the business information payload with separators and spaces removed.



		[R 89] 

		The root element declaration must be of xsd:complexType that represents the business information payload.



		[R 90] 

		Root schema MUST define a single xsd:complexType that fully describes the business information payload.



		[R 91] 

		The name of the root schema xsd:complexType MUST be the name of the root element with the word ‘Type’ appended.



		[R 92] 

		The rsm:RootSchema root element declaration MUST have a structured set of annotations present in the following pattern:
  • UniqueID (mandatory): The identifier that references the business information payload instance in a unique and unambiguous way.
  • Acronym (mandatory): The abbreviation of the type of component. In this case the value will always be RSM.
  • Name (mandatory): The name of the business information payload.
  • Version (mandatory): An indication of the evolution over time of a business information payload.
  • Definition (mandatory): A brief description of the business information payload.
  • BusinessProcessContextValue (mandatory, repetitive): The business process with which this business information is associated.
  • GeopoliticalorRegionContextValue (optional, repetitive): The geopolitical/region contexts for this business information payload.
  • OfficialConstraintContextValue (optional, repetitive): The official constraint context for this business information payload.
  • ProductContextValue (optional, repetitive): The product context for this business information payload.
  • IndustryContextValue (optional, repetitive): The industry context for this business information payload.
  • BusinessProcessRoleContextValue (optional, repetitive): The role context for this business information payload.
  • SupportingRoleContextValue (optional, repetitive): The supporting role context for this business information payload.
  • SystemCapabilitiesContextValue (optional, repetitive): The system capabilities context for this business information payload.



		[R 93] 

		All UN/CEFACT internal schema modules MUST be in the same namespace as their corresponding rsm:RootSchema.



		[R 94] 

		The internal schema module MUST be represented by the same token as its rsm:RootSchema.



		[R 95] 

		The Reusable Aggregate Business Information Entity schema module MUST be represented by the token ram.



		[R 96] 

		The ram:ReusableAggregateBusinessInformationEntity schema MUST import the following schema modules: – udt:UnqualifiedDataType Schema Module – qdt:QualifiedDataType Schema Module



		[R 97] 

		For every object class (ABIE) identified in the UN/CEFACT syntax-neutral model, a named xsd:complexType MUST be defined.



		[R 98] 

		The name of the ABIE xsd:complexType MUST be the ccts:DictionaryEntryName with the spaces and separators removed, approved abbreviations and acronyms applied, and with the ‘Details’ suffix replaced with ‘Type’.



		[R 99] 

		Every aggregate business information entity (ABIE) xsd:complexType definition content model MUST use the xsd:sequence and/or xsd:choice elements to reflect each property (BBIE or ASBIE) of its class.



		[R 100] 

		Recursion of xsd:sequence and/or xsd:choice MUST NOT occur.



		[R 101] 

		The order and cardinality of the elements within an ABIE xsd:complexType MUST be according to the structure of the ABIE as defined in the model.



		[R 102] 

		For each ABIE, a named xsd:element MUST be globally declared.



		[R 103] 

		The name of the ABIE xsd:element MUST be the ccts:DictionaryEntryName with the separators and ‘Details’ suffix removed and approved abbreviations and acronyms applied.



		[R 104] 

		Every ABIE global element declaration MUST be of the xsd:complexType that represents the ABIE.



		[R 105] 

		For every attribute of an object class (BBIE) identified in an ABIE, a named xsd:element MUST be locally declared within the xsd:complexType representing that ABIE.



		[R 106] 

		Each BBIE element name declaration MUST be the property term and qualifiers and the representation term of the basic business information entity (BBIE). Where the word ‘identification’ is the final word of the property term and the representation term is ‘identifier’, the term ‘identification’ MUST be removed. Where the word ‘indication’ is the final word of the property term and the representation term is ‘indicator’, the term ‘indication’ MUST be removed from the property term.



		[R 107] 

		If the representation term of a BBIE is ‘text’, ‘text’ MUST be removed.



		[R 108] 

		The BBIE element MUST be based on an appropriate data type that is defined in the UN/CEFACT qdt:QualifiedDataType or udt:UnqualifiedDataType schema modules.



		[R 109] 

		For every ASBIE whose ccts:AssociationType is a composition, a named xsd:element MUST be locally declared.



		[R 110] 

		For each locally declared ASBIE, the element name MUST be the ASBIE property term and qualifier term(s) and the object class term and qualifier term(s) of the associated ABIE.



		[R 111] 

		For each locally declared ASBIE, the element declaration MUST be of the xsd:complexType that represents its associated ABIE.



		[R 112] 

		For every ASBIE whose ccts:AssociationType is not a composition, the globally declared element for the associated ABIE must be referenced using xsd:ref.



		[R 113] 

		For every ABIE xsd:complexType definition a structured set of annotations MUST be present in the following pattern:
 • UniqueID (mandatory): The identifier that references an ABIE instance in a unique and unambiguous way.
 • Acronym (mandatory): The abbreviation of the type of component. In this case the value will always be ABIE.
 • DictionaryEntryName (mandatory): The official name of an ABIE.
 • Version (mandatory): An indication of the evolution over time of an ABIE instance.
 • Definition (mandatory): The semantic meaning of an ABIE.
 • ObjectClassTerm (mandatory): The Object Class Term of the ABIE.
 • ObjectClassQualifierTerm (optional): Qualifies the Object Class Term of the ABIE.
 • UsageRule (optional, repetitive): A constraint that describes specific conditions that are applicable to the ABIE.
 • BusinessTerm (optional, repetitive): A synonym term under which the ABIE is commonly known and used in the business.
 • BusinessProcessContextValue (optional, repetitive): The business process with which this ABIE is associated.
 • GeopoliticalorRegionContexValuet (optional, repetitive): The geopolitical/region contexts for this ABIE.
 • OfficialConstraintContextValue (optional, repetitive): The official constraint context for this ABIE.
 • ProductContextValue (optional, repetitive): The product context for this ABIE.
 • IndustryContextValue (optional, repetitive): The industry context for this ABIE.
 • BusinessProcessRoleContextValue (optional, repetitive): The role context for this ABIE.
 • SupportingRoleContextValue (optional, repetitive): The supporting role context for this ABIE.
 • SystemCapabilitiesContextValue (optional, repetitive): The system capabilities context for this ABIE.
 • Example (optional, repetitive): Example of a possible value of an ABIE.



		[R 114] 

		For every ABIE xsd:element declaration definition, a structured set of annotations MUST
 be present in the following pattern:
 • UniqueID (mandatory): The identifier that references an ABIE instance in a unique and unambiguous way.
 • Acronym (mandatory): The abbreviation of the type of component. . In this case the value will always be ABIE.
 • DictionaryEntryName (mandatory): The official name of an ABIE.
 • Version (mandatory): An indication of the evolution over time of an ABIE instance.
 • Definition (mandatory): The semantic meaning of an ABIE.
 • ObjectClassTerm (mandatory): The Object Class Term of the ABIE.
 • ObjectClassQualifierTerm (optional): Qualifies the Object Class Term of the ABIE.
 • UsageRule (optional, repetitive): A constraint that describes specific conditions that are applicable to the ABIE.
 • BusinessTerm (optional, repetitive): A synonym term under which the ABIE is commonly known and used in the business.
 • BusinessProcessContextValue (optional, repetitive): The business process with which this ABIE is associated.
 • GeopoliticalorRegionContextValue (optional, repetitive): The geopolitical/region contexts for this ABIE.
 • OfficialConstraintContextValue (optional, repetitive): The official constraint context for this ABIE.
 • ProductContextValue (optional, repetitive): The product context for this ABIE.
 • IndustryContextValue (optional, repetitive): The industry context for this ABIE.
 • BusinessProcessRoleContextValue (optional, repetitive): The role context for this ABIE.
• SupportingRoleContextValue (op 4685 tional, repetitive): The supporting role context for this ABIE.
 • SystemCapabilitiesContext Value(optional, repetitive): The system capabilities context for this ABIE.
 • Example (optional, repetitive): Example of a possible value of an ABIE.



		DOC6

		For every BBIE xsd:element declaration a structured set of annotations MUST be present in the following pattern:
 • UniqueID (mandatory): The identifier that references a BBIE instance in a unique and unambiguous way.
 • Acronym (mandatory): The abbreviation of the type of component. In this case the value will always be BBIE.
 • DictionaryEntryName (mandatory): The official name of the BBIE.
 • VersionID (mandatory): An indication of the evolution over time of a BBIE instance.
 • Definition (mandatory): The semantic meaning of the BBIE.
 • Cardinality (mandatory): Indication whether the BIE Property represents a not-applicable, optional, mandatory and/or repetitive characteristic of the ABIE.
 • ObjectClassTerm (mandatory): The Object Class Term of the parent ABIE.
 • ObjectClassQualifierTerm (optional): Qualifies the Object Class Term of the parent ABIE.
 • PropertyTerm (mandatory): The Property Term of the BBIE.
 • PropertyQualifierTerm (optional): Qualifies the Property Term of the BBIE.
 • PrimaryRepresentationTerm (mandatory): The Primary Representation Term of the BBIE.
 • UsageRule (optional, repetitive): A constraint that describes specific conditions that are applicable to the BBIE.
 • BusinessProcessContextValue (optional, repetitive): The business process with which this BBIE is associated.
 • GeopoliticalorRegionContextValue (optional, repetitive): The geopolitical/region contexts for this BBIE.
 • OfficialConstraintContextValue (optional, repetitive): The official constraint context for this BBIE.
 • ProductContextValue (optional, repetitive): The product context for this BBIE.
 • IndustryContextValue (optional, repetitive): The industry context for this BBIE.
 • BusinessProcessRoleContextValue (optional, repetitive): The role context for this BBIE.
 • SupportingRoleContextValue (optional, repetitive): The supporting role context for this BBIE.
 • SystemCapabilitiesContextValue (optional, repetitive): The system capabilities context for this BBIE.
 • UsageRule (optional, repetitive): A constraint that describes specific conditions that are applicable to this BBIE.
 • BusinessTerm (optional, repetitive): A synonym term under which the BBIE is commonly known and used in the business.
 • Example (optional, repetitive): Example of a possible value of a BBIE.



		[R 116] 

		For every ASBIE xsd:element declaration a structured set of annotations MUST be present in the following pattern:
 • UniqueID (mandatory): The identifier that references an ASBIE instance in a unique and unambiguous way.
 • Acronym (mandatory): The abbreviation of the type of component. In this case the value will always be ASBIE.
 • DictionaryEntryName (mandatory): The official name of the ASBIE.
 • Version (mandatory): An indication of the evolution over time of the ASBIE instance.
 • Definition (mandatory): The semantic meaning of the ASBIE.
 • Cardinality (mandatory): Indication whether the ASBIE Property represents a not applicable, optional, mandatory and/or repetitive characteristic of the ABIE.
 • ObjectClassTerm (mandatory): The Object Class Term of the associating ABIE.
 • ObjectClassQualifierTerm (optional): A term that qualifies the Object Class Term of the associating ABIE.
 • AssociationType (mandatory): The Association Type of the ASBIE.
 • PropertyTerm (mandatory): The Property Term of the ASBIE.
 • PropertyQualifierTerm (Optional): A term that qualifies the Property Term of the ASBIE.
 • AssociatedObjectClassTerm (mandatory): The Object Class Term of the associated ABIE.
 • AssociatedObjectClassQualifierTerm (optional): Qualifies the Object Class Term of the associated ABIE.
 • BusinessProcessContextValue (optional, repetitive): The business process with which this ASBIE is associated.
 • GeopoliticalorRegionContextValue (optional, repetitive): The geopolitical/region contexts for this ASBIE.
 • OfficialConstraintContextValue (optional, repetitive): The official constraint context for this ASBIE.
 • ProductContextValue (optional, repetitive): The product context for this ASBIE. 
 • IndustryContextValue (optional, repetitive): The industry context for this ASBIE.
 • BusinessProcessRoleContextValue (optional, repetitive): The role context for this ASBIE.
 • SupportingRoleContextValue (optional, repetitive): The supporting role context for this ASBIE.
 • SystemCapabilitiesContextValue (optional, repetitive): The system capabilities context for this ASBIE.
 • UsageRule (optional, repetitive): A constraint that describes specific conditions that are applicable to the ASBIE.
 • BusinessTerm (optional, repetitive): A synonym term under which the ASBIE is commonly known and used in the business.
 • Example (optional, repetitive): Example of a possible value of an ASBIE.



		[R 117] 

		The core component type (CCT) schema module MUST be represented by the token cct.



		[R 118] 

		The cct:CoreCoreComponentType schema module MUST NOT include or import any other schema modules.



		[R 119] 

		Every core component type MUST be defined as a named xsd:complexType in the cct:CoreComponentType schema module.



		[R 120] 

		The name of each xsd:complexType based on a core component type MUST be the dictionary entry name of the core component type (CCT), with the separators and spaces removed and approved abbreviations applied.



		[R 121] 

		Each core component type xsd:complexType definition MUST contain one xsd:simpleContent element.



		[R 122] 

		The core component type xsd:complexType definition xsd:simpleContent element MUST contain one xsd:extension element. This xsd:extension element must include an XSD based attribute that defines the specific XSD built-in data type required for the CCT content component.



		[R 123] 

		Within the core component type xsd:extension element a xsd:attribute MUST be declared for each supplementary component pertaining to that core component type.



		[R 124] 

		Each core component type supplementary component xsd:attribute name MUST be the CCTS supplementary component dictionary entry name with the separators and spaces removed.



		[R 125] 

		If the object class of the supplementary component dictionary entry name contains the name of the representation term of the parent CCT, the duplicated object class word or words MUST be removed from the supplementary component xsd:attribute name.



		[R 126] 

		If the object class of the supplementary component dictionary entry name contains the term ‘identification’, the term ‘identification’ MUST be removed from the supplementary component xsd:attribute name.



		[R 127] 

		If the representation term of the supplementary component dictionary entry name is ‘text’, the representation term MUST be removed from the supplementary component xsd:attribute name.



		[R 128] 

		The attribute representing the supplementary component MUST be based on the appropriate XSD built-in data type.



		[R 129] 

		For every core component type xsd:complexType definition a structured set of annotations MUST be present in the following pattern:
 • UniqueID (mandatory): The identifier that references the Core Component Type instance in a unique and unambiguous way.
 • Acronym (mandatory): The abbreviation of the type of component. . In this case the value will always be CCT.
 • DictionaryEntryName (mandatory): The official name of a Core Component Type.
 • Version (mandatory): An indication of the evolution over time of a Core Component Type instance.
 • Definition (mandatory): The semantic meaning of a Core Component Type.
 • PrimaryRepresentationTerm (mandatory): The primary representation term of the Core Component Type.
 • PrimitiveType (mandatory): The primitive data type of the Core Component Type.
 • UsageRule (optional, repetitive): A constraint that describes specific conditions that are applicable to the Core Component Type.
 • BusinessTerm (optional, repetitive): A synonym term under which the Core Component Type is commonly known and used in the business.
 • Example (optional, repetitive): Example of a possible value of a Core Component Type.



		[R 130] 

		For every supplementary component xsd:attribute declaration a structured set of annotations MUST be present in the following pattern:
 • Name (mandatory): The official name of the Supplementary Component.
 • Definition (mandatory): The semantic meaning of the Supplementary Component.
 • ObjectClassTerm (mandatory): The Object Class of the Supplementary Component.
 • PropertyTerm (mandatory): The Property Term of the Supplementary Component.
 • PrimitiveType (mandatory): The primitive data type of the Supplementary Component.
 • UsageRule (optional, repetitive): A constraint that describes specific conditions that are applicable to the Supplementary Core Component.
 • Example (optional, repetitive): Example of a possible value of a Basic Core Component.



		[R 131] 

		The Unqualified Data Type schema module namespace MUST be represented by the token udt.



		[R 132] 

		The udt:UnqualifiedDataType schema MUST only import the following schema modules: – ids:IdentifierList schema modules – clm:CodeList schema modules



		[R 133] 

		An unqualified data type MUST be defined for each approved primary and secondary representation terms identified in the CCTS Permissible Representation Terms table.



		[R 134] 

		The name of each unqualified data type MUST be the dictionary entry name of the primary or secondary representation term, with the word ‘Type’ appended, the separators and spaces removed and approved abbreviations applied.



		[R 135] 

		For every unqualified data type whose supplementary components map directly to the properties of a XSD built-in data type, the unqualified data type MUST be defined as a named xsd:simpleType in the udt:UnqualifiedDataType schema module.



		[R 136] 

		Every unqualified data type xsd:simpleType MUST contain one xsd:restriction element. This xsd:restriction element MUST include an xsd:base attribute that defines the specific XSD built-in data type required for the content component.



		[R 137] 

		For every unqualified data type whose supplementary components are not equivalent to the properties of a XSD built-in data type, the unqualified data type MUST be defined as an xsd:complexType in the udt:UnqualifiedDataType schema module.



		[R 138] 

		Every unqualified data type xsd:complexType definition MUST contain one xsd:simpleContent element.



		[R 139] 

		Every unqualified data type xsd:complexType xsd:simpleContent element MUST contain one xsd:extension element. This xsd:extension element must include an xsd:base attribute that defines the specific XSD built-in data type required for the content component.



		[R 140] 

		Within the unqualified data type xsd:complextype xsd:extension element an xsd:attribute MUST be declared for each supplementary component pertaining to the underlying CCT.



		[R 141] 

		Each supplementary component xsd:attribute name MUST be the supplementary component name with the separators and spaces removed, and approved abbreviations and acronyms applied.



		[R 142] 

		If the object class of the supplementary component dictionary entry name contains the name of the representation term, the duplicated object class word or words MUST be removed from the supplementary component xsd:attribute name.



		[R 143] 

		If the object class of the supplementary component dictionary entry name contains the term ‘identification’, the term ‘identification’ MUST be removed from the supplementary component xsd:attribute name.



		[R 144] 

		If the representation term of the supplementary component dictionary entry name is ‘text’, the representation term MUST be removed from the supplementary component xsd:attribute name.



		[R 145] 

		If the representation term of the supplementary component is ’Code’ and validation is required, then the attribute representing this supplementary component MUST be based on the defined xsd:simpleType of the appropriate external imported code list.



		[R 146] 

		If the representation term of the supplementary component is ’Identifier’ and validation is required, then the attribute representing this supplementary component MUST be based on the defined xsd:simpleType of the appropriate external imported identifier list.



		[R 147] 

		If the representation term of the supplementary component is other than ‘Code’ or ‘Identifier’, then the attribute representing this supplementary component MUST be based on the appropriate XSD built-in data type.



		[R 148] 

		For every unqualified data type xsd:complexType or xsd:simpleType definition a structured set of annotations MUST be present in the following pattern:
 • UniqueID (mandatory): The identifier that references an Unqualified Data Type instance in a unique and unambiguous way.
 • Acronym (mandatory): The abbreviation of the type of component. In this case the value will always be UDT.
 • DictionaryEntryName (mandatory): The official name of the Unqualified Data Type.
 • Version (mandatory): An indication of the evolution over time of the Unqualified Data Type instance.
 • Definition (mandatory): The semantic meaning of the Unqualified Data Type.
 • PrimitiveType (mandatory): The primitive data type of the Unqualified Data Type.
 • UsageRule (optional, repetitive): A constraint that describes specific conditions that are applicable to the Unqualified Data Type.
 • Example (optional, repetitive): Example of a possible value of an Unqualified Data Type.



		[R 149] 

		For every supplementary component xsd:attribute declaration a structured set of annotations MUST be present in the following pattern:
 • UniqueID (mandatory): The identifier that references a Supplementary Component instance in a unique and unambiguous way.
 • Acronym (mandatory): The abbreviation of the type of component. In this case the value will always be SC.
 • Dictionary Entry Name (mandatory): The official name of the Supplementary Component.
 • Definition (mandatory): The semantic meaning of the Supplementary Component.
 • ObjectClassTermName (mandatory): The Object Class of the Supplementary Component.
 • PropertyTermName (mandatory): The Property Term of the Supplementary Component.
 • Example (optional, repetitive): Example of a possible value of a Basic Core Component.



		[R 150] 

		The Qualified Data Type schema module namespace MUST be represented by the token qdt.



		[R 151] 

		The qdt:QualifiedDataType schema module MUST import the udt:UnqualifiedDataType schema module.



		[R 152] 

		Where required to change facets of an existing unqualified data type, a new data type MUST be defined in the qdt:QualifiedDataType schema module.



		[R 153] 

		A qualified data type MUST be based on an unqualified data type and add some semantic and/or technical restriction to the unqualified data type.



		[R 154] 

		The name of a qualified data type MUST be the name of its base unqualified data type with separators and spaces removed and with its qualifier term added.



		[R 155] 

		Every qualified data type based on an unqualified data type xsd:complexType whose supplementary components map directly to the properties of a XSD built-in data type MUST be defined as a xsd:simpleType MUST contain one xsd:restrictionelement MUST include a xsd:base attribute that defines the specific XSD built-in data type required for the content component.



		[R 156] 

		Every qualified data type based on an unqualified data type xsd:complexType whose supplementary components do not map directly to the properties of a XSD built-in data type MUST be defined as a xsd:complexType MUST contain one xsd:simpleContent element MUST contain one xsd:restriction element MUST include the unqualified data type as its xsd:base attribute.



		[R 157] 

		Every qualified data type based on an unqualified data type xsd:simpleType MUST contain one xsd:restriction element MUST include the unqualified data type as its xsd:base attribute or if the facet restrictions can be achieved by use of a XSD built-in data type, then that XSD built-in data type may be used as the xsd:base attribute.



		[R 158] 

		Every qualified data type based on a single codelist or identifier list xsd:simpleType MUST contain one xsd:restriction element or xsd:union element. When using the xsd:restriction element, the xsd:base attribute MUST be set to the code list or identifier list schema module defined simple type with appropriate namespace qualification. When using the xsd:union element, the xsd:member type attribute MUST be set to the code list or identifier list schema module defined simple types with appropriate namespace qualification.



		[R 159] 

		Every qualified data type that has a choice of two or more code lists or identifier lists MUST be defined as an xsd:complexType MUST contain the xsd:choice element whose content model must consist of element references for the alternative code lists or identifier lists to be included with appropriate namespace qualification.



		[R 160] 

		The qualified data type xsd:complexType definition xsd:simpleContent element MUST only restrict attributes declared in its base type, or MUST only restrict facets equivalent to allowed supplementary components.



		[R 161] 

		Every qualified data type definition MUST contain a structured set of annotations in the following sequence and pattern:
 • UniqueID (mandatory): The identifier that references a Qualified Data Type instance in a unique and unambiguous way.
 • Acronym (mandatory): The abbreviation of the type of component. In this case the value will always be QDT.
 • DictionaryEntryName (mandatory): The official name of the Qualified Data Type.
 • Version (mandatory): An indication of the evolution over time of the Qualified Data Type instance.
 • Definition (mandatory): The semantic meaning of the Qualified Data Type.
 • PrimaryRepresentationTerm (mandatory): The Primary Representation Term of the Qualified Data Type.
 • PrimitiveType (mandatory): The primitive data type of the Qualified Data Type.
 • DataTypeQualifierTerm (mandatory): A term that qualifies the Representation Term in order to differentiate it from its underlying Unqualified Data Type and other Qualified Data Type.
 • BusinessProcessContextValue (optional, repetitive): The business process context for this Qualified Data Type is associated.
 • GeopoliticalorRegionContextValue (optional, repetitive): The geopolitical/region contexts for this Qualified Data Type.
 • OfficialConstraintContextValue (optional, repetitive): The official constraint context for this Qualified Data Type.
 • ProductContextValue (optional, repetitive): The product context for this Qualified Data Type.
 • IndustryContextValue (optional, repetitive): The industry context for this Qualified Data Type.
 • BusinessProcessRoleContextValue (optional, repetitive): The role context for this Qualified Data Type.
 • SupportingRoleContextValue (optional, repetitive): The supporting role context for this Qualified Data Type.
 • SystemCapabilitiesContextValue (optional, repetitive): The system capabilities context for this Qualified Data Type.
 • UsageRule (optional, repetitive): A constraint that describes specific conditions that are applicable to the Qualified Data Type.
 • Example (optional, repetitive): Example of a possible value of a Qualified Data Type.



		[R 162] 

		For every supplementary component xsd:attribute declaration a structured set of annotations MUST be present in the following pattern:
 • UniqueID (mandatory): The identifier that references a Supplementary Component of a Core Component Type instance in a unique and unambiguous way.
 • Acronym (mandatory): The abbreviation of the type of component. In this case the value will always be QDT.
 • Name (mandatory): The official name of a Supplementary Component.
 • Definition (mandatory): The semantic meaning of a Supplementary Component.
 • Cardinality (mandatory): Indication whether the Supplementary Component Property represents a not-applicable, optional, mandatory and/or repetitive characteristic of the Core Component Type.
 • PropertyTerm (optional): The Property Term of the associated Supplementary Component.
 • UsageRule (optional, repetitive): A constraint that describes specific conditions that are applicable to the Supplementary Component.
 • Example (optional, repetitive): Example of a possible value of a Supplementary Component.



		[R 163] 

		Each UN/CEFACT maintained code list MUST be defined in its own schema module.



		[R 164] 

		Internal code list schema MUST NOT duplicate existing external code list schema when the existing ones are available to be imported.



		[R 165] 

		The namespace names for code list schemas MUST have the following structure while the schema is at draft status: urn:un:unece:uncefact:codelist:draft:<Code List Agency Identifier|Code List Agency Name Text>:<Code List Identification. Identifier|Code List Name Text>:<Code List Version. Identifier> Where: codelist = this token identifying the schema as a code list Code List Agency Identifier = identifies the agency that manages a code list. The default agencies used are those from DE 3055 but roles defined in DE 3055 cannot be used. Code List Agency Name Text = the name of the agency that maintains the code list. Code List Identification Identifier = identifies a list of the respective corresponding codes. listID is only unique within the agency that manages this code list. Code List Name Text = the name of a list of codes. Code List Version Identifier = identifies the version of a code list.



		[R 166] 

		The namespace names for code list schema holding specification status MUST be of the form: urn:un:unece:uncefact:codelist:standard:<Code List. Agency Identifier|Code List Agency Name Text>:<Code List Identification. Identifier|Code List Name Text>:<Code List Version Identifier> Where: codelist = this token identifying the schema as a code list Code List Agency Identifier = identifies the agency that manages a code list. The default agencies used are those from DE 3055 but roles defined in DE 3055 cannot be used. Code List Agency Name Text = the name of the agency that maintains the code list. Code List IdentificationIdentifier = identifies a list of the respective corresponding codes.  listID is only unique within the agency that manages this code list. Code List Name Text = the name of a list of codes. Code List Version Identifier = identifies the version of a code list.



		[R 167] 

		Each UN/CEFACT maintained code list schema module MUST be represented by a unique token constructed as follows: clm[Qualified data type name]<Code List Agency Identifier|Code List Agency Name Text><Code List Identification Identifier|Code List Name Text> with any repeated words eliminated.



		[R 168] 

		The structure for schema location of code lists MUST be: http://www.unece.org/uncefact/codelist/<status>/<Code List. Agency Identifier|Code List Agency Name Text>/<Code List Identification Identifier|Code List Name Text>_<Code List Version Identifier>.xsd Where: schematype = a token identifying the type of schema module: codelist status = the status of the schema as: draft|standard Code List Agency Identifier = identifies the agency that manages a code list. The default agencies used are those from DE 3055 but roles defined in DE 3055 cannot be used. Code List Agency Name Text = the name of the agency that maintains the code list. Code List Identification Identifier = identifies a list of the respective corresponding codes. listID is only unique within the agency that manages this code list. Code List Name Text = the name of a list of codes. Code List Version Identifier = identifies the version of a code list.



		[R 169] 

		Each xsd:schemaLocation attribute declaration of a code list MUST contain a persistent and resolvable URL.



		[R 170] 

		Each xsd:schemaLocation attribute declaration URL of a code list MUST contain an absolute path.



		[R 171] 

		Code List schema modules MUST not import or include any other schema modules.



		[R 172] 

		Within each code list module one, and only one, named xsd:simpleType MUST be defined for the content component.



		[R 173] 

		The name of the xsd:simpleType MUST be the name of code list root element with the word ‘ContentType’ appended.



		[R 174] 

		The xsd:restriction element base attribute value MUST be set to xsd:token.



		[R 175] 

		Each code in the code list MUST be expressed as an xsd:enumeration, where the xsd:value for the enumeration is the actual code value.



		[R 176] 

		For each code list a single root element MUST be globally declared.



		[R 177] 

		The name of the code list root element MUST be the name of the code list following the naming rules as defined in section 5.3.



		[R 178] 

		The code list root element MUST be of a type representing the actual list of code values.



		[R 179] 

		Each code list xsd:enumeration MUST contain a structured set of annotations in the following sequence and pattern: 
• Name (mandatory): The name of the code. 
• Description (optional): Descriptive information concerning the code.



		[R 180] 

		Internal identifier lists schema MUST NOT duplicate existing external identifier list schema when the existing ones are available to be imported.



		[R 181] 

		Each UN/CEFACT maintained identifier list MUST be defined in its own schema module.



		[R 182] 

		The names for namespaces MUST have the following structure while the schema is at draft status: urn:un:unece:uncefact:identifierlist:draft:<Identifier Scheme. Agency Identifier|Identifier Scheme Agency Name Text>:<Identifier Scheme Identifier|Identifier Scheme Name Text>:<Identifier Scheme Version Identifier> Where: identifierlist = this token identifying the schema as an identifier scheme Identifier Scheme Agency Identifier = the identification of the agency that maintains the identification scheme. IdentifierScheme Agency Name. Text = the name of the agency that maintains the identification list. Identifier Scheme Identifier = the identification of the identification scheme. Identifier Scheme Name. Text = the name of the identification scheme. Identifier Scheme Version. Identifier = the version of the identification scheme.



		[R 183] 

		The namespace names for identifier list schema holding specification status MUST be of the form: urn:un:unece:uncefact:identifierlist:standard:<Identifier Scheme. Agency Identifier|Identifier Scheme Agency Name Text>:<Identifier Scheme Identifier|Identifier Scheme Name Text>:<Identifier Scheme. Version Identifier> Where: identifierlist = this token identifying the schema as an identifier scheme Identifier Scheme Agency Identifier = the identification of the agency that maintains the identification scheme. Identifier Scheme Agency Name. Text = the name of the agency that maintains the identification scheme. Identifier Scheme Identifier = the identification of the identification scheme. Identifier Scheme Name. Text = the name of the identification scheme. Identifier Scheme Version. Identifier = the version of the identification scheme.



		[R 184] 

		Each UN/CEFACT maintained identifier list schema module MUST be represented by a unique token constructed as follows: ids[Qualified data type name]<Identification Scheme Agency Identifier><Identification Scheme Identifier> with any repeated words eliminated.



		[R 185] 

		The structure for schema location of identifier lists MUST be: http://www.unece.org/uncefact/identifierlist/<status>/<Identifier Scheme Agency Identifier|Identifier Scheme Agency Name Text>/< Identifier Scheme Identifier|Identifier Scheme Name Text>_< Identifier Scheme Version Identifier>.xsd Where: schematype = a token identifying the type of schema module: identifierlist status = the status of the schema as: draft|standard Identifier Scheme. Agency Identifier = the identification of the agency that maintains the identification scheme. Identifier Scheme. Agency Name. Text = the name of the agency that maintains the identification scheme. Identifier Scheme. Identifier = the identification of the identification scheme. Identifier Scheme. Name. Text = the name of the identification scheme. Identifier Scheme. Version. Identifier = the version of the identification scheme.



		[R 186] 

		Each xsd:schemaLocation attribute declaration of an identifier list schema MUST contain a persistent and resolvable URL.



		[R 187] 

		Each xsd:schemaLocation attribute declaration URL of an identifier list schema MUST contain an absolute path.



		[R 188] 

		Identifier list schema modules MUST NOT import or include any other schema modules.



		[R 189] 

		Within each identifier list schema module one, and only one, named xsd:simpleType MUST be defined for the content component.



		[R 190] 

		The name of the xsd:simpleType MUST be the name of the identifier list root element with the word ’ContentType’ appended.



		[R 191] 

		The xsd:restriction element base attribute value MUST be set to xsd:token.



		[R 192] 

		Each identifier in the identifier list MUST be expressed as an xsd:enumeration, where the xsd:value for the enumeration is the actual identifier value.



		[R 193] 

		Facets other than xsd:enumeration MUST NOT be used in the identifier list schema module.



		[R 194] 

		For each identifier list a single root element MUST be globally declared.



		[R 195] 

		The name of the identifier list root element MUST be the name of the identifier list following the naming rules as defined in section 5.3.



		[R 196] 

		The identifier list root element MUST be of a type representing the actual list of identifier values.



		[R 197] 

		Each xsd:enumeration MUST contain a structured set of annotations in the following sequence and pattern:
 • Name (mandatory): The name of the identifier.
 • Description (optional): Descriptive information concerning the identifier.



		[R 198] 

		All UN/CEFACT XML MUST be instantiated using UTF . UTF-8 should be used as the preferred encoding. If UTF-8 is not used, UTF-16 MUST be used.



		[R 199] 

		The xsi prefix MUST be used where appropriate for referencing xsd:schemaLocation and xsd:noNamespaceLocation attributes in instance documents.



		[R 200] 

		UN/CEFACT conformant instance documents MUST NOT contain an element devoid of content.



		[R 201] 

		The xsi:nil attribute MUST NOT appear in any conforming instance.



		[R 202] 

		The xsi:type attribute MUST NOT be used.






_1252214361.xls
Sheet1

				Jurisdiction 1						Jurisdiction 2

				Mandatory / Optional		Jurisdiction Term Name		Jurisdiction Business Rule		Mandatory / Optional		Jurisdiction Term Name		Jurisdiction Business Rule

		The first column is (for the most part) the BASC fields. However, many may not make sense in a list focused on Taxpayer identification. Also, it would be difficult to agree on a set of base field names, particularly since we ususally skipped over dealing with address details. The names are from CIQ since it's likely no-one will like them with equal conviction. It would also be useful as a side result to have a mapping of CIQ terms to common name and address terms. Many of the terms in our list really only represented types, so they are simply grouped under a type term. The end result is a list that is a combination of many ideas.

		This first group consists of concepts highlighted by at least one jurisdiction

		Address						Allow inclusion of multiple previous addresses						Allow inclusion of multiple previous addresses

		- Free Text Address		M
(Address Line 1 for Local Jurisdiction address)		"Care Of" Line
Address Line 1
Address Line 2		Field size is 30 characters		M
(Address Line 1 for Local Jurisdiction address)		Physical Address Line1 Text
Physical Address Line2 Text
Physical Address Line3 Text		Fields are all ?

										O		Physical Address County Code		Code - 
Field size is 6 characters

		- Country		M
(for non-Local Jurisdiction address)				ISO Code - 
Field size is 2 characters		M
(for non-Local Jurisdiction address)		Physical Address Country Code
Physical Address Country Name		Field size is 2 characters
Field is ?

		- Administrative Area		M
(for Local Jurisdiction and Selected Other address)		(Name used in Local Jurisdiction)		Code - 
Field size is 2 characters		M
(for Local Jurisdiction address)		Physical Address State Code		Code - 
Field size is 2 characters		Is this required for this document????
Canadian Province Name (30 char)

		- Locality		M
(for Local Jurisdiction and Selected Other address)		City		Field size is 30 characters		M
(for Local Jurisdiction address)		Physical Address City Name		Field size is 30 characters		Are these required for this document????
PhysicalAddressPredirectionalCd
PhysicalAddressPostdirectionalCd
PhysicalAddressSecondaryUnitTypeCd

		+ Name Element		M
(for Local Jurisdiction and Selected Other address)		Street Name		Field size is 35 characters		M
(for Local Jurisdiction address)		Physical Address Street Name		Field size is 30 characters		Are these required for this document????
Foreign Address Line 1 Text
Foreign Address Line 2 Text
Foreign Address Line 3 Text

		+ Name Element				Building Unit Identifier		Field size is 6 alpha characters

		+ Number				Building Unit Number		Field size is 6 numeric characters		M
(for Local Jurisdiction address)		Physical Address Street Number		Field is 8 characters

		- Post Code		M
(for Local Jurisdiction and Selected Other address)		(Name used in Local Jurisdiction)		Field size is 10 characters		M
(for Local Jurisdiction address)		(Name used in Local Jurisdiction)		Field size is up to 12 characters

		Organization Name						Field size is 175 characters

		- Legal Name						Free format field
For Sole Proprietor, name is person name
For Partnership, name is a list of person names for each partner
For Corporation, name is as it appears on articles of incorporation		O		Organization Name		Field size is 30 characters

		- Operating Name						Cannot be the same as Legal Name
No restriction on number of operating names

		Party Identifier				(Name used in Local Jurisdiction)		Numeric characters
Self-checking number				(Name used in Local Jurisdiction.  Different name for Individual vs. Business)		Field size 9 numeric characters

										O		Party Business Activity (NIACS)		Code - 
Field size is 6 characters

		Person Name

		- First Name				Given Name or Surname depanding on positional norms		Field size 30 alpha characters
Person with singe name must be entered as Surname		O		Person Name First Name		Field size is 30 characters

		- Middle Name				Second Given Name		Field size 30 alpha characters		O		Person Name Middle  Name		Field size is 30 characters

		- Last Name				Given Name or Surname depanding on positional norms		Field size 30 alpha characters
Person with singe name must be entered as Surname		O		Person Name Last Name		Field size is 30 characters

		Tax Identifier		M		(Name used in Local Jurisdiction)		Numeric characters
Self-checking number		M		(Name used in Local Jurisdiction.  Different name for Individual vs. Business)		Field size is 9 characters

		This second group consists of candidate concepts not yet highlighted by at least one jurisdiction

		Account Number

		Account Type

		Address

		- Sub-Administrative Area

		- Sub-Locality

		- Thoroughfare

		+ Number

		+ Sub-Thoroughfare

		- Premises

		- Sub-Premises

		- Rural Delivery

		- Postal Delivery Point

		- Post Office

		- Post Town

		- GML

		Address Effective Date

		Address Type

		- Home Address

		- Mailing Address

		- Physical Address

		Alias

		Applicant

		Assessing taxes

		Associations

		Authorized Signature

		Beneficial Owner

		Business Type

		Certification

		Claimant

		Contact Data (includes name, address, phone number, etc.)

		Date of Birth

		Date Of Formation (Incorporation)

		Date of incorporation

		Email Address

		Employment

		Estate

		Federal Information Processing Standard (FIPS) Code

		Filing

		Financial Institution

		First Name

		Formation Date

		Full Name

		Gender

		Government Agency

		Identification Number

		Income

		International Bank Account Number (IBAN)

		Jurisdiction

		Marital Status

		Middle Name

		Name (allow inclusion of multiple previous names)

		Nationality

		Official Seal

		Organization Type

		- Association

		- Charity

		- Corporation

		- Hospital

		- Legal Entity

		- Non-Profit

		- Partnership

		- Religious Body

		- School

		- Society

		- Sole Proprietorship

		- Union

		- University

		Parent Organization Name

		Party Identifier

		- Driver License

		- Passport Number

		Party Relationship

		Paying Agent

		Permanent Establishment

		Person Name

		- Title

		- Other Name

		- Alias

		- Generation Identifier

		Person Name Type

		- Maiden Name

		- Nickname

		- Name At Birth

		- Name Change

		- Preferred Name

		Phone Number

		Place of Birth

		Place of Formation

		Privacy Legislation

		Registration

		Representative Agent

		Residence

		Residency Period

		Resident

		Stock Symbol

		Suffix

		Tax

		Tax Authority

		Tax Information Authorization

		Tax Liability

		Taxpayer

		Taxpayer Residence

		Title

		Type of Organization

		Withholding Agent
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