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SECTION 1: 
GENERAL INFORMATION

1.1 INTRODUCTION
The BC Health Authority Shared Services Organization’s role is to establish a province-wide, consolidated shared services organization that will create enhanced value to the health system through the effective and efficient delivery of a range of services including Supply Chain services. The BC Health Authority Shared Services Organization (SSO) is owned by its Members, the six Health Authorities (HA’s), and supported by the BC Ministry of Health.  The SSO will contribute to the Ministry of Health’s key outcomes of “sustaining high quality patient care through more efficient and cost-effective services and ensuring a sustainable publicly-funded health care system”.
Supply Chain Management is SSO’s first business line. The current scope covers the full range of services that are provided by supply chain departments in all health authorities, including common procurement, warehousing and logistics. The SSO Supply Chain function will implement a strategic Supply Chain sourcing approach that consolidates the needs of all BC Health Authorities.

This Request for Proposal is issued by the British Columbia Health Authority Shared Services Organization (“SSO Administration Society”) on behalf of Fraser Health Authority (the “Purchaser”).

The SSO is a not for profit, province wide, consolidated shared services organization created to enhance value to the health system through the effective and efficient delivery of non-clinical services including Supply Chain services on behalf of all BC Health Authorities.
Of the six Health Authorities principle to the SSO, five are regional Health Authorities responsible for the delivery of health care programs and services in British Columbia within their respective regions.  The sixth Health Authority, the Provincial Health Services Authority, is responsible for managing the quality, coordination, accessibility and cost of selected province wide health care programs and services.

For additional information on the Health Authorities please visit the following sites: 

http://www.fraserhealth.ca; http://www.interiorhealth.ca;http://www.northernhealth.ca; http://www.phsa.ca; http://www.providencehealthcare.ca/; http://www.vch.ca/; http://www.viha.ca
1.2 RFP OBJECTIVE(S)

The Purchaser’s objective in issuing this RFP is to identify a Proponent(s) to enter into negotiations for a contract(s) between a Proponent or Proponents and the Purchaser to provide a Self Registration Kiosks to the Purchaser’s sites identified in this RFP. 
1.3 BACKGROUND

Fraser Health Authority (FHA) is in the process of building a brand new, state-of-the-art Ambulatory Care Facility for the community of Surrey.  This new Surrey Outpatient Facility (OPF) is scheduled to open in the summer of 2011.  The OPF is part of FHA’s strategy to optimize client care and meet its vision of ‘better health, best in healthcare’ by demonstrating leading practice in both clinical and administrative functions.  The facility will serve as the model for contemporary outpatient care across the organization and around the province for patient centred care that is both efficient and cost effective.
The Surrey Outpatient Facility is expected to register over 500,000 patients a year, which is an average of 200 registrations per hour during operating hours. To be able to handle this high flow, the Registration Department needs to implement new, more efficient and cost effective registration methods in addition to the traditional face-to-face interview process. Also, the layout of the OPF provides for very limited space for registration, necessitating the use of technology rather than registration personnel.
The wide range of programs and services housed in the OPF require the Patient Self-Registration process to be efficient for patients and the service areas.  Fraser Health has a high degree of standardization for collecting patient information that must be maintained for accuracy and quality assurance.

An early implementation of the Self Registration Solution will be done at the Surrey Memorial Hospital (SMH) prior to the opening of the OPF.  The Self-Registration solution development and implementation at the OPF could set the standard for future roll-out at other Lower Mainland sites where applicable.

	EVENT
	ANTICIPATED DATE

	SMH early implementation
	September 2010

	OPF opening
	July 2011


Patient Flow

Patients will enter the OPF from a number of entry points including underground parking and street level drop off.  Entering the main lobby, patients may present themselves to a Registration Clerk or use the Self-Registration option.  High volume service areas will have a Self-Registration option in or near the service area.  Once the patient checks in they will have the option of remaining in the lobby to utilize the services provided or go directly to the clinical area.

	Suggested Number of Stations at each Level 
	SMH
	OPF

	Lobby
	2
	7

	Level 1
	0
	1

	Level 2
	0
	2

	Level 3
	0
	3

	Level 4
	0
	1

	Total
	2
	14


Patients should be able to check in at any Kiosk throughout the OPF building. The goal is to achieve an 50% usage rate for all patients eligible for Self-Registration that receive services at the OPF.

Outpatient areas to be considered in this deployment will include but are not limited to:

· Medical Imaging

· Surgical Day Care

· Respiratory

· Seniors First Clinic

· Laboratory 

· Medical Day Care

· Chronic Disease Management

· Ambulatory Care areas

· Perinatal Clinic

The OPF will provide services that are booked through different scheduling systems such as the Meditech system, The Primary Access and Regional Information System (PARIS), and the TELUS I-Scheduler.  The Self-Registration solution must have the ability to interface with different scheduling and ADT systems to allow patients from multiple clinics to self-register.
The OPF is looking for an integrated facility wide solution for Patient Self-Registration. This solution should be dynamic and flexible enough to include various clinical workflow scenarios.  Listed below are two examples of current registration scenarios that the solution must work with:

Example One

Patient registration for an Outpatient Clinical appointment booking through the Meditech Scheduling System:

	Current Process

	· Patient is booked for an outpatient procedure in Scheduling System

	· Patient arrives at clinic

	· Registration Clerks highlights the appointment from the Department list in “Process Department’s Appointment” and selects “R” to register patient

	· Registration Clerk reviews patient demographics and financial information with patient using a Short Form for all insurance types other than WCB

	· If Insurance is WCB or patient is going to Surgical Day Care, Registration Clerk will go into the Registration Long Form that captures employer, accident details, next of kin information in addition to demographic and financial information 

	· Registration clerk makes any updates or changes to account information as required

	· Registration clerk prints Laser Form, labels and/or armband

	· Patient proceeds to appointment


Example Two
Patient Registration for a recurring appointment booked through the Meditech Scheduling System:

	Current Process

	· Patient is booked for a recurring appointment in the Scheduling system:

· If a recurring account exists for a patient, the Registration Clerk will select that account and book future recurring appointment(s) on that account

· If no recurring account exists for the patient, a new account is created and appointment(s) are booked off this account

	· Patient arrives at clinic

	· On a  patient’s first visit on an existing recurring account, the Registration Clerk will: 

· Verify demographics and financial information

· Change status of patient appointment from BOOKED to ATTENDED 


· On a patient’s subsequent visit(s) on this recurring account, the Registration Clerk will:

·  Change status of patient appointment from BOOKED to ATTENDED

· Further visits may be booked at this time if required

	· If a patient is coming in for their first visit on a new recurring account, Registration Clerk will register patient following the outpatient clinical process


· On a patient’s subsequent visit(s) on this recurring account, the Registration Clerk will:

·  Change status of patient appointment from BOOKED to ATTENDED



	· Registration clerk prints Laser Form , Multi-Form and/or armband as required


Patients should be able to Self Register for one or multiple appointments via a user friendly and efficient solution. The Self Registration solution must allow for patient privacy. Patients should be able to verify their demographic information and appointment(s) for the current day. Should a patient require their information to be updated, there must be a process for the solution to notify an attendant that a patient requires assistance. There should also be functionality to allow for an attendant to make updates/changes to patient information at the kiosk where the patient is checking in.

Upon completion of the Self-Registration process, a patient should be provided directions to their appointment location with a printout of an appointment confirmation.  The clerk in the clinical area should receive notification that their patient has checked in successfully and appropriate paperwork, armbands should automatically be printed in the clinic location.
1.4 KEY REQUIREMENTS
The key business drivers for Patient Self-Registration are:

· Fast, efficient “automated” registration that enables clients to have quick access to the clinical service

· Insufficient space at the OPF for traditional face-to-face registration

· Allow skilled registration staff to attend to the difficult, complex and exceptional client registration needs and allowing routine cases to quickly be processed through a Patient Self Registration solution

· Ability to manage client flow efficiently and to cope with peaks in arrivals
SECTION 2: 
BID PROCESS TERMS AND CONDITIONS

2.1 GENERAL INSTRUCTIONS

1. Purchasers are inviting proposals for the supply of a Self Registration Kiosks Solution in accordance with the specifications and requirements set out herein. 

2. Proposals must be received, no later than February 05, 2010 (the “Closing”) at 12:00 Noon Pacific Time at the following address:
DELIVER IN PERSON, COURIER OR MAIL YOUR PROPOSAL DIRECTLY TO:

British Columbia Health Authority Shared Services Organization

Lower Mainland Branch Office

1100 – 1111 Melville Street
Vancouver, B.C. V6C 3V6

Attention: Contract Tender Control Administrator
FACSIMILE OR EMAIL TRANSMISSIONS WILL NOT BE ACCEPTED.

USING LEGIBLE PRINT, CLEARLY LABEL BOTH THE PROPOSAL AND PACKAGE WITH:

RFP Number BC HA SSO-0038
Self Registration Kiosk
3. Proposals should be delivered in two sealed envelopes or packages clearly marked on the outside with the name and address of the Proponent and the RFP Number. The first envelope or package should contain the complete RFP response less the value adds and pricing and the second envelope should contain the value adds and pricing only as per Sections 6.5: Value Adds and 6.6: Total Cost. It is the Proponent’s sole responsibility to ensure their proposal is received when, where and how it is specified in the RFP. The Purchasers are not responsible for lost, misplaced or incorrectly delivered proposals. All proposals will be date and time stamped. For hand delivered proposals, a receipt will be supplied if requested. Include 4 printed copies and 2 CD DVD copies of your proposal using as a standard Microsoft Word, 2003 version with the .DOC extension, Microsoft Excel 2003 format with .XLS extension and PDF file of the final document. In the event of a discrepancy between the paper copy proposal and the diskette or CD/DVD copy, the paper copy shall prevail.

4. The Proponent’s proposal must be signed by a person authorized to sign on behalf of the Proponent and bind the Proponent to statements made in the proposal. Proposals received after the Closing and those proposals which have not been signed in all the prescribed places are non-compliant and will be rejected. The Purchasers may, at their sole discretion, reject bids based on failure of the Proponent to comply with other mandatory criteria. The Proponent’s proposal may be retained by the Purchasers. If the Proposal is non-compliant and is rejected, the Purchasers will forward a letter of non-compliance to the Proponent.

2.2 WAIVER OF NON-COMPLIANCE

Subject to section 2.1.4 above, if a Proponent fails to complete its proposal in compliance with this RFP, the Purchasers in their sole discretion may waive such non-compliance, seek clarification or additional information from the Proponent, and consider and treat the proposal as a conforming proposal even if any such non-conformance or failure to comply with the requirements of this RFP would otherwise render the proposal void. Without limiting the generality of the foregoing, the Purchasers reserve the right to accept or reject any proposal which is incomplete, obscure or irregular, which contains exceptions and variations, or which omits any matter (other than the required signatures) that is required to be submitted.

2.3 RECEIPT CONFIRMATION FORM

Proponents are to complete and return the Receipt Confirmation Form (Appendix B) by January 14, 2010. All subsequent information regarding this RFP including addendum and/or clarifications will be posted on BC Bid and sent to the Proponents who have returned the Receipt Confirmation Form.
2.4 NO PUBLIC OPENING

There will be no public opening of the proposals received unless indicated in this proposal. Proposals will be opened privately by the Purchasers after the closing time specified for the receipt of proposals. No public announcement of the contents of any proposal will be made at any time.

2.5 OWNERSHIP OF PROPOSALS

All proposals submitted to the Purchasers become the property of the Purchasers. They will be received and held by Purchasers subject to the provisions of the Freedom of Information and Protection of Privacy Act.

2.6 OPEN FOR ACCEPTANCE

The Proponent’s offer shall remain open for acceptance for one hundred and twenty (120) Business Days from the Closing. 

2.7 AMENDMENTS AND WITHDRAWALS

No proposal or price quotation forming part of a proposal shall be amended or withdrawn after the Closing. Negligence on the part of the Proponent confers no right for the amendment or withdrawal of a proposal after the Closing. In the event of pricing extension errors, the unit price will apply. In the event of a numerical discrepancy or error in a proposal, the written number will apply. Proposals may be amended or withdrawn upon written request before the Closing. Telephone communication will not be accepted.

2.8 ELECTRONIC TRANSMISSION

Electronic transmission of a proposal will not be accepted unless consented to in writing by the Purchasers. If a situation arises that causes the Proponent’s original proposal to be delayed that is not within the Proponent’s control, a request may be made to accept an electronic copy (email or facsimile) of the Proponent’s proposal. The Purchasers will review the circumstances and make a decision whether or not to accept the Proponent’s electronic copy. All decisions will be final. The electronic copy must be received before the Closing and the Proponent will be expected to immediately deliver an original paper copy to support the electronic transmission.

2.9 AUTHORIZED CONTACT

1. All inquires related to this RFP must be directed to the individual identified below. Any substantive questions are to be submitted in writing and where in the Purchasers’ opinion it is warranted, a formal written response may be provided to Proponents:

Niel Chaffe
Phone Number: 604-953-5015
Email Address: niel.chaffe@fraserhealth.ca
2. Any proponent that circumvents this process and initiates any form of discussion with any other representative of the Purchasers for any reason whatsoever may automatically be eliminated from consideration.

2.10 ALTERNATIVE OR VALUE ADDED SOLUTIONS

All Proponents may expand their proposals to detail additional features or performance characteristics or value added options available beyond those requested, together with pricing information, provided the product or service offered at least meets the required level of technical specifications listed. Any alternative or value added solutions being offered should be in the same format, clearly identified and separated within the main proposal.

2.11 ACCEPTANCE OF RFP TERMS AND CONDITIONS

A person(s) authorized to sign on behalf of the Proponent must sign the proposal and Acceptance of RFP Terms and Conditions form (Appendix A) and return it with the proposal. It is not required that a Proponent submit any response to the Bid Process Terms and Conditions but Proponents must be aware of and accept the rules of the bid process. 

2.12 PAYMENT AND DELIVERY TERMS

Purchasers’ standard payment terms are net 30 days. All pricing, fees and costs associated with this RFP shall be in Canadian funds, exclusive of Provincial Sales tax and inclusive of Goods and Service tax. Duty and brokerage costs (if any) are to be included in the unit prices. Proponents must describe any discounts for early payment, Electronic Data Interchange or Electronic Funds Transfer transactions in their proposal. Delivery will be INCOTERMS 2000 DDP to the respective Health Authority’s central warehouse and/or site, as determined by the individual Health Authority in the Purchase Order and will include freight, delivery, duty paid, brokerage, insurance, packaging, crating and unloading costs. 

2.13 PROPONENT’S MEETING

Purchasers may at their option require Proponents to attend a Proponent’s meeting and site visits to clarify the requirements as written in the RFP.  Proponents will be advised when the meetings and site visits will occur. 

2.14 QUESTIONS AND INQUIRIES

1. All questions and inquiries concerning this RFP including questions related to discrepancies, omissions, ambiguities and conflicts must be directed, in writing, to the Purchasers’ contact person designated above. 

2. To ensure consistency and quality of information, answers to questions relevant to the interpretation of this RFP will be sent to all Proponents from whom the Purchasers have received the Receipt Confirmation Form via email without revealing the source of the enquiries. Responses may or may not be in the form of an addendum. The decision to issue or not issue an addendum is entirely at the sole discretion of the Purchasers. Information obtained from any other source is not official and should not be relied upon.

3. The Proponent has the responsibility, at all times, to notify the designated contact person in writing for any ambiguity, divergence, error, omission, oversight or contradiction contained in this RFP as it is discovered, or to request any instruction, decision, or direction which may be required to prepare the proposal.

4. The Purchasers reserve the right to request clarification of the contents of any proposal.  Proponents may be required to submit supplementary documentation clarifying any matters contained in their proposals. This shall not be treated as an opportunity for the Proponent to submit new information modifying its proposal. Notwithstanding the foregoing the Purchasers are not obliged to seek clarification of any aspect of the proposal.

2.15 RFP REVISIONS

The RFP may be amended or revised by the Purchasers in their sole discretion at any time prior to the Closing. If it becomes necessary to amend or revise any part of the RFP, the amendments or revisions will be provided in writing to those who have submitted a Receipt Confirmation Form. It is the sole responsibility of the Proponent, prior to the closing date, to ensure they have received all amendments or revisions pertaining to the RFP.

2.16 SITE VISITS OF CUSTOMER REFERENCES

The Purchasers may conduct site visits to one or more of the customer references provided within the Proponent’s proposal or to other facilities not listed. The Purchasers will work with the Proponents to select and schedule any requested site visits in order to demonstrate the capabilities of the Proponent. Proponents shall be responsible for arranging tours at the client sites served by the Proponent. The number of site tours/locations is subject to the Purchasers approval and discretion.

2.17 VENDOR FAIR

Proponents may be requested, as part of the competitive bid and evaluation process, to attend a vendor show where Purchasers’ staff will be able to review goods and/or services in a location identified by the Purchasers. The vendor show venue will allow the Purchasers’ staff to view all Proponent’s goods and/or services to provide an equitable facility for review.
2.18 PROOF OF CONCEPT

Proponents may be requested, as part of the competitive bid and evaluation process, to provide a proof of concept and/or pilot to ensure the proposed solution provides the required functionality. Where a proof of concept is requested, the Proponents will be responsible for their costs in preparing the proof of concept.  

2.19 TOURS OF PURCHASERS’ FACILITIES

Where a Health Authority schedules site visits or tours at Purchasers’ Facilities, the Purchasers may require attendance to be mandatory or optional. Proponents will be responsible for their costs to attend such visits or tours. Oral questions during such tours will be permitted however complex questions should be forwarded to the Purchasers’ contact person prior to the tour. There will be a maximum of two representatives from the Proponent to take part in any tour of a Purchasers’ facility.

2.20 PROPONENT’S EXPENSES

Proponents are solely responsible for their own costs and expenses in relation to this RFP and the award of the proposed Contract including preparing and submitting a proposal, attending interviews or meetings with Purchasers during the evaluation of the proposal, site tours, and negotiation, finalization and execution of any contract with Purchasers. Purchasers are not liable to pay such costs and expenses or to reimburse or to compensate a Proponent under any circumstance and Purchasers have no obligation to purchase or acquire any of the goods or services included in any proposal.

2.21 LIABILITY FOR ERRORS

Purchasers and their employees and agents shall not be held liable or accountable for any error or omission in any part of this RFP or response to Proponent questions. While the Purchasers, and/or their employees and agents, have made efforts to ensure an accurate representation of information in this RFP, the information contained in this RFP is supplied solely as a guideline for Proponents. The information is not guaranteed or warranted to be accurate by the Purchasers, and/or their employees or agents, nor is it necessarily comprehensive or exhaustive. Nothing in this RFP is intended to relieve Proponents from the responsibility of conducting their own investigations and research and forming their own opinions and conclusions with respect to the matters addressed in the RFP. Proponents will be solely responsible to ensure their proposal meets all requirements of the RFP, to advise the Purchasers immediately of any apparent discrepancies or errors in the RFP, and to request clarification if in doubt concerning the meaning or intent of anything in the RFP.

2.22 CONFIDENTIALITY

Information pertaining to the Purchasers obtained by the Proponent, its employees and agents as a result of its participation in relation to this RFP, is proprietary and confidential. The data provided in this RFP is for the sole purpose of assisting the Proponent in the preparation of a proposal to the Purchasers. The data must not be copied or disclosed by the Proponent except for the purpose of responding to the RFP.
2.23 AGREEMENT ON INTERNAL TRADE

Purchasers are subject to the terms and conditions of the Agreement on Internal Trade – Annex 502.4.

2.24 FREEDOM OF INFORMATION AND PROTECTION OF PRIVACY ACT (FOIPPA)

Purchasers are subject to legislation governing the protection of personal privacy and as such, the Purchasers’ records are subject to access under this Act. The Act governs the collection, use, retention, security and disclosure of personal information managed by public organizations. The Act also applies to all electronic information accessed or returned by the Proponents. If documents submitted contain protected, proprietary, or confidential information, identify the specific issue or information, and provide supporting reasons why the Purchasers should not release this information if requested by a FOIPPA inquiry. 

2.25 CONFLICT OF INTEREST

Proposals will not be evaluated if the Proponents’ current or past corporate or other interests are, in the reasonable opinion of Purchasers, deemed to be a conflict of interest in connection with this RFP or the activities or mandate of any Health Authority. Purchasers reserve the right to disqualify or reject a proposal in whole or in part where the Proponent or its directors, officers, shareholders or any person associated with the Proponent has a claim or has initiated a claim or legal proceeding against any Health Authority with respect to any previous contracts, tenders or business transactions and where this is seen in the reasonable opinion of the Health Authority as creating a conflict of interest between the Proponent and the Health Authority.

2.26 PRIVILEGE CLAUSE

Purchasers are not bound to accept any proposal and reserve the right in their sole discretion to postpone or cancel this RFP at any time for any reason. Further and without limiting the foregoing, Purchasers will not be bound to accept the lowest or any bid and reserve the right to accept or reject any proposal in whole or in part.

2.27 VERIFICATION

Purchasers reserve the right to verify any statement or claim contained in any proposal or made subsequently in any interview or negotiation. That verification may be made by whatever means the Purchasers deem appropriate and may include contacting the references provided by the Proponent. In submitting a proposal, the Proponent is deemed to consent to the Purchasers verifying any information from third parties including the Proponent’s bank references, and receiving additional information regarding the Proponent, its directors, officers, shareholders or owners and any other person associated with the Proponent as the Purchasers may require.

2.28 LIMITATION OF LIABILITY AND INDEMNITY

1. Purchasers will not be obligated or liable in any way whatsoever to a Proponent except where Purchasers have awarded and entered into a written Contract with that Proponent for the supply of the goods or services contemplated by this RFP, in which case that Contract shall govern all such obligations and liabilities. It is a fundamental condition of this RFP, and the receipt and consideration of proposals by Purchasers that Purchasers, and their respective directors, officers, employees, consultants and agents, will not and shall not under any circumstances, including without limitation whether pursuant to contract, tort, statutory duty, law, equity, any actual or implied duty of fairness, or otherwise, be responsible or liable for any costs, expenses, claims, losses, damages or liabilities (collectively and individually all of the foregoing referred to as “Claims”) incurred or suffered by any Proponent as a result of or related to any one or more of the RFP, the preparation, negotiation, acceptance or rejection of any conforming or non-conforming proposal, the rejection of any Proponent’s proposals, or the cancellation, suspension or termination of the RFP process, and by submitting a proposal each Proponent shall be conclusively deemed to waive and release the Purchasers and their respective directors, officers, employees, contractors, consultants and agents, from and against any and all Claims.

2. Purchasers are subject to the provisions of the Financial Administration Act and regulations made pursuant to such Act and are prohibited from granting an indemnity without obtaining prior written approval of the Minister of Finance or the Director of Risk Management Branch. 

3. By submitting a proposal, the Proponent agrees that it shall not claim damages for any matter arising out of this RFP process or in preparing and submitting a proposal. The Proponent further agrees to and hereby waives any claim for damages for loss of profits if no resulting contract is entered into with the Proponent.

2.29 SIGNED PROPOSALS

The proposal must be signed by a person authorized to sign on behalf of the Proponent and must designate the individual who is authorized to negotiate any subsequent contract on behalf of the Proponent. 
Proposals submitted by Proponents who are responding as a consortium or joint submission must have signatures from every member of the consortium or joint submission on any document requiring a signature pursuant to this RFP.

Any unsigned proposals, at the sole discretion of the Purchasers, will not be considered for evaluation by the Purchasers. 
2.30 SUB-CONTRACTING

1. All subcontractors and/or partner(s) must be identified and the history of the organization(s) included in the proposal. This includes a joint submission by two Proponents having no formal corporate links. No sub-contracting or assignment of any contract or of any goods or services to be provided is permitted without the prior written consent of the Purchasers. Proponents are to identify all proposed sub-contractors including the company name, contact name, phone number, fax number, e-mail address, type of service the sub-contractor will be performing or providing, and the length of time the Proponent has been using the services of the sub-contractor. No additional sub-contractors will be added nor will other changes be made to this list without written consent of the Purchasers.

2. In a partnership proposal one Proponent must be named as the primary Proponent and take overall responsibility for the successful delivery of requirements as the primary contractor.

3. Sub-contracting and partnerships with any firm or individual whose current or past corporate or other interests may in the Purchasers’ opinion, give rise to a conflict of interest in connection with the subject matter of this RFP will not be permitted.

4. The Proponent named as the primary contractor will be held responsible to the Purchasers for the acts and omissions of its sub-contractor(s), and/or partner(s) to the same extent as the Proponent. The Proponent is responsible for its own acts and omissions and the acts or omissions of its employees.

5. Nothing in this RFP creates any contractual relationship between any sub-contractor and/or partners and Purchasers. All terms and conditions contained in this RFP extend to all sub-contractors and/or partners.

2.31 FINANCIAL CONTRIBUTION DISCLOSURE

Proponents must complete and sign the Statement of Disclosure (Appendix C).

2.32 AVAILABILITY OF ITEMS

Goods and services offered by the Proponent must be available in sufficient supply to meet the RFP requirements at the time of contract commencement. Proposal responses shall clearly identify any item(s), software functionality or service which is not available. All quantities specified are approximate and are based on annual estimated requirements. Actual quantities are subject to change.

2.33 ALTERNATE PRODUCTS

Proponents quoting on goods and services with specifications different from those listed in the RFP, including those which are considered functionally equivalent, must provide a specification sheet and/or equipment data sheets. The Proponent should be able to articulate its functional equivalency. Acceptance of this equivalency will be at the absolute discretion of the Purchasers. Proponents shall identify and document any variations from Purchasers’ specifications. Descriptive literature accompanying proposals is not considered adequate information indicating variance from specification.

2.34 CONTRACT AWARD

1. Purchasers reserve the right to award Contracts to one or more Proponents and/or by modality.

2. By submission of its proposal, the Proponent will negotiate in good faith with a view to executing a Contract with Purchasers incorporating the terms and conditions of this RFP, the Proponent’s proposal, and such other terms and conditions as Purchasers may reasonably require. Purchasers may negotiate modifications, additions or variations to such terms and conditions or to the goods or services set out in a proposal in order to satisfy operational or administrative requirements. 

3. The British Columbia Health Authorities Shared Service Organization may negotiate the form of the Contract with Proponents on behalf of the Purchasers.

2.35 CONTRACT FORM

The purchase contract will contain the Standard Contract Terms and Conditions set forth in Section 3 together with such additional or modified terms as the Purchasers may reasonably require.  As indicated in Section 3.1, Proponents may provide in their proposals any changes they wish to make to these standard terms and conditions however the Purchasers are not obliged to accept such changes. If the Purchasers elect to purchase products on a consignment basis it is anticipated the Purchasers’ consignment contract shall apply to such products.

2.36 WORKING LANGUAGE

The working language of the Purchasers is English and all responses to the RFP will be in English.

2.37 GOVERNING LAWS

This RFP will be governed exclusively by and construed and enforced in accordance with the laws of British Columbia and Canada. The Proponent agrees to attorn to the exclusive jurisdiction of the courts of the Province of British Columbia in the event of any dispute concerning this RFP or any matters arising out of this RFP.

2.38 APPENDICES

All appendices to this RFP are deemed to be incorporated herein and form part of this RFP.

2.39 HEADINGS

The insertions of headings in this RFP are for convenience only and shall not affect the interpretation or construction thereof.

2.40 TIME IS OF THE ESSENCE

Time shall be of the essence in this RFP.
SECTION 3: 
 STANDARD CONTRACT TERMS AND CONDITIONS

3.1 INSTRUCTIONS

This section of the RFP summarizes important provisions which will be deemed to be incorporated in any Contract between the Proponent and the Purchasers. Proponents should note that the list of contract terms is not exhaustive and Purchasers may require additional or modified terms and conditions to be included in such Contract. The Proponent should provide in its proposal any variation and/or additional terms and conditions it feels are applicable to the Contract and any changes it wishes to make to the terms and conditions as set out herein. Purchasers are not obliged to accept such changes.  Unless approved by BC Risk Management, Purchasers are unable to provide indemnities and Proponents should not request Purchasers to provide contractual indemnities. 

3.2 DEFINITIONS AND INTERPRETATION

1. Definitions - In the Contract unless something in the subject matter or context is inconsistent therewith, the capitalized terms herein will have the meanings set out below:
(a) Applicable Law” means any and all statutes, laws, regulations, bylaws, rules, codes, ordinances, judgments, decrees, writs, administrative interpretations, guidelines, policies, injunctions, orders, or the like of any Governmental Authority with which a party to the Contract is legally obligated to comply, including the common law and the law of equity;
(b) “Business Day” means any day other than a Saturday, Sunday or a statutory holiday in the Province of British Columbia;

(c) “Change Order” means an instrument issued and signed by the Purchasers authorizing alterations of, additions to or deletions from the contracted goods or services or revisions to the Contract Price;

(d) “Confidential Information” means any and all information supplied to, obtained by or which comes to the knowledge of the Supplier as a result of the Contract with respect to the Purchasers or any of them including without limitation all data, trade secrets, know-how, processes, formulas, standards, product specifications, marketing plans and techniques, cost figures, access or security codes, systems software applications, software/system source and object codes, documentation, program files, flow charts, drawings and operational procedures except that Confidential Information does not include information which the Supplier can prove is information which is in the public domain at the date of disclosure, is received without obligation of confidence from a third party who is in lawful possession of such information free of any obligation of confidence and is not otherwise prohibited from transmitting such information to the recipient by contractual, legal or fiduciary obligation;
(e) “Contract” means this agreement as amended from time to time, those portions of the Supplier’s Proposal specifically incorporated herein by reference, and the terms of any Purchase Order issued by a Purchaser;
(f) “Contract Price” means the total price payable by Purchasers to the Supplier for the Products and Services set out in Appendix “F”;

(g) “Documentation” means the operating instructions and service manuals to be supplied by the Supplier for the Products;
(h) “Facility” or “Facilities” or “Purchasers Facility” or “Purchasers Facilities” means the Purchaser’s hospitals, health care centres and facilities as set out in Appendix “D”;
(i) “Governmental Authority” means any and all federal, provincial, territorial, regional, municipal or local governmental authority, quasi-governmental authority, court, government, or self-regulatory organization, commission, board, tribunal, organization, or any regulatory, administrative or other agency, or any political or other sub-division, department, or branch of any of the foregoing, having jurisdiction in any way over any aspect of the performance of the Contractor the operation of the Facilities;
(j) “Intellectual Property” means all intellectual and industrial property rights and includes rights to, arising out of, or based on: (i) inventions and patents for inventions, including the re-issue thereof and continuation and continuation in part; (ii) copyrights; (iii) designs and industrial designs and mask works; (iv) trademarks, and any word, symbol, icon, logo or other indicia of origin adopted or used in connection with any product or service; (v) trade secrets and know-how; (vi) integrated circuit topographies and mask works; and (vii) other property rights;
(k) “Labour Dispute” includes: (a) a strike or lockout whether lawful or unlawful, (b) picketing or leafleting whether lawful or unlawful at or near the Facility (c) the refusal by the Purchasers or the Supplier’s employees to work as a result of the presence of non-union or non-affiliated workers employed at a Facility or at any other premises managed, operated, funded or controlled by the Purchasers;
(l) “Product/Clinical/Technical Specifications” means the functional, technical and performance specifications for the Products set out in Appendix “E” hereto and includes those specifications in any descriptions or literature published by the Supplier whether or not such descriptions or literature are included or referenced in the Contract;
(m) “Products” means the products, equipment and supplies set forth in Appendix “F” including without limitation all upgrades thereto;
(n) “Proposal” or “proposal” means the proposal submitted by the Supplier to the Purchasers for the supply of the products and services described herein;

(o) “Purchaser Group” means the Purchasers acting collectively through their agent, SSO Administration Society;
(p) “Purchasers” means the Health Authorities described as Purchasers herein and “Purchaser” means any one of such Health Authorities;
(q) “Purchasers’ Representative” means such person(s) as may be designated by the Purchasers or any of them from time to time;
(r)  “Request for Proposal” or “RFP” means the Request for Proposal for the provision of the goods or services issued by the Purchasers to potential Suppliers, including the Supplier;

(s) “Services” means the equipment, products, goods and services, responsibilities, functions, duties and obligations of the Supplier to be supplied and performed as set forth in this Contract;

(t) “Term” means the initial term of this Contract and shall include any extended term of this Contract if the Contract includes an option for the Purchasers to extend the term.

(u) “Upgrades” means upgrades, updates, enhancements and improvements to the software, features or functionality of the Products that are released by the Supplier;
(v) “Warranty Period” means the period or periods during which the Supplier will provide warranty services;
2. Headings - The division of this Contract into Articles and Sections and the insertion of the recitals and headings are for convenience of reference only and shall not affect the construction or interpretation of the Contract.

3. Currency – All transactions referred to in this Contract will be made in lawful currency of Canada.

4. Singular, plural, gender and person – Wherever in this Contract the context so requires, the singular number shall include the plural number and vice versa and any gender used shall be deemed to include the feminine, masculine or neuter gender and “person” shall mean an individual, partnership, consortium, corporation, joint venture or other entity or government or any agency, department or instrumentality thereof and vice versa.

5. Time - Time is of the essence of the Contract.

6. Industry meanings - Words and phrases used in the Contract that have acquired special meanings in the healthcare industry will be interpreted in accordance with the special meanings attached to those words and phrases.

7. Expiry of Time Period - In the event that any date on which any action is required to be taken under this Contract is not a Business Day, such action shall be required to be taken on the next succeeding day which is a Business Day unless otherwise provided in this Contract.

8. Accounting Terms - All accounting terms not specifically defined shall be construed in accordance with Canadian Generally Accepted Accounting Principles.

9. Statutes - Each reference to a statute is deemed to be a reference to that statute and to the regulations made under that statute as amended or re-enacted from time to time unless the context otherwise requires.

10. Attornment - The parties agree to submit to and hereby attorn to the exclusive jurisdiction of the courts of the Province of British Columbia for any action arising out of or in connection with this Contract.

11. Severability - Each provision of this Contract is intended to be severable and if any provision is determined by a court of competent jurisdiction to be illegal or invalid or unenforceable for any reason whatsoever, such provision shall be severed from the Contract and will not affect the legality, validity or enforceability of the remaining provisions of the Contract.

12. Governing Law - This Contract is and will be deemed to be made in British Columbia and for all purposes will be governed exclusively by and construed and enforced in accordance with the laws prevailing in British Columbia and the laws of Canada applicable therein.

13. Precedence of Documents - In the event of any ambiguity, conflict or inconsistency among any of the provisions of the Contract then the provisions establishing the higher quality manner, or goods and services supplied, using the more stringent standards, with the intent that the provisions which produce the highest quality with the highest level of goods and services, safety, reliability and durability shall govern.

3.3 STANDARD CONTRACT TERMS AND CONDITIONS

1. Accounting Records and Reports - The Supplier shall keep suitable and proper accounts and records of all its reports, correspondence, documents and records relating to the performance of the Services. Such information shall at all reasonable times be open to inspection by the Purchasers who may make copies and take extracts there from. Access to such information shall be for the purposes of determining the Supplier’s compliance with the terms of the Contract. The Purchasers shall also have the right to conduct an audit of any of the statements, records and accounts of the Supplier in relation to the performance of the Services for the purposes of determining the Supplier’s compliance with the Contract.

2. Advertisement – The Supplier will not use the name of any of the Purchasers or any contents of this document in any advertising or publications without prior written consent from the relevant Health Authority.

3. Adverse Material Changes – Due to the nature of the health care sector, the potential for further health care restructuring, and its restrictive funding, in the event of an adverse material change affecting one or more of the Purchasers, the Purchasers reserve the right to cancel or reduce its contractual obligations without penalty.

4. Alternative Products/Materials/Solutions – If the Supplier is the sole supplier of the product, any alternative product(s) should be identified in their submission that includes the brand, model, part number and description. Suppliers are to identify all alternative products in the Supply List with an (*) asterisk. No substitute or alternative product will be accepted by the Purchasers unless agreed to prior to delivery. The Supplier will be responsible for all costs associated with the return of the material if this should occur. Suppliers are requested to provide product performance and specifications for all alternative products quoted (including data as an appendix clearly cross-referencing the appropriate item or items).

5. Amendment, Waiver or Modification - This Contract may not be amended except by a Change Order or by a written instrument signed by Purchasers. No indulgence or forbearance by the Purchasers shall be deemed to constitute a waiver of its rights to insist on performance in full and in a timely manner of all covenants of the Supplier, and any such waiver, in order to be binding upon the Purchasers, must be expressed in writing and signed by the Purchasers and then such waiver shall only be effective in the specific instance and for the specific purpose for which it is given.

6. Authority - The Supplier warrants it has full power and authority to enter into and perform its obligations under this Contract and the person signing this Contract on behalf of the Supplier has been properly authorized and empowered to enter into such Contract. The Supplier further acknowledges that it has read all of the terms, conditions and provisions of this Contract and understands all provisions thereof and agrees to be bound thereby.

7. Business Registration – The Supplier will be required to be registered to conduct business in the Province of British Columbia.

8. Certification and Approvals - Where equipment is being supplied:

(a) All quoted electro-medical equipment must have a certificate of compliance to all the applicable national standards, including CAN/CSA Z32.-04 Electrical Safety and essential Electrical systems in Health Care Facilities. A copy of the certificate(s) outlining all national standards, to which the device has been certified, must be provided upon request.

(b) As required by the British Columbia Electrical Safety Regulation, all electro-medical equipment must be certified by a certification body recognized in BC.

(c) As required by the Canadian Medical Device Regulations, all medical devices must have a Medical Device License. The Medical Device License Number for all quoted medical equipment must be supplied, except if the device is classified as Class I as defined by Health Canada.

(d) Purchasers reserve the right to request copies of all licenses. As required by the Canadian Medical Device Regulations, manufacturers of Class I devices and importers and distributors of all medical devices require an Establishment License. For all quoted devices, the Establishment License Number of the importer, distributor or manufacturer (if applicable) must be supplied.

(e) All equipment must be able to withstand the Hospital testing its essential power system, which is done as described in CAN/CSA Z32.-04 Electrical Safety and essential Electrical systems in Health Care Facilities.

All costs associated with the required approvals and licensing are the responsibility of the Supplier. 

9. Changes to Scope of Service - Purchasers shall have the right to change the scope of Services provided by the Supplier by Change Order including changes in Service standards, increasing or reducing the frequency, level or quality of Services, adding, reducing or deleting Services at any facility and adding, deleting or change facilities, sites or locations of Services provided. The Contract Price will be adjusted to reflect any change in the scope of Services. The amount of any reduction or increase in the Contract Price shall be determined by the Purchasers and the Supplier by taking into account any reduction or increase in capital or labour costs based on the pricing methodology, rates, and costs for the Services set forth in the Supplier’s proposal. If the Purchasers and the Supplier are unable to agree on the appropriate reduction or increase in the Contract Price the matter shall be referred for resolution pursuant to the dispute resolution provisions of this Contract. Purchasers shall not be liable to the Supplier for any loss (including loss of anticipated profit) or damage of any nature arising out of any reduction or deletion in Services. The Supplier shall not be entitled to be paid for any Services not expressly provided for within the scope of the Services or not covered by a duly authorized Change Order.

10. Clear Title – The Supplier warrants clear title to materials/equipment supplied by them and will indemnify and hold Purchasers harmless against any or all lawsuits, claims, demands and/or expenses, patent litigation, infringement, material or material men’s or labourer’s liens, or any claims by third parties in or to the commodities mentioned and supplied by the Supplier.

11. Competitive Pricing – At any time during the term of the Contract, if the contracted services are offered to other health care institutions/Regional/National Groups (with similar annual volumes and delivery schedules) at a cost that is less than the current Contract Price, the Supplier agrees to reduce the Contract Price to that level. 

12. Confidentiality and Freedom of Information - The Supplier acknowledges that all information or materials supplied to or obtained or created by the Supplier is subject to the provisions of the Freedom of Information and Protection of Privacy Act (British Columbia) and the Supplier will document and manage its records in accordance with such Act, applicable provincial and federal legislation and the policies of the Purchasers. Where the Supplier has access to or has custody or control of “personal information” as defined in the Freedom of Information and Protection of Privacy Act (British Columbia) as amended from time to time, the Supplier will, to the extent required by Applicable Law, at all times hold, safeguard, use, disclose, document and manage personal information and all other information and records only in accordance with all Applicable Law including the Freedom of Information and Protection of Privacy Act (British Columbia) as amended from time to time, the policies of the Purchasers, the requirements, policies and orders of the Office of the Information and Privacy Commissioner (British Columbia) and the provisions of the Privacy Schedule attached as Appendix “E”. 

13. Confidential Information - The Supplier shall not disclose or permit the disclosure of any of the Purchasers’ Confidential Information to any third party or use any of the Purchasers’ Confidential Information for any purpose other than the performance of the Services. The Supplier may disclose Purchasers’ Confidential Information only to those of its officers, employees, directors, agents and advisors who require it for the purposes of performing the Services and the Supplier shall cause each recipient of the Purchasers’ Confidential Information to assume and comply with obligations of confidentiality equal to the obligations which the Supplier has assumed under this Contract.

14. Conflict of Interest - The Supplier and its employees shall take all reasonable steps to ensure avoidance of all direct or indirect conflicts of interest between any of their individual interests and those of the Purchasers. If the Supplier or any one of its personnel becomes aware of any reasonable possibility of any such conflicts, then the Supplier shall promptly disclose to the Purchasers the facts and circumstances pertaining to same.

15. Supplier Performance - Purchasers want to ensure the Supplier provides high quality performance during the Contract period. Measurement factors include but are not limited to; quoted on-time delivery of products including fill rates on committed volume contracts; response times; financial impact to support the required delivery dates; the acumen of sales representative; the level of sales support; Contract management responsibilities; problem solving capabilities; respect for the Purchasers policies; ethical conduct and other attributes of leading organizations.

16. Supplier’s Personnel - The Supplier is solely responsible for all aspects of employment and labour relations in connection with its workforce. The Supplier is the employer of its workforce and such employees are not employees or agents of the Purchasers. All such employees shall be under the direct management and sole supervision of the Supplier. No employment relationship is created between the Supplier or any of the employees and the Purchasers. The Supplier shall be responsible for all payroll functions and shall pay in a timely manner all salaries and benefits, taxes, employment insurance premiums, Canada Pension Plan premiums or contributions, Workers Compensation Act assessments and any other assessments or contributions of any kind or nature whatsoever that are payable to any governmental authority in respect of the Supplier’s employees. It is the express mutual understanding and intention of the Supplier and the Purchasers that the Supplier is not a successor to, or common employer with the Purchasers and nothing in the Contract shall be construed, interpreted, understood or implied contrary to that mutual intention and understanding.

17. Supplier’s Taxes - The Supplier shall pay when due all taxes, rates, duties, assessments and license fees that may be payable by the Supplier under applicable law or levied, rated, charged or assessed by any governmental authority in respect of the provisions of the Services to the Purchasers.

18. Copyright – The Supplier expressly warrants that the goods and/or work to be furnished and the productions thereof do not and will not infringe any patent, copyright or industrial design and that the Supplier shall, at its own expense, defend any suit that may arise in respect hereto and hold harmless and indemnify the Purchasers against all claims, demands, costs, charges and expenses arising from or incurred by any such infringement. 

19. Costs - The Supplier shall be responsible for paying its own costs and expenses incurred in connection with the negotiation, preparation and execution and delivery of this Contract.

20. Counterparts - This Contract may be executed and delivered in any number of counterparts with the same effect as if the Purchasers and the Supplier had all signed and delivered the same document and all counterparts will be construed together to be an original and will constitute one and the same Contract. Either party may deliver and execute a copy of this Contract by facsimile facility but that party will immediately dispatch by delivery to the other party an originally executed copy of this Contract.

21. Criminal Records Check - The Supplier shall demonstrate to the Purchasers that it has complied with the requirements of the Criminal Records Review Act (“CRRA”) for the purposes of preventing the physical and sexual abuse of children in the event any of the Suppliers employees or agents will, in performing the Supplier’s obligations under this Contract, have to attend at any of the Purchasers’ premises. The Supplier shall ensure that if any of its employees are charged with an offence involving children, that such employees do not provide Services at any of the facilities. The Supplier will also ensure that any individual who is determined to be a risk to children under the CRRA does not have access to or work with children at any of the Purchasers’ facilities. 

22. Critical Items – Purchasers may identify the critical items (if applicable) in the supply list. Suppliers are to pay particular attention to these items when confirming delivery lead-times and providing assurance of supply.

23. Delivery – All deliveries will be shipped as per INCOTERMS 2000 DDP Purchasers receiving dock or as determined by the individual Purchasers facility in the purchase order and will include freight, delivery, duty paid, insurance, packaging, crating and unloading costs. Packing slips must accompany each shipment that clearly indicates the purchase order and its contents. Suppliers are responsible to ensure all deliveries are sent by authorized carriers and are compliant to all provincial regulations governing the transport of goods, materials and supplies. All goods and materials delivered shall be subject to Purchasers’ inspection and approval notwithstanding prior payment and the Supplier will pay all transportation or other costs associated with rejected goods and materials.

24. Disclosure to Province -  In recognition of the Purchasers’ responsibility to the Ministry of Health Services and the Province of British Columbia for discharging their  reporting obligations the Supplier agrees that Purchasers may at any time and from time to time disclose the terms of this Contract including the nature of the Services, the nature, methods and manner of performance of the Services, the Contract Price and other pricing information and the contents of the Supplier’s proposal to any other Health Authority and their hospitals and health care agencies, the Province of British Columbia, the Ministry of Health Services and SSO Administration Society.

25. Dispute Resolution – A dispute that arises under the Contract as to the interpretation of the Contract, as to a matter to be agreed under the Contract or otherwise arising under the Contract will:

(a) in the first instance be referred to representatives of the parties for resolution in a professional and amicable manner by negotiation;

(b) a dispute which has not been resolved by the party’s representatives within ten (10) Business Days of its being referred to them for resolution may be submitted to non-binding mediation, through the use of a mutually agreeable dispute resolution process; and

(c) if the dispute is not resolved by mediation within a further ten (10) Business Days after being referred to a mediator, it may be submitted by either party for determination through arbitration under the Commercial Arbitration Act (British Columbia). The arbitration will be governed by the British Columbia International Commercial Arbitration Centre in accordance with its “Domestic Commercial Arbitration Rules of Procedure” (“BCIAC Rules”). The arbitration shall be conducted by a single arbitrator appointed in accordance with BCIAC Rules in Vancouver, BC and the award of the arbitrator including any award as to costs will be final and binding on the parties. The reference to arbitration will not preclude a party from applying to a British Columbia court of competent jurisdiction for interlocutory or interim relief.

26. Distribution - Purchasers will require a guaranteed delivery schedule for the awarded products. Suppliers shall ensure that products arrive on-site within the specified timeline as mutually agreed. Suppliers must notify the relevant Health Authority in advance and in writing if they are unable to meet their quoted lead-times.

27. Duty to Mitigate - Without limiting but in addition to all other obligations to mitigate required by this Contract, in all cases where the Supplier is entitled to receive from Purchasers any compensation including resulting from a Change Order the Supplier shall use all reasonable efforts to mitigate such amount required under this Contract to be paid by Purchasers.

28. Education and Training – All education or in-servicing required by any department to effectively utilize the products/services/equipment under Contract will be provided by the Supplier at no cost to Purchasers.

29. Electrical Safety – Any electrical equipment used by the Supplier in the performance of the Contract must be certified by an accredited certification organization such as Canadian Standards Association (CSA) acceptable to Purchasers. If on-site CSA approval is required it will be the Supplier’s Contractor’s responsibility to obtain this approval. All costs of approval or to obtain the required certification will be the sole responsibility of the Supplier.

30. Employee Qualifications - The Supplier shall ensure its employees are competent to perform the Services and are properly qualified, trained and supervised in keeping with the qualification, training and supervision provided by a reasonably prudent supplier of similar services in a healthcare setting. 

31. Employee Conduct - The Supplier shall require all of its employees performing Services to adhere to all existing and future Purchasers’ policies with regard to harassment, workplace conduct and other policies of a like nature. The Supplier shall ensure its employees do not have any contact with patients or staff other than in the normal course of providing Services and at no time shall such contact be inappropriate. The Supplier shall ensure that any employees who do not meet the standards required by this Contract do not provide Services at any of the Facilities and are promptly removed from the work site. Failure to comply with these provisions constitutes a material breach of the Contract entitling the Purchasers to immediately terminate the Contract.

32. Entire Agreement - This Contract together with any portion of the proposal expressly incorporated herein by reference constitutes the entire agreement between the parties and supersedes all prior negotiations and discussions. The parties confirm and acknowledge that there are no collateral agreements, representations or terms affecting or forming part of this Contract other than as set forth herein.

33. Equipment Documentation - Where equipment is being supplied, the Purchasers require no less than two (2) copies of complete and accurate operating instructions and service manuals at no cost to the Purchasers. This documentation shall be maintained and kept current with software upgrades for each of the quoted items. Documentation should include the following:

(a) Specifications;

(b) The circuit diagram and theory of operation;

(c) Calibration procedures;

(d) Trouble-shooting guides;

(e) Photos, block diagrams and schematics;

(f) Price list of the parts;

(g) Any other information which will permit the equipment to be used and maintained safely and effectively. Failure to supply such material will result in non-payment of complete invoice.

34. Equipment Space and Service Requirements - Where equipment is being supplied, the Supplier will ensure that all utility and other services required to operate the equipment, and the dimensions of the rooms in which the Purchasers intends to locate the equipment, meet the minimum requirements, or will indicate what alterations Purchasers would be required to make in order to accommodate and operate the equipment. The Supplier is responsible for any on-site inspections necessary for successful installation of the equipment.

35. Exchanges – No exchanges will be made without authority from the Purchasers.

36. Extension of Services – Purchasers may, at their option, upon not less than thirty-days (30-days) written notice to the Supplier, extend the scope of the Contract to any other hospitals, health care facilities or agencies governed by or affiliated with the Purchasers on the same terms contained in the Contract.

37. Firm Pricing – Pricing shall be fixed for the duration of the Contract and shall not be subject to adjustment unless expressly provided for in the Contract.

38. Force Majeure – If any of the Purchasers or the Supplier fails to perform any term of the Contract and such failure is due to an Event of Force Majeure, that failure will not be deemed to be a default under the Contract. The party affected by an Event of Force Majeure will immediately notify the other party and will take all reasonable steps to minimize the extent and duration of the Event of Force Majeure and the period of all delays resulting from the Event of Force Majeure will be excluded in computing the time within which anything is required or permitted by such party to be done under this Contract, it being understood and agreed that the time within which anything is to be done under this Contract will be extended by the total period of all such delays. During the Event of Force Majeure requiring suspension or curtailment of a party’s obligation under this Contract, that party will suspend or curtail its operations in a safe and orderly manner. “Event of Force Majeure” means any cause beyond the control of any of the Purchasers or the Supplier which prevents the performance by either party of any of its duties, liabilities and obligations under this Contract not caused by its default or act of commission or omission and not avoidable by the exercise of reasonable effort or foresight by that party including explosion, fire, casualty or accidents, epidemics, cyclones, earthquakes, floods, droughts, war, civil commotion, acts of Queen’s enemies, blockade or embargo, and acts of God but excluding lack of or insufficient financial resources to discharge and pay any monetary obligations and excluding increases in commodity prices, inability to obtain labour, equipment or materials, strikes, lockouts or other labour disputes.

39. Freight Insurance – For shipments, where the item value of the item or goods exceeds the shipper’s liability, shipper must declare the actual value of the shipment on the waybill. Non-compliance with this request will result in the shipper assuming full liability if the goods are lost or damaged in transit. Purchasers are considered a “self-insured” entity and for any shipment that is pre-approved to be sent on a freight pre-paid and charge basis, the Supplier will own the goods in transit and be responsible to insure same and the Purchasers will abstain from obtaining additional insurance coverage.

40. Further Assurances - The parties shall, with reasonable diligence, hold all meetings, perform all acts, execute and deliver all documents and instruments, do all such things and provide all such reasonable assurances as may be reasonably necessary or desirable to give effect to the provisions of this Contract.

41. Hazardous Substances - The Supplier shall not bring, install, keep, maintain or use in or on any facility or cause, authorize or permit any person to bring, install, keep, maintain or use any substances, materials, equipment or apparatus which is likely to cause material damage to any facility, the generation, accumulation or migration of any hazardous substance or an adverse effect on the health or well-being of Purchasers’ staff, patients or visitors. Except for articles or things commonly used or generated in hospitals, the Supplier shall not bring, install, keep, maintain or use any hazardous substances or hazardous equipment without the prior written consent of the Purchasers. The Supplier shall ensure all hazardous materials and equipment used or stored on any of the sites shall be kept in accordance with all applicable law, good industry practices and properly and securely labelled and stored under appropriate supervision and used only by the appropriately trained and competent staff and prevent the unlawful generation, accumulation, discharge, emission and migration of any hazardous substances whether at or from any facility or into any conducting media or device serving any facility. The Supplier shall not without the prior written consent of the Purchasers dispose of or permit any sub-supplier to dispose of or transport any biomedical waste outside of Canada.

42. Health and Safety - The Supplier shall have the sole responsibility for the safety of its employees and shall ensure all its employees performing Services are fully trained with respect to and shall fully comply with all policy guidelines, quality standards, rules and regulations relating to infection control issued by Purchasers from time to time. The Supplier shall also ensure its workforce who attend at any of the Purchasers’ premises are vaccinated according to the most recent Health Canada Guidelines and provide initial and ongoing documentation of immunization records at the request of Purchasers.

43. Implementation Plan – Where required by the Purchasers, prior to commencement of the term of the Contract, the Supplier shall prepare and submit to the Purchasers a detailed implementation plan acceptable to the Purchasers which will address all requirements to achieve a smooth and seamless transition of the goods and services from the existing service model(s) in place at each of the Purchasers facilities to the management and control of the Supplier. The Supplier will make any adjustments to the implementation plan as reasonably required from time to time by the Purchasers.

44. Improvements and Efficiencies - The Supplier shall at its cost continuously develop and implement improvements and efficiencies in the performance of its Services through improved familiarity with the environment, redeployment of resources, workload balancing, lowering unit costs through utilization of shared equipment, simplified and streamlined processes, lower carrying and delivering charges and other strategies. The Supplier will identify all potential performance, improvements and efficiencies to Purchasers and shall at the same time provide Purchasers with a calculation of the corresponding savings to the Supplier and the costs of providing such Services. Purchasers will assess whether the proposed performance improvements and efficiencies may be carried out without compromising the service standards and if the Purchasers approve same, the Supplier will implement such improvements and efficiencies for the benefit of the Purchasers.

45. Independent Audit – Any Health Authority may at its cost retain an independent third party to conduct tests and inspections to enable such Health Authority to verify that the Services are being performed in accordance with the terms of this Contract and to ensure supplies and equipment conform to the required specifications.

46. Independent Contractor - The parties are independent contractors. The Contract does not create or establish any relationship as partners, joint venturers, employer and employee, master and servant or principal and agent.

47. Independent Legal Counsel - The Supplier confirms it has obtained independent legal advice in entering into this Contract.

48. Insurance 
Comprehensive General Liability - The Supplier shall, at its own expense and without limiting its liabilities herein, insure its operations under a contract of comprehensive or commercial general liability, with an insurer licensed in British Columbia, in an amount of not less than Five Million ($5,000,000) Dollars per occurrence insuring against bodily injury, personal injury and property damage including loss of use thereof and failure to perform. Such insurance shall extend to and include product and completed operations, owners and contractors protective, broad form all risks property damage, non-owned auto, blanket contractual, contingent employers, cross-liability, employees as additional insured’s and tenant’s legal liabilities. All insurance other than automobile insurance shall be stated to be primary insurance and shall not require the insuring of or contribution to any loss by any insurer of the Purchasers, and shall contain a breach of warranty clause whereby a breach of condition by the Supplier shall not eliminate or reduce coverage for the Purchasers. If written on a layered basis, such policy shall provide that upper layers insurers coverage responds (including in respect of any defence obligation under any liability policy) in case of exhaustion of any underlying insurance, or in the case of insolvency of any underlying insurer.
Such policy of insurance shall contain:

(a) an endorsement showing that such policy shall not be terminated, cancelled or materially altered in any manner unless 30 days prior written notice of such termination, cancellation or variation is provided to the Purchasers;
(b) a cross-liability clause showing that each of the named insured’s and additional insured’s shall be entitled to indemnity from the insurer in respect of liability to any one or more of the insured’s or additional insured’s and a waiver of subrogation clause against the Purchasers and the additional insured’s;
(c) an endorsement adding Purchasers and their directors, officers and employees as additional insured’s.
Vehicle Insurance - The Supplier shall maintain automobile liability insurance on all vehicles (owned, leased, rented or borrowed) used in the performance of the Contract in an amount of not less than Two Million ($2,000,000) Dollars per occurrence.
Evidence of Insurance - On the request of the Purchasers at any time and from time to time the Supplier shall provide the Purchasers with evidence of such insurance coverage in the form of a Certificate of Insurance satisfactory to the Purchasers. The Supplier shall similarly file with the Purchasers evidence of each renewal of insurance coverage at least 10 days prior to the expiry of any insurance coverage required by this Contract.

49. Invoices - Invoices shall match the Purchase Order sequence of items listed. Suppliers are to send invoices in duplicate, to the address identified in the subsequent Contract or purchase order Attention:  Accounts Payable. The invoice must show the authorized purchase order number, itemized list of goods or materials being invoiced for and a Supplier contact name and phone number for invoice problem resolution should the need arise. Agreed charges for freight, postage, insurance, crating or packaging, etc. must be shown as separate line item on the invoice(s). GST and PST must also be shown as separate line items on the invoice. Suppliers also agree to support and assist the Purchasers in regards to any tax challenges or status changes that their assistance may be required to address. Purchasers will not be considered in default of payment terms if the payment process is delayed due to incorrect pricing. 
50. Liability Following Termination – In the event of early termination of the Contract by the Purchasers in accordance with the terms of the Contract, the Supplier agrees that the Purchasers shall not be liable to the Supplier for any loss (including loss of anticipated profit), or damage of any nature including any special, incidental, direct, indirect or consequential damages arising out of such early termination.  The Purchasers shall not be under any obligation to the Supplier save and except for the payment of such goods as may have been delivered to the  Purchasers and such Services as may have been performed in accordance with the terms of the Contract up to the date of termination.

51. Liability for Employees’ Services - Purchasers shall not be liable for and the Supplier shall indemnify and hold harmless the Purchasers, their directors, officers, employees, servants and agents from and against any damages or compensation payable to any employee of the Supplier or his or her legal representatives in respect of any injury, loss or death suffered by such employee arising out of or in connection with the observance or performance of this Contract including without limitation any claim made against the Purchasers pursuant to the provisions of the Occupier’s Liability Act R.S.B.C. 1966, c.337, unless caused by the negligence or wilful misconduct of such Purchasers. This indemnity will survive termination of the Contract.

52. License and Registration - The Supplier shall have obtained licenses where required by legislation. The Supplier shall comply with all applicable laws of any governmental authority having jurisdiction which is either expressly or by implication applicable to the provision of the Services.

53. Limit of Force Majeure - If an Event of Force Majeure prevents the Supplier from providing Services at any facility for a period of one or more days, the Purchasers may thereafter without incurring any liability to the Supplier on notice to the Supplier, either suspend in whole or in part the performance of further Services on a facility by facility basis or for all facilities or terminate this Contract with respect to the affected Services, or if all Services are prevented, the entire Contract. In the event of such suspension, the Supplier agrees it will vacate the affected site(s) along with all of its employees and equipment until such period of time as the Purchasers may determine and the Purchasers shall have the right to obtain substitute Services from a third party or through its own forces at its sole discretion for the duration of such period of suspension. In the event of such termination, Purchasers shall be entitled to a refund of all prepaid costs related to the Services prevented by the Event of Force Majeure.

54. Monitoring Service Standards - The Supplier’s adherence to the required Service standards will be monitored by the Purchasers through a number of means including without limitation, observation, monitoring of progress towards targets, periodic audits including joint audits and audits by an independent third party acceptable to the Purchasers and the Supplier. Deficiencies in service standards, depending upon their severity and frequency, may result in the application of predefined and pre-agreed financial penalties if same are agreed upon by the Purchasers and the Supplier prior to commencement of the term. The Supplier acknowledges that the Purchasers require that Services be provided at continuous levels in accordance with the Service standards notwithstanding any work stoppage by the Supplier’s employees or any labour dispute and that the rights of suspension and termination under this Contract are reflective of this requirement.
55. Notices - All notices, consents or other communications other than day-to-day communications, provided for under this Contract shall be in writing and shall be deemed to have been duly given and to be effective, if mailed three (3) Business Days after being deposited in the post as registered, postage prepaid, return receipt requested, addressed as follows and if delivered or sent by facsimile communication on the date of delivery or sending by facsimile to the parties at the respective addresses specified in the RFP and proposal or at such other address as the party to whom the notice is sent shall have designated in accordance with the provisions of this Section.

56. Onsite Evaluations – On-site evaluations of quoted goods, materials, supplies, equipment or required service may be required. If so, the Supplier will be responsible for all costs to supply products including all training and instructional use material. The Supplier is also responsible to ensure delivery is to the destination as identified in the RFP or as advised. The Supplier will be required to ensure the ‘evaluated’ products are picked up on a timely basis after the evaluation or demonstrations are completed. A ‘no-charge’ purchase order may be issued for recording and tracking purposes only. This includes all promotional material identified as ‘evaluation only’ or ‘trial basis only’. The Supplier will provide all material on a FOB destination prepaid basis.

57. Packing - All material shall be suitably packed and marked to secure lowest transportation costs and in accordance with the requirements and regulations of that particular shipment and sent by qualified common carriers. No charge will be allowed for packing, boxing, crating, marking, cartage, or storage unless stipulated with the Contract or purchase order expressly accepting the specifics of the charges. Any damaged material, product or supplies, upon the Purchasers’ inspection, that have not been packaged, or packed for transport to ensure proper protection, will be reported to the Supplier. Furthermore, the Supplier will: (a) arrange and replace the damaged goods with expedient effort; (b) accept all charges and administration services to ensure the return process is completed in a timely manner including the replacement of the product, material or supplies of equal quality and value; and (c) assist and follow up to ensure the Purchasers receive the replaced product, material or supplies in a timely manner. The Supplier assumes all costs and responsibilities associated with damaged product, material or supplies.

58. Packing Slips - All shipments must be accompanied by a packing slip with the Purchasers’ purchase order clearly identified. Suppliers are also requested to ensure the packing slip(s) are itemized and sequentially match the purchase order. Purchasers will not be in default of payment terms if the payment is delayed due to the additional time that may be required to data enter and process an invoice or packing slip that does not match the sequential order of items on the purchase order.

59. Parking - The Supplier and its employees will be required to make their own parking arrangements. Where parking is available at any of the facilities the Supplier and its employees will be required to pay for parking at the normal rates established for members of the public parking at such facilities.

60. Patents – The Supplier expressly warrants that the goods and/or Services to be furnished and the production or sale, does not and will not infringe any patent or industrial design process.
61. Patient Information - The Supplier recognizes patients’ right to privacy. The Supplier shall not disclose or permit disclosure of personal information or patient information and shall take all necessary steps including appropriate technical and organizational and physical security measures such that the Supplier and its staff shall protect, secure and not disclose any patient information.

62. Damages for Non-Performance – the Purchasers and the Supplier will implement any damages program which they may agree to prior to the commencement of the term. Any such program will be included as an appendix to the Contract.

63. Permits and Licensing - The Supplier covenants and agrees to be responsible, at it sole cost and expense, for obtaining and maintaining throughout the term of the Contract all required permits, approvals and licenses which are or may be required by law in connection with the provision of the goods or services and shall comply and shall require all of its employees, agents and sub-suppliers to comply with all applicable law of any governmental authority having jurisdiction.

64. Purchasers Policies - The Supplier agrees to comply with Purchasers’ policies including without limitation security, fire and safety, infection control, site orientation and other policies relating to the health and safety of patients and other users of the facilities.

65. Press Releases - The Supplier will not make any press release or other disclosures with respect to the execution and delivery or performance of this Contract or any matter related to the Contract unless the Purchasers have approved such press release or disclosure. All media releases shall be coordinated with the Purchasers and shall be subject to prior approval of the Purchasers, which approval may be arbitrarily withheld.

66. Product Consideration – Purchasers may decide not to undertake product evaluations if deemed to be too resource intensive or time consuming and reserve the right to make a conditional award of a product or products for up to ninety (90) days for product evaluation(s) or on a trial basis at selected sites or departments at no additional cost. Suppliers are requested to communicate product support requirements e.g. sterile processing, reusable and disposable components.

67. Protection of Personal Information - Where the Supplier has access to or has custody or control of “personal information” as defined in the Freedom of Information and Protection of Privacy Act, the Supplier shall at all times document and manage personal information and all other information and records in accordance with all applicable law including the Freedom of Information and Protection of Privacy Act (British Columbia) and the provisions of Appendix G.

68. Purchase Orders – Separate purchase orders may be issued by the Purchasers to the Supplier. The Supplier will provide toll-free telephone and fax numbers or accept collect calls from the Purchasers for order shipment or delivery enquiries. Notwithstanding execution of the Contract, Purchasers will not be responsible for the payment of any products without an official purchase order.

69. Quality Assurance Plan – Where required by the Purchasers the Supplier shall develop, provide to Purchasers and maintain in effect throughout the term a quality assurance plan acceptable to Purchasers for each facility which will provide a coordinated systematic approach to quality that will measure and assess the structure, process and performance of Services and will insure deficiencies are corrected before the level of Service becomes unacceptable to Purchasers. The Supplier will implement any changes in its quality assurance plan that may be required for the Supplier to meet or exceed the Service standards and will make any adjustments to its quality assurance plan as may reasonably be required by the Purchasers from time to time to ensure the Supplier’s performance requirements are met.

70. Quality Assurance Reports – Where required by the Purchasers the Supplier shall provide the Purchasers on a monthly basis or at other such times as the Purchasers may require, a comprehensive report detailing adherence to the Services standards, quality monitoring scores, quality assurance plan activity and other matters relating to the Supplier’s performance as may be reasonably be requested by the Purchasers from time to time.

71. Recycling Program – Where the Supplier is providing Services at the Purchasers’ facilities the Supplier shall participate in a recycling program approved by Purchasers. The Supplier will also clean up frequently all refuse, rubbish, scrap materials and debris and spills caused by its operations so that at all times the work site shall present a neat, orderly and clean appearance.

72. Returns – In the event of damaged, defective or substandard product, Purchasers will return the product to the Supplier for replacement. The Supplier will be responsible for all costs associated with return and replacement of the damaged, defective, incorrect, or substandard product. This will include all freight, packaging and handling costs. Purchasers will not accept any charges related to damaged, defective, incorrect or substandard product. Purchasers will not be responsible for any restocking charges associated with returns.

73. Security Requirements - Only employees of the Supplier specifically assigned to perform the Services will be allowed to enter the facilities. Where required by the Purchasers, the Supplier shall ensure that all sub-suppliers and service representatives that enter the facilities are reported to the Purchasers’ representative so that Purchasers’ representative will be aware of who is on the site and the duration of the site visit. The Supplier shall comply with all relevant Health Authority policies relating to building keys and card access systems and shall be held responsible for any loss of security due to the misuse or loss of keys and/or access cards.

74. Services - The Supplier shall provide continuous and uninterrupted Services in accordance with the Service standards, requirements, terms and conditions of the Contract. Such Services shall be performed to a standard of care, skill and diligence maintained by persons providing on the highest commercial standard, similar services. Should any Services or materials be required for the proper performance of the Contract which are not expressly or completely described in the Contract and are reasonably associated with or necessary for the proper and timely performance and provision of the Services, then such Services or materials shall be deemed to be implied and required by the Contract and the Supplier shall furnish them as if they were specifically described in the Contract as part of the Services.

75. Service Standards – In providing the Services, the Supplier shall at all times meet and exceed the standards of the industry, the standards as described in the Contract and the Service levels and quality standards provided by the service model(s) currently in place at the facilities. Purchasers shall have the right at any time to revise such Service standards by Change Order and the Supplier shall promptly make all required adjustments to its operations to accommodate such revised Service standards. All Services will be provided to the complete satisfaction of Purchasers and will be conducted in a manner as not to interrupt or interfere with Purchasers’ operations or the care and treatment of patients and the general public.

76. Set-off – Purchasers shall be entitled at all times to set-off against any amount due or owing to the Supplier by the Purchasers under the Contract any amount or amounts for which the Supplier is or may be liable by virtue of the Supplier’s failure to comply with any statutory or regulatory requirement, duty or obligation arising out of or relating to the performance of the Contract including, without limitation, the Supplier’s failure to make timely payment of any or all assessments under the Workers’ Compensation Act of British Columbia or any similar legislation in any other jurisdiction. Purchasers shall also have the right to withhold any payment which relates to that portion of the Services which have not been provided by the Supplier in accordance with the terms of the Contract until such time as the dispute is resolved.

77. Software – Suppliers that provide submissions for Services, equipment or products that incorporate or use software components, may if required by Purchasers be required to place the software code in escrow and in common, readable programming language. Escrow is to be placed with an authorized, qualified company approved by Purchasers. It is also the Supplier’s responsibility to ensure that Purchasers has all licenses required to use any software that may be supplied by the Supplier. Pursuant to the Contract. All data developed by or for Purchasers and all data developed or created or arising out of this Contract is and will be owned solely by Purchasers.
78. Subcontracting – The Supplier will not assign this Contract or any part thereof or enter into any subcontract for any or all of the Services without the prior written consent of the Purchasers, which consent may be arbitrarily and unreasonably withheld. Approval by the Purchasers of a subcontractor shall not relieve the Supplier of its obligations under the Contract except to the extent those obligations are in fact properly performed. In the event the Purchasers approves a subcontractor the Supplier shall secure compliance and enforce at its own expense for the benefit of the Purchasers, each of the Supplier’s contracts with subcontractors. Nothing contained in this Contract shall create any contractual relationship between the subcontractor and the Purchasers. The Supplier agrees to bind every subcontractor to the terms and conditions of the Contract which are appropriate and applicable to the work to be performed by the subcontractor and the Supplier shall be fully responsible to the Purchasers for the acts and omissions and errors of all subcontractors and of persons directly or indirectly employed or contracted by them and for coordinating activities of the approved subcontractors. Purchasers, acting reasonably shall be entitled to impose any term or condition in connection with any approval of any proposed assignment or subcontract in order to ensure the continued and effective provision of goods or services to the Purchasers. Subcontracting to any firm or individual who’s current or past or other interests may, in the Purchasers’ opinion, give rise to a conflict of interest in connection with the Contract will not be permitted. 

79. Substitute Services – If the Purchasers choose to obtain substitute Services due to service delays or disruption, the Supplier must reimburse the Purchasers for the difference, if any, between the charges incurred by the Purchasers for the substitute services and the charges specified in the Contract that the Purchasers would owe if not for the service delay and disruption. If the Purchasers decide to permanently use the substitute service from a third party the Contract Price will be adjusted accordingly.

80. Successors and Assigns - The Contract and any interests, rights and/or benefits thereunder may be assigned by any of the Purchasers to any successor in title and/or to SSO Administration Society as agent for the Purchasers and/or to any other body charged by any Health Authority to monitor the performance of this Contract or otherwise. This Contract and the rights and obligations of the Supplier may not be assigned by the Supplier without express written consent of the Purchasers. This contract and the rights and obligations of each party herein enure to the benefit of and bind each party its successor and permitted assignees.

81. Supplier to Indemnify - The Supplier shall defend, indemnify and hold harmless the Purchasers and each of them and their directors, officers, employees, servants and agents from and against any and all losses, claims, demands, damages, actions, causes of action, costs and expenses (including legal expenses calculated as between a solicitor and his or her own client) any Purchaser may sustain or incur at any time, either before or after the expiration or termination of the Contract, arising directly or indirectly by reason of  (a) any defect or malfunction in the Supplier’s Product; or (b) any breach of the Contract by the Supplier, or any agent, employee, director, officer or sub-supplier of the Supplier; (b) the acts or omissions of the Supplier, or any agent, employee, director, officer, or sub-contractor of the Supplier; or (c) the acts or omissions of the Supplier, or any agent, employee, director, officer or subcontractor of the Supplier including any injury to or death of any person or any damage to any and all persons or property, whether deliberate, accidental or through negligence except to the extent that any such claim arises solely from the negligence of the Purchasers. Purchasers shall not be liable in tort to the Supplier for any act or omission of the Purchasers relating to or in connection with the Contract. This indemnity will survive termination of the Contract.

82. Supplies, Materials and Equipment - The Supplier shall at its expense provide all materials, supplies and equipment for the performance of the Services. No substitute or alternate products or equipment will be used unless agreed to by the Purchasers. All equipment, supplies and materials used by the Supplier shall be in good working order and free from defects. All machinery and electrical devices used shall conform to CSA standards and bear CSA approval labels. All costs of approval to obtain the required certification will be the sole responsibility of the Supplier.

83. Survival - All obligations of the Supplier which by their terms are intended or are appropriate to survive the termination of the Contract shall survive the cancellation, termination or expiration of the Contract.

84. Suspension of Services – In any circumstance where the Purchasers are of the view that the Services as performed by the Supplier are either not in accordance with the requirements of the Contract or pose any unacceptable risks to the safety of patients receiving the Services, the Purchasers may without incurring any liability to the Supplier immediately suspend in whole or part performance of further Services on a facility by facility basis or for all facilities on written notice to the Supplier for such a period of time as Purchasers may determine in which case the Supplier agrees it will vacate the affected site(s) along with its employees and equipment until such period of time as the  Purchasers may determine.

85. Taxes – Purchasers will pay any goods and service tax payable in respect of the various goods and services provided by the Supplier in accordance with the requirements under the Excise Tax Act (Canada). The Supplier will assist the Purchasers in the recovery of any goods and services tax credits and will support any requests for tax interpretations or rulings that may assist the Purchasers to reduce expenses. Any reduction, rebate or remission of goods and services tax collected by the Supplier from the Purchasers will be reimbursed to the Purchasers. Purchasers will also pay any provincial sales tax that may be required under the Social Services Tax Act. If the Contract Price includes provincial sales tax the Supplier will remit all applicable provincial sales tax to the appropriate governmental authority. 

86. Technology Change – The Supplier agrees as follows:

(a) The Purchasers may re-negotiate the Contract if, in the opinion of the Purchasers, the equipment or software provided by the Supplier is no longer considered “state of the art” and/or in the event the equipment or software is displaced by new technology during the term of this Contract.

(b) New technology is defined as hardware or software which is not offered for sale in British Columbia as of the Closing. It includes but is not limited to new equipment or software subsequently offered for sale by any company or developed internally by the Purchasers, or brought into use as a result of regulatory changes affecting the operations of the Purchasers.

(c) The Purchasers shall have the right during the term of this Contract to evaluate for a period not to exceed six (6) months such new technology. During this evaluation period, a Health Authority may reduce its purchases of equipment or software under this Contract by the amount of the evaluation equipment or software used, if applicable. If after evaluating such new technology, the Purchasers are interested in utilizing this new technology, the Purchasers shall inform the Supplier in writing and the Supplier shall have up to six (6) months to develop comparable new technology and present it to the Purchasers. Purchasers shall purchase the new technology developed by the Supplier as long as the equipment or software are comparable, competitively priced and acceptable as determined by the Purchasers in their sole discretion. If the Supplier is unable to provide such new technology within such six (6) month period, then the value of such new technology purchased elsewhere shall be deducted from the annual purchase requirement, if applicable and the Contract Price payable to the Supplier shall be reduced accordingly.

87. Term of Contract – The Contract commences on the date(s) specified as part of the Contract. 

88. Termination for Default – Without limiting the other remedies available to the Purchasers, the Health Authority will have the right, at its option, to immediately terminate the Contract in whole or in part if:

(a) the Supplier fails to provide the Services when required by the terms of the Contract or fails to fill orders of the correct quantity and quality on time and such failure is not cured within twenty-four (24) hours of receiving written notice of such failure from any Health Authority;

(b) the Supplier is in breach of the confidentiality provisions of the Contract;

(c) the failure by the Supplier to comply with the Criminal Records Review Act or the provisions of Appendix E;

(d) if any representation, warranty or statement by the Supplier in its proposal or this Contract is false, inaccurate or misleading;

(e) the Supplier becomes bankrupt or insolvent, takes the benefit of any act now or hereafter, makes an assignment for the benefit of its creditors or any arrangement or compromise or files any proposal or notice of intention to file a proposal;

(f) proceedings are initiated against the Supplier under the Bankruptcy and Insolvency Act;

(g) a receiver or receiver manager is appointed in respect of all or part of the property or business of the Supplier;

(h) proceedings are instituted by the Supplier or any other person for the winding up of the Supplier or other termination of the corporate existence of the Supplier; or

(i) the Supplier is in breach of any other provision of the Contract and the breach is not cured within seven (7) days of receiving written notice of such breach from a Health Authority;

(j) all costs associated with the termination and transfer of Services from the Supplier shall be borne by the Supplier;

Notwithstanding any other provision of this Contract, the occurrence of any of the above events of default on the part of the Supplier shall constitute a breach of this Contract and shall give rise to a right by the Purchasers to initiate any one or more of the following remedies:

A.
to immediately terminate this Contract in whole or in part upon notice to the Supplier;

B.
to initiate legal action against the Supplier for damages;

C.
to pursue any other remedy or remedies available at law or in equity to the Purchasers; or

D.
to suspend in whole or in part further performance of the Services by the Supplier.

Upon terminating the Contract under any of the above provisions the  Purchasers shall be relieved from all further obligations and may take such steps as it deems necessary to provide for the continued and uninterrupted provision of the Services through its own forces or from another service provider. Termination of the Contract by Purchasers shall not deprive a Health Authority of any of its rights, remedies or actions at law or in equity including the right to claim for damages arising from or related to any event of default by the Supplier.

89. Termination Transition Plan - If required by Purchasers the Supplier shall develop and present to Purchasers a termination transition plan acceptable to Purchasers which will demonstrate how the Supplier, in the event of termination of this Contract, or expiry of its term, will ensure a positive seamless transition from the service model established by the Supplier in place at the date of such termination to the service model of another service provider. The Supplier will implement such termination transition plan forthwith upon being requested to do so by Purchasers at no additional cost to Purchasers.

90. Training - All reasonable in-service training on the use of the Supplier’s product will be provided by the Supplier at no cost to Purchasers.

91. Transfer of Ownership - All pricing quoted will be for INCOTERMS 2000 DDP unless otherwise stated.

92. Value Added Services - The Supplier shall provide Purchasers with any value added services described in its proposal. Such value added services shall be provided to Purchasers at no charge.

93. Waiver - A waiver of a breach or default under the Contract shall not be a waiver of any other breach or default. The failure of a party to enforce compliance with any term or condition of the Contract shall not constitute a waiver of such term or condition.

94. Warranties - The Supplier warrants that all Services will be performed with reasonable care, diligence and skill and at least in accordance with the standards of care generally practiced by competing suppliers of similar services. The Supplier further warrants the goods or equipment supplied and work and/or services performed under this Contract will conform to the specifications herein, are free from defects and/or imperfections, are merchantable and fit for the purposes for which they are ordinarily employed, and are available for delivery to Purchasers at the time of submission of the Supplier’s proposal. The Supplier shall be liable for all damages to Purchasers and its patients and employees incurred as a result of any defect or breach of warranty contained in this Contract. The Supplier’s warranty shall extend for no less than a period of twelve (12) months after the goods, equipment, or Services are delivered and accepted by Purchasers and applied to their intended use.

95. WCB Certification – The Supplier agrees to comply with all the requirements of the Workers Compensation Act (British Columbia) and obtain and maintain during the term necessary coverage for the Supplier and its employees and shall provide a WCB clearance letter indicating all assessments have been paid. WCB coverage shall be maintained by the Supplier during the term. The Supplier shall comply with all applicable law including without limitation the Labour Relations Code, Workers Compensation Act (British Columbia), the Employment Standards Act (British Columbia), the Occupational Health and Safety Regulations and Human Rights Code as amended from time to time and shall provide evidence of the Supplier’s compliance with WHMIS when requested by Purchasers.
SECTION 4: 
PROPOSAL EVALUATION

4.1 EVALUATION AND SELECTION

1. Proposals should challenge and identify “best practices” which may benefit both the Purchasers and the Proponent.

2. Proposals will first be reviewed by the Purchasers for compliance with any mandatory criteria. Proposals not meeting the mandatory criteria will be rejected if the RFP is submitted late or is not signed in all of the prescribed places and will be rejected for failure to comply with other mandatory criteria at the option of the Purchasers without further consideration..

3. Purchasers reserve the right to request clarification of the proposals. A request for clarification will not entitle a Proponent to revise, resubmit, alter or amend its proposal.

4. The evaluation may result in the selection of one party with whom the Purchasers wishes to negotiate a Contract. The selection of the one party does not ensure that a Contract will be executed and the award of a Contract is in all cases conditional on the proponent executing a contract with terms and conditions acceptable to the Purchasers.

5. If a Proponent submits a proposal that is acceptable to Purchasers in its entirety without any changes required by Purchasers, Purchasers may negotiate a Contract based on that proposal. If a Proponent’s proposal is not acceptable in its entirety, the Purchasers at their discretion may negotiate a Contract with that Proponent. If any such negotiations on the Contract or proposal are not successful within such period of time as Purchasers may require, Purchasers may at any time discontinue further negotiations and discussions with any Proponent and may at any time commence negotiations with the next highest-ranking Proponent and finalize a Contract in accordance with the foregoing process with that Proponent. The foregoing process may be undertaken until a Contract is executed and negotiations have been terminated by the Purchasers.

6. Notwithstanding the foregoing, if a Health Authority in its sole discretion is not satisfied with any of the proposals received or with the result of negotiations between the Purchasers and any Proponents, then notwithstanding anything to the contrary in this RFP or any custom of the trade or duty of fairness to the contrary, the Purchasers may terminate this RFP.

7. Award of a Contract is in all cases is conditional on the Proponent executing a Contract with terms and conditions acceptable to Purchasers. The Contract will be in a form and contain terms and conditions consistent with the RFP and those portions of the Proponent’s proposal acceptable to Purchasers. Purchasers may negotiate modifications or variations to the goods and services set out in the Proponent’s proposal in order to satisfy operational or administrative requirements.

8. An unsuccessful Proponent may request a debriefing from Purchasers. Purchasers may, in their absolute discretion provide such debriefing, at which time, Purchasers may advise the Proponent, in a general manner, of the reason for the non-acceptance of the Proponent’s proposal. Only that Proponent’s proposal will be reviewed.

4.2 EVALUATION CRITERIA

1. Evaluation of proposals will be made by a committee of individuals designated by Purchasers, in their sole discretion.

2. The evaluation committee will assess proposals against the requirements identified in the RFP. Proposals not meeting these requirements may be rejected without further consideration at the absolute discretion of the evaluation committee. The following criteria and weightings will be applied in evaluating proposals. The evaluation team members will evaluate each proposal based on the information provided and will assign points per selection criteria for a total out of 300 points. Purchasers reserve the right to waive any of the evaluation criteria or to modify the weightings if it is considered in the best interests of Purchasers to do so and will advise Proponents a minimum of seven days prior to the close of the RFP. The selection criteria and weighting are as follows:

	SELECTION CRITERIA
	Weighting %

	6.2 Compliance to RFP and Standard Contract Terms and Conditions
	5 %

	6.3 Company Background and Strengths
	10 %

	6.4 Functional Requirements & Compliance to FHA   Software Environment
	Technical 20 %

	
	Business 35 %

	6.5 Value Adds
	10 %

	6.6 Total Cost
	20 %

	Total
	100 %


3. Notwithstanding anything herein in this RFP otherwise provided, Purchasers in their sole and unfettered discretion may take into consideration additional criteria and may adjust weightings accordingly, with a minimum of seven days notice prior to the RFP closing date. In considering the proponents proposal, the direct and indirect costs and non-monetary impact upon Purchasers will be taken into account. The evaluation process will be conducted solely at the discretion of Purchasers. Purchasers’ evaluation of proposals shall remain confidential and Purchasers are not obligated to disclose its evaluation of a proposal to any Proponent or third party.
4.3 ESTIMATED TIMELINES

The following timetable outlines the anticipated schedule for the RFP and Contract process. The schedule provided is for information only. Timing and sequence of events may vary and Purchasers will ultimately determine the timing and sequence of events.

	EVENT
	ANTICIPATED DATE

	RFP Issued
	January 08, 2010

	Receipt Confirmation Form returned
	January 14, 2010

	Enquires and questions submitted by
	January 21, 2010

	Proponent Meeting (tel-con)
	N/A

	RFP Closing
	Feb 05, 2010 at 12:00 Noon Pacific Time

	Short List
	Feb 19, 2010

	Proponent Presentations
	Week of March 08, 2010

	Contract Award
	March 15, 2010

	Contract Commencement (on or about)
	March 23, 2010


SECTION 5: 
PROJECT SCOPE

5.1 PROJECT SCOPE

Purchasers invite proposals from qualified parties to provide a Self Registration Kiosk Solution to the sites identified in this RFP. 
Unless otherwise stated in this RFP, all statistical information is to be considered estimates. Purchasers encourage Proponents to submit alternative methods of service delivery if the intended goals and specifications are met and their alternatives are proven successful in reducing overall costs of their services to Purchasers. Proponents are requested to identify specific service restrictions or terms to ensure successful delivery of products. Proponent performance will be tracked based on their ability to meet quota product deliverables on time and to the level of service described.

Purchasers reserve the right to alter the RFP by adding or deleting service delivery requirements/levels as required by Purchasers. Purchasers will obtain pricing for any additional sites or any material changes to the original scope of work. Any changes or modifications on the project scope will be posted on BC Bid no less than 7 days prior to the RFP Close.

5.2 CONTRACT DURATION

The Contract will be for an initial term of three years with two (2) two-year options at the discretion of the Purchasers.
5.3 PRICING

The Purchasers require pricing which will enable them to calculate a total cost for the duration of the Contract.

The specifications and Total Cost Form, Sections 6.4 and 6.6, are to be completed by the Proponent according to the requirements set forth therein. All pricing structures as requested are a significant requirement and failure to provide complete pricing may, in the discretion of Purchasers, result in disqualification of the proposal.

Please identify any additional pricing strategies that would benefit Purchasers. Include any additional charges or surcharges that Purchasers could incur which are over and above your quoted price.

Quote prices at best cost(s) and show discounts for additional volume and final Purchasers cost(s), in Canadian funds, federal goods and service tax and BC provincial sales tax extra, where applicable. Delivery will be duty and brokerages paid.  INCOTERMS 2000 DDP are to be included in unit prices. Indicate PST and GST status for each item.

The Proponent must extend the same price, terms and conditions to any of Purchasers’ hospitals, health care agencies or facilities for which they are responsible or with which they are affiliated.

Delivery will be prepaid INCOTERMS 2000 DDP the Purchasers’ facility loading dock or as requested by individual site locations and will include freight, delivery, duty paid, insurance, packaging, crating and unloading costs.
SECTION 6: 
PROPOSAL REQUIREMENTS

6.1 PROPOSAL FORMAT AND INSTRUCTIONS

The format, sequence, and requirements documented in this Section of the RFP should be followed in order to provide consistency and ensure each proposal receives full consideration. Specific details can be referred to and provided as appendices if convenient.  

The Proponent’s proposal should follow the use of the identical format (and numbering system) as provided in the RFP. All pages should be consecutively numbered following the same format as the RFP.  

The proposal should also include the following structure:

1. Formal letter of Introduction

2. Table of Contents including page numbers and appendices
3. Executive Summary excluding cost information

4. Proponent’s standard Software Licensing Agreement, Software Support Agreement and Escrow Agreement included in separate appendices.

5. Proposals should be written in clear, concise language that allows for ease of retrieval and understanding by the evaluation team / committee

The hard copy (original) proposal should be bound to allow the document to lay flat. 

6.2 COMPLIANCE TO RFP AND STANDARD CONTRACT TERMS AND CONDITIONS

Describe any proposed variations to the Standard Terms and Conditions in Section 3.3 and follow the instructions in Section 3.1 and Appendix A of the RFP 
6.3 COMPANY BACKGROUND AND STRENGTHS
Complete the questions in the Company Background and Strengths Form which is embedded into this RFP. The questions are to be addressed in the order provided within your proposal. Your proposal should clearly cross-reference to the corresponding question. If a Proponent wishes to include additional information that is not requested, such information is to be cross-referenced and contained within a separate Appendix. To reduce the impact on the environment, do not include marketing and sales brochures. 

[image: image1.emf]6.3 COMPANY  BACKGROUND AND STRENGTHS.xls


6.4 FUNCTIONAL RREQUIREMENTS AND FHA COMPLIANCE TO FHA SOFTWARE ENVIRONMENT
Complete the questions in the Functional Requirements Form which is embedded into this RFP.  The questions are to be addressed in the order provided within your proposal. Your proposal should clearly cross-reference to the corresponding question. If a Proponent wishes to include additional information that is not requested, such information is to be cross-referenced and contained within a separate Appendix. To reduce the impact on the environment, do not include marketing and sales brochures. 

[image: image2.emf]6.4 FUNCTIONAL  REQUIREMENTS.xls


Proponents are to include in their Proposal a completed FHA Software Assessment Form which is embedded into this RFP. 

[image: image3.emf]6.4 FHA SOFTWARE  ASSESSMENT Version 6.1.doc


6.5 VALUE ADDS

Complete the questions in the Value Adds Form which is embedded into this RFP. The questions are to be addressed in the order provided within your proposal. Your proposal should clearly cross-reference to the corresponding question. To reduce the impact on the environment, do not include marketing and sales brochures. 

The TOTAL COST TABLE and VALUE ADDS portion of the Proposal should be submitted in a separate file (for electronic copies) and a separate sealed envelope (for hard copy) with the Proponent’s name and RFP name and number.
The SSO Administration Society will, on behalf of the Purchasers, agree with the Proponent as part of the Contract negotiations which Value Adds are to be included and where the Value Adds are to be directed. This is to ensure that Value Adds received are appropriate, fill a need, deliver value and do not result in additional costs.

[image: image4.emf]6.5 VALUE ADDS.xls


6.6 TOTAL COST

1. The Purchasers require pricing which will enable them to calculate a total cost for the duration of the Contract. Purchasers prefer firm, all-inclusive fixed pricing. Please provide pricing and confirm whether it is fixed for the term of the Contract.

2. Proponents are to include in their Proposals a completed Total Cost Table which is embedded into this RFP. 
3. The TOTAL COST TABLE and VALUE ADD portion of the Proposal should be submitted in a separate file (for electronic copies) and a separate sealed envelope (for hard copy) with the Proponent’s name and RFP name and number.  

4. Proponents should complete the Total Cost Table according to the requirements set forth below:

i. Prices should be quoted in Canadian funds.

ii. All costs should be included in the quoted prices, excluding Goods & Services Tax (GST) and BC Provincial Sales Tax (PST), where applicable.  Indicate GST and PST status for each line item separately.

iii. Subject to the terms of the Contract, any prices submitted will be deemed to be firm for the duration of the term of the Contract unless the Proponent includes in its Proposal a proposed price adjustment and timing mechanism, which must include a minimum of 30 days written notice to the Purchasers of any required price adjustment.

iv. For delivery of Products prices should be for delivery INCOTERMS 2000 DDP the Participating Facility's receiving dock and includes freight, delivery, duty paid, insurance, packaging, crating and unloading costs.

v. In the event of pricing extension errors, the unit price will apply.

5. Proponents should state preferred payment terms in their Proposals.  Describe any discounts for early payment and method of payment Electronic Data Interchange or Electronic Funds Transfer transactions or any form of E-commerce (to be specified by Proponent) available to the Purchasers Participating Facilities.


[image: image5.emf]6.6 TOTAL COST  TABLE.xls



SECTION 7: 
MANDATORY REQUIREMENTS CHECK-LIST

Submit this checklist within your proposal:

	The following are mandatory requirements. Proposals not clearly demonstrating they meet these requirements may in the discretion of Purchasers, not be accepted for consideration.
	Yes I agree and/or comply

	Proposal received by the Closing
	

	Appendix A: Acceptance of RFP Terms and Conditions Form, with the exception of the entirety of section 3, standard contract terms and conditions, for which the Proponents may provide a mark up. Please note that acceptance of the standard contract terms and conditions form part of the evaluation criteria. As such Proponents who totally or significantly seek to alter the standard contract terms and conditions are unlikely to obtain the minimum qualifying points.
	

	Appendix C: Statement of Disclosure
	

	Authorized signature on this section 7 [mandatory requirements] and Appendices A, B , and C.
	

	The Proposal must be in English.
	


Executed this _________ day of _______________, 2010
Company Name:


____________________________

Authorized Signature:


____________________________

Printed Name:



____________________________

Title/Position:



____________________________

Company Address:


____________________________






____________________________

Phone Number:



____________________________

E-Mail:




____________________________

Fax Number:



____________________________

APPENDIX A:  ACCEPTANCE OF THE TERMS AND CONDITIONS OF THIS RFP
I _______________________, an authorized representative of _____________________

(Proponent) accept all of the terms and conditions set forth in BC HA SSO-0038 to the extent that the standard contract terms and conditions in section 3 of this RFP are unacceptable to us, a full mark up has been included in our proposal, and we agree to the terms set forth in our proposal delivered in response to the RFP and to the prices quoted herein. This proposal, including pricing, shall remain valid and open for acceptance for one hundred and twenty (120) Business Days from the Closing and shall together with the RFP document form the basis of any contract which may be entered into between the Purchasers and the selected Proponent. I agree that the Purchasers reserve the right to subsequently include additional or modified product and performance specifications and legal terms and conditions in addition to what is already specified in the RFP and proposal. I further acknowledge that the RFP to which this proposal responds shall not be deemed an offer by the Purchasers and recognize that the Purchasers reserve the right to accept or reject, in their sole discretion, any and all proposals furnished in response to the RFP or to negotiate separately with any source whatsoever in any manner deemed necessary by the Purchasers to serve its best interests and to terminate negotiations at any time without incurring any liability. I further agree the Purchasers are in no way obligated to purchase any goods or services or to award a contract on the basis of the RFP or this proposal until such time, if any, as a contract is executed and purchase orders are issued.

I understand and agree it is my responsibility to seek clarification to items I do not understand or that are susceptible to more than one interpretation. I will explain any qualifications or limitations to any response I provide to any question or requirement in the RFP. I agree that oral representations made by any Purchasers’ representative are not valid unless documented in writing by the Purchasers.

I acknowledge failure of a Proponent to provid Self Registration Kiosk e signatures below may at Purchasers’ discretion result in immediate rejection of the proposal. The person signing this acceptance form declares they are the duly authorized signing authority of the Proponent with the capacity to commit the Proponent to the conditions of the proposal and that the proposal and this acceptance form are binding on the Proponent. 

Executed this ____ day of __________________, 2010
Company Name:

____________________________

Authorized Signature:

____________________________

Printed Name:


____________________________

Title/Position:


____________________________

Company Address:

____________________________





____________________________

Phone Number:


____________________________

E-Mail:



____________________________

Fax Number:


____________________________

APPENDIX B:  RECEIPT CONFIRMATION FORM

To receive any further information about this Request for Proposal, # BC HA SSO-0038, please return this form to:

Niel Chaffe
c/o BC Health Authorities Shared Services Organization

Lower Mainland Branch Office
Category Management – Information Technology

E-mail: niel.chaffe@fraserhealth.ca
This form acknowledges receipt of the Self Registration Kiosk RFP document.


__
Yes we will be submitting a proposal for the above-noted RFP


__
No we will NOT be submitting a proposal for the above-noted RFP

Authorized Signature:


_________________________

Printed Name:



_________________________

Send further correspondence to:

Company Name:


_________________________

Authorized Contact:


_________________________

Title/Position:



_________________________

Company Address:


_________________________






_________________________

Phone Number:



_________________________

E-Mail:




_________________________

Fax Number:



_________________________

Unless it can be E-Mailed, further correspondence about this Request for Proposal should be sent by: [  ] Courier collect: Courier name and account number: Nova Express a/c # _______   [  ] Mail: (Note: If neither line above is ticked, further correspondence will be sent by mail.)

APPENDIX C:  STATEMENT OF DISCLOSURE

DISCLOSURE REQUIREMENTS

(a)
Disclose the following affiliations and associations within your proposal referencing this appendix:
(i)
any affiliation, whether legal or financial, with any other entity which is in the business of providing the same type of goods or services which are the subject of this RFP;
(ii)
whether the Proponent is competing for this RFP with any entity with which it is legally or financially associated;
(iii)
proponent employees and consultants that would work on the proposed project and their family members that are employees or consultants of the Purchasers;

(iv)
any current or past corporate or other interest which may give rise to a conflict of interest (either actual or potential) in connection with the goods or services and the Purchasers or other health care organizations for which they are responsible or with which they are affiliated.

(b)
Funding of supplies, equipment or services in addition to contracted items must be identified to determine value and purpose for the past 3 years. The following are examples:

(i)
capital equipment/technical credit fund;

(ii)
seminars;

(iii)
educational funding and activities, courses;

(iv)
fellowships;

(v)
programmers and associated consumables; 

(vi)
supplier site visits (cost of travel, hotels, tickets);

(vii)
referral programs;

(viii)
annual journal club activities;

(ix)
supply items;

(x)
loaner equipment;

(xi)
annual rebates;

(xii)
annual grants;

(xiii)
signing bonuses; 
(xiv)
competitive replacement program; and

(xv)
research support (drug trials, projects, publications).
(c)
Gifts to Purchasers or other health care organizations for which they are responsible or with which they are affiliated, employees and medical staff, at any time, are to be disclosed by the Proponent.

(d)
A summary table is provided. Sign, complete and return this Statement of Disclosure for each of the six Health Authorities, even if there is nothing to disclose. Proponents are to include all funding support (including gifts), if applicable, that has been provided to Health Authorities or other health care organizations for which they are responsible or with which they are affiliated during the last twelve (12) month period. Failure to identify such support in this Disclosure document may result in disqualification of a Proponent or termination of the Contract.

STATEMENT OF FULL DISCLOSURE

For the Period from   _____________ to ________________

Health Authority: __________________________________

	Type of Funding
	Facility/Location
	Department
	Recipient
	$ Amount



	Capital Equipment, Technical credit Fund 
	
	
	
	

	Seminars
	
	
	
	

	Educational funding and activities
	
	
	
	

	Fellowships
	
	
	
	

	Programmers and associated consumables
	
	
	
	

	Supplier site visits (cost of travel, hotels, tickets)
	
	
	
	

	Referral programs
	
	
	
	

	Annual journal club activities
	
	
	
	

	Supply items
	
	
	
	

	MBA business support
	
	
	
	

	Annual rebates
	
	
	
	

	Annual grants
	
	
	
	

	Signing bonuses
	
	
	
	

	Competitive replacement program
	
	
	
	

	Research support (drug trials, projects, publications)
	
	
	
	

	Other
	
	
	
	


(Attach details as an addendum and cross-reference to this appendix if this table is not sufficient space to capture the data)

We comply with the above requests and have included/disclosed all requested information. We understand that failure to disclose the above information may result in disqualification of our proposal and related outcomes.

Company Name:


_____________________________

Name of Representative (Please Print):
_____________________________

Title (Please Print):


_____________________________

Signature:



_____________________________

Date:




_____________________________

APPENDIX D:  LIST OF PARTICIPATING PURCHASERS FACILITIES

Identified in the current list below are participating Purchasers Facilities throughout British Columbia. 

	HEALTH AUTHORITY
	HOSPITAL NAME
	ADDRESS

	Fraser Health Authority
	Surrey Memorial Hospital
	13750 96 Avenue Surrey, B.C. V3V 1Z2

	Fraser Health Authority
	Surrey Out Patient Care and Surgery Center 
	9750 140th Street, Surrey BC


APPENDIX E:  PRIVACY PROTECTION SCHEDULE

FRASER HEALTH AUTHORITY PRIVACY SCHEDULE

CUSTODY, CONTROL AND ADMINISTRATION OF PERSONAL INFORMATION

1. Background

The Fraser Health Authority (“FH”) is a public body that is subject to the provisions of the Act relating to the collection, use, disclosure and security of Personal Information.  FH and the Service Provider have entered, or will enter, into an agreement (the “Agreement”) that may involve the sharing, management or administration of Personal Information with or by the Service Provider.  The purpose of this schedule (“Schedule”) is both to ensure that the Service Provider maintains adequate care of and security controls over the Personal Information and that the Service Provider is aware of and complies with the privacy protection provisions of the Act.  

2. Definitions

In this Schedule:

“Access Agreement” means an agreement between the Service Provider and its Personnel requiring that Personnel comply with the requirements of the Act, this Schedule and Applicable Law;

“Access Conditions” means, in respect to access to Personal Information for a Permitted Purpose: (a) the Service Provider must ensure that access is limited to temporary access and storage for the minimum time necessary for the Permitted Purpose; (b) if such access is for the Permitted Purpose of data recovery, the Service Provider must ensure such access is limited to access and storage only after the system failure has occurred; and (c) such other conditions as may be imposed on access and disclosure for a Permitted Purpose pursuant to the Act;

“Act” means the Freedom of Information and Protection of Privacy Act (British Columbia), and regulations enacted thereto, as amended from time to time;

“Applicable Law” means all present and future laws, statutes, ordinances, regulations, judgements, orders, rules, directions of any court or governmental authority that are enforceable in British Columbia or Canada, and includes the Act;

 “Authorized Site” means the Service Provider’s head office in Canada or such other premises of the Service Provider as may be approved in writing by FH;

 “Commissioner” means the Information and Privacy Commissioner for British Columbia;

“Conflicting Foreign Order” means any order, subpoena, directive, ruling, judgment, injunction, award or decree, decision, request or other requirement issued from a foreign court, agency of a foreign state or other authority outside Canada or any foreign legislation the compliance with which would or could potentially breach the Act;

“Contact Information” means information to enable an individual at a place of business to be contacted and includes the name, position name or title, business telephone number, business address, business email or business fax number of the individual;

“Excluded Information” or “Excluded Records” means information, documents or recorded information that (a) relate solely to the Service Provider’s internal administration, finances, management, or labour and employment matters, unless they contain personal information (as defined in the Act) about an individual other than Personnel or other third parties with whom the Service Provider has dealings unrelated to the subject matter of the Agreement; and (b) FH confirms in writing are excluded from the application of this Schedule;

“Material Breach” includes, without limitation, (i) a breach by the Service Provider of any provision of this Schedule relating to or resulting from the collection, use, disclosure, storage, disposal or destruction of any Personal Information or Records in contravention of the Act and/or this Schedule; and (ii) a breach by the Service Provider of any other provision of this Schedule that is not cured to the satisfaction of FH, acting reasonably, within 20 days after written notice is given to the Service Provider describing the breach in reasonable detail;
“Permitted Purpose” means access to Records or Personal Information that is necessary for: (a) installing, implementing, maintaining, repairing, trouble-shooting or upgrading an electronic system or equipment used by FH or by the Service Provider to provide services to FH pursuant to the Agreement, or (b) any equipment that includes an electronic system used by FH or by the Service Provider to provide services to FH pursuant to the Agreement; or (c) recovery of data (including Personal Information) undertaken following the failure of an electronic system used by FH or by the Service Provider to provide services to FH;

“Personal Information” means recorded information about an identifiable individual, excluding Contact Information and Excluded Information, that is collected or created by the Service Provider or otherwise obtained or held by or accessible to the Service Provider as a result of the Agreement or any previous agreement between FH and the Service Provider dealing with the same subject matter as the Agreement;

“Personnel” means any employees, officers, directors, contractors,  subcontractors, associates (as defined in the Act), representatives or other persons engaged by the Service Provider and to whom the Service Provider provides or has provided access to Personal Information for the purposes of fulfilling the Service Provider’s obligations under the Agreement;

“Privacy Representative” means the designate of the Service Provider or FH with responsibility for compliance with the Act and this Schedule; and

“Record” includes books, documents, maps, drawings, photographs, letters, vouchers, papers and any other thing on which Personal Information is recorded or stored by graphic, electronic, mechanical or other means, but does not include a computer program or any other mechanism that produces records or Excluded Records.

3. Service Provider Subject to the Act

The Service Provider agrees that, in relation to the collection, use, disclosure, storage and security of Personal Information and Records, it is subject to and will comply with the requirements of the Act and Schedule, including any applicable order or security requirements prescribed by the Commissioner and any written direction issued by FH under this Schedule.  The Service Provider will ensure that it and its Personnel are familiar and remain current with respect to its and their obligations under the Act.

4. Control of and Rights in the Record(s)
a) 
As between FH and the Service Provider, all right, title and interest and control in and to all Records shall remain with the FH.  No proprietary right or other interest respecting the Records, other than as expressly set out herein, is granted to the Service Provider under this Schedule, by implication or otherwise. The Service Provider is granted temporary access to the Personal Information on the terms and conditions of this Schedule, for the sole and express purpose of fulfilling its obligations under the Agreement and for no other use or purpose.  

5. Collection of Personal Information

The Service Provider will only collect, acquire or hold Personal Information on behalf of FH as necessary for the performance of the Service Provider’s obligations under the Agreement or as otherwise authorized by FH in writing.  If the Service Provider is authorized to collect Personal Information on behalf of FH, the Service Provider will do so only in the manner prescribed by the Act, including by informing all individuals from whom it collects Personal Information of the legal authority for collecting it and the name and contact information of the FH Privacy Representative.  

6. Referral of Requests for Access or Correction

If the Service Provider receives a request under the Act for access to or correction of Personal Information from a person other than FH, the Service Provider will promptly advise the person to make the request to FH, unless the Agreement expressly requires the Service Provider to provide such access or process such correction or FH provides a written direction to the Service Provider to do so.  The Service Provider will provide such person with the name and contact information for the FH Privacy Representative.
7. Cooperation in Responding to Requests for Access

Where FH communicates to the Contractor that it has received a request for access to Personal Information, the Contractor will, at its own expense, locate and supply to FH any and all Records in its custody that, in the opinion of FH, fall within the scope of the request.  The Contractor will comply with this obligation within a reasonable time frame that allows FH to comply with its obligations under the Act.

8. Accuracy and Correction of Personal Information

a) 
If the Service Provider engages in the collection, maintenance or updating of Personal Information or the creation of Records on behalf of FH under the Agreement, the Service Provider will make every reasonable effort to ensure the accuracy and completeness of such Personal Information generally and as required by the Act.

b) 
If FH directs the Service Provider to do so, the Service Provider will, in the manner specified by FH, correct or annotate any Records that are created, maintained or held by the Service Provider under the Agreement.  If so directed, the Service Provider will also be responsible for providing notice of the corrected or annotated information to any person(s) specified by FH or who are entitled to receive such notice under the Act.

9. Protection of Personal Information

The Service Provider must protect Personal Information by making reasonable security arrangements against such risks as theft, loss or unauthorized access, collection, use, disclosure or disposal.  The reasonableness of such arrangements will be determined under this Schedule with reference to the guidelines, policies, orders, decisions and directives of the Commissioner and any written directives issued by FH under this Schedule.
Without limiting the generality of the foregoing, the Service Provider will ensure that its security arrangements include the following: 

a)   
maintaining a process, to assess, at least annually, the physical security of all Records and to identify and address any losses;

b)  
ensuring that access to electronic Records (i) requires individual user identification that is unique and re-authenticated at the time of access; (ii)  includes appropriate controls for the issue, change, cancellation, and audit-process of user identifications and authentication mechanisms; (iii) requires that authentication codes and passwords are confidential, are pseudo-random in nature or vetted through a verification technique designed to counter triviality and repetition, are no fewer than 6 characters in length, are one-way encrypted, are excluded from automatic log-in procedures and are changed irregularly and at least semi-annually; (iv) is monitored by an automated, always-on auditing system which can be accessed by FH to review access to and use of Personal Information, which system creates an audit trail and records the date, time and identity of any person accessing the electronic system and identifies access or attempted access that falls outside set criteria;

c)
maintaining and implementing systems to reasonably ensure that any Personal Information that is accessed or transmitted electronically (ie. facsimile, email, internet) is secure against unauthorized access;

d)  
maintaining and implementing formal procedures to immediately cease access to Personal Information by terminated Personnel;  

e)  
maintaining a process to audit, track and restrict access to Records by Personnel; and

f)   
maintaining a process, to regularly assess and/or upgrade the security arrangements of the Service Provider to ensure consistency with the guidelines, policies, orders, decisions and directives of the Commissioner and FH.  

10. Segregation of Data

The Service Provider shall take reasonable steps to ensure that all Personal Information and Records are securely segregated from any information owned by the Service Provider or third parties, including access barriers, physical segregation, password authorization and public key encryption systems.  The Service Provider must store Personal Information on agreed-upon media using techniques enabling access only by authorized persons, including encryption and compression of Personal Information.

11. Access, Use and Disclosure

The Service Provider will ensure that neither it nor its Personnel collects, creates, copies, reproduces, uses, stores, discloses or provides access to any Personal Information or otherwise removes Records from FH premises except in compliance with this Schedule and the Act and for purposes directly related to or necessary for the performance of the Service Provider’s obligations under the Agreement, as authorized in writing by FH or as otherwise required by Applicable Law.  The Service Provider will promptly take corrective action in response to any non-compliance of its Personnel with this Schedule and/or the Act.  

12. Access by Personnel

The Service Provider will ensure that its Personnel are granted access to the Personal Information only where such access is necessary for the performance of the Service Provider’s obligations or the exercise of its rights under the Agreement, and subject to the following terms. 

a) 
Personnel will enter into an Access Agreement prior to being granted access to the Personal Information:

b) 
no access to Personal Information will be permitted while Personnel are physically located outside of Canada, except where access is for a Permitted Purpose and is compliant with the Access Conditions, or unless FH agrees in writing to permit such access;

c)
the Service Provider will revoke the access rights of any person who engages in the unauthorized collection, use or disclosure of Personal Information or otherwise breaches the Access Agreement or the Act;

d) 
Access Agreements will be renewed or updated from time to time upon the amendment of this Schedule, changes in the Act or other Applicable Law, or otherwise at the reasonable request of FH;

e) 
the Service Provider will ensure all Personnel are familiar and comply with the obligations of the Service Provider under this Schedule and the Act; and

f) 
if requested by FH, the Service Provider will provide and conduct specific ongoing training for its Personnel regarding compliance with the Act and this Schedule.

13. Subcontractors

The Service Provider may not subcontract any of its obligations under this Schedule without the prior written consent of FH. The Service Provider acknowledges that any such consent will be conditional on the subcontractor’s agreement to be bound by this Schedule and the Act, on the same basis that the Service Provider is bound.

14. Liability of the Service Provider for Personnel
The Service Provider specifically assumes all responsibility for the Personnel and for the breach by any one or more of them of any provision of the Act or this Schedule. The Service Provider hereby agrees to defend, indemnify and hold harmless the FH, and the members of its board, officers, employees and representatives of, from and against any and all loss, cost, liability, damage, fee, penalty or other expense, including legal fees (on a solicitor and own client basis) suffered or incurred by the FH, and its board members, officers, employees or representatives, or any of them, with respect to any breach or alleged breach by the Service Provider of any of its covenants or obligations under this Schedule or any non-compliance with the provisions of the Act or other Applicable Law.

15. Foreign Access and Storage

The Service Provider will not permit the Records or any Personal Information to be transported or transmitted to, stored in or accessed from any jurisdiction other than Canada, except where such transport, transmission, storage or access is:

a) 
for a Permitted Purpose, and (i) the Permitted Purpose is at all material times authorized by the Act, and (ii) the Service Provider strictly observes the Access Conditions and such other conditions as may be imposed by FH; and    

b) 
for a purpose other than a Permitted Purpose that is permitted by the Act, and (i) the Service Provider has received the prior written approval of FH, and (ii) the Service Provider strictly observes any other conditions as may be imposed by FH.

16. Notice of Demands for Disclosure

a) 
The Service Provider will ensure that FH receives prompt written notice of any Conflicting Foreign Order or any other demand, order, subpoena, directive, decision, direction or other communication threatening or purporting to compel the disclosure or production of any Record, whether such demand is received by the Service Provider or its Personnel or any other person to whom the Service Provider has disclosed or provided access to Personal Information.    

b) 
At the direction of FH, the Service Provider will pursue or will cooperate with FH in pursuing legal proceedings to challenge any Conflicting Foreign Order or other any other demand, order, subpoena, directive, decision or other instrument purporting to require or compel disclosure or production of any Record or access to any Personal Information.  To the extent possible or permitted under Applicable Law, the Service Provider will delay compliance with any such requirement until notice has been given to FH in accordance with Subsection (a) and any legal proceedings commenced pursuant to this Section have concluded.

c) The Service Provider is responsible to ensure that it obtains such contractual rights or makes other such arrangements with its Personnel or such other third parties to whom it may grant access to Personal Information as may be necessary to enable it to comply with the provisions of this Section 15.

17. Storage of Records
a) 
The Service Provider must maintain and store the Records at an Authorized Site in Canada and will ensure that there are reasonable physical and electronic security measures in place at such site to protect against any unauthorized access to, theft, loss or disclosure of the Records.

b)  
Notwithstanding the foregoing, the Service Provider may, by written request, seek FH’s approval to store or maintain Records at a facility other than an Authorized Site. The use of any such off-site facility by the Service Provider for the storage and maintenance of the Records will be subject to the Service Provider’s strict compliance with any conditions imposed by FH from time to time.  The Service Provider is responsible for ensuring that the conditions at off-site storage facilities are the same as or better than the conditions at the Authorized Site.

18. Privacy Representative

Immediately upon execution of the Agreement, the Service Provider will appoint a Privacy Representative and such person will have sufficient authority to make decisions and execute documents on behalf of the Service Provider as may be required from time to time for the administration of this Schedule.  

19. Notice of Breach and Corrective Action

a) 
The Service Provider will provide FH with prompt written notice of any actual or anticipated Material Breach, including full particulars of such breach.  

b) 
The Service Provider will co-operate fully with FH in preventing the occurrence or recurrence of any breach of this Schedule, including, if requested to do so: (i) by preparing a written proposal to address or prevent further occurrences; (ii) complying with the reasonable directions of FH; and (iii) taking all reasonable steps to recover or obtain any Records that have come into the custody or control of third parties contrary to the Act or this Schedule.

20. Audit, Inspection, Investigation & Cooperation

a) 
The Service Provider will permit FH and/or its representatives and agents to conduct periodic audits of Records related to performance by the Service Provider and the Personnel of the Service Provider’s obligations under this Schedule.  FH may, at any reasonable time and on reasonable notice to the Service Provider, enter on the Service Provider’s premises to inspect any Records in the possession of the Service Provider or any of the Service Provider’s information management policies or practices relevant to its management of Personal Information or its compliance with this Schedule, and the Service Provider must permit, and provide reasonable assistance to, any such inspection.

b) 
Upon request by FH, the Service Provider will, at its own cost, promptly provide any Records in its possession, custody or control to FH or its designate.   

c) 
The Service Provider will, at its own cost, fully cooperate (including by providing access to Records and related documentation and information) with FH in the event of any audit, investigation, inquiry, complaint, suit or other legal proceeding regarding any actual or alleged breach of the Act or this Schedule, including but not limited to a Material Breach. 

21. Default & Termination

a)  Notwithstanding anything in the Agreement to the contrary, the Service Provider and the FH hereby agree that a Material Breach by the Service Provider will give rise to a right to FH to terminate the Agreement immediately upon written notice.

b)  Without limiting the generality of the foregoing, the Service Provider agrees that in addition to any other rights or remedies the FH may have for a breach of this Schedule, FH has the right to an injunction or other equitable relief in any court of competent jurisdiction enjoining a threatened, anticipated or actual breach of this Schedule or the Act by the Service Provider.

22. Change of Law & Amendment

a) 
Upon enactment of any Applicable Law affecting the use or disclosure of Personal Information, or the publication of any decision of a British Columbia court or the Supreme Court of Canada relating to such Applicable Law, or the publication of any interpretive policy or opinion of any government agency charged with the enforcement of any such Applicable Law, FH, by written notice to the Service Provider, may amend this Schedule in such manner as the FH reasonably determines necessary to comply with such Applicable Law to the extent it is directly applicable and enforceable against the Service Provider.  This provision is additional to any rights of the FH to terminate pursuant to this Section 21. 
b) 
The Service Provider shall promptly notify FH in writing of any fact or circumstance, including a change in law, which has, or may reasonably be expected to have, a material adverse impact on the Service Provider’s ability to fully comply with this Schedule.   Upon receiving such notice, FH may, at its option, exercise its rights under Subsection 22(c) below or immediately terminate this Agreement by notice in writing.

c) 
In the event of any change in the circumstances of either party, Applicable Law, including the Act, or any foreign laws applicable to the Service Provider or FH that would affect, in the reasonable opinion of FH, (i) either party’s ability to perform its obligations under this Schedule,  or (ii) the effectiveness or sufficiency of this Schedule in ensuring best practices and legal compliance, the parties will, at FH’s option, enter into good faith negotiations in an effort to address any such issues by amendment to the Schedule or otherwise.  If the parties are unable to reach agreement or the issues cannot reasonably be addressed by such agreement, then FH may terminate the Agreement upon the provision of reasonable written notice to the Service Provider. 

23. No Withholding

The Service Provider shall not be entitled to, and hereby waives any and all right to, withhold any Records from FH to enforce any alleged payment obligation or in connection with any dispute relating to the terms of the Agreement or any other matter between FH and the Service Provider.

24. Return or Destruction of the Record Upon Request

a) 
Upon the expiry or earlier termination of the Agreement or, at any time upon the written request of FH, the Service Provider will promptly and at its own cost, (i) return or deliver all Records, including any copies thereof, to FH; or (ii) destroy, according to FH’s instructions, all documents or other Records, including any copies thereof, in any form or format whatsoever in the Service Provider’s possession constituting or based upon Personal Information.  The Service Provider will confirm that delivery or destruction to FH in writing.   After a request is made under this Section, the Service Provider will not retain any Records for any purpose without the prior written consent of FH. 

b)  
Unless otherwise directed by FH, if the Service Provider is directed to destroy Records, the Service Provider will ensure that the destruction occurs as follows:  (i)  Personal Information erasure will be accomplished by software erasure (where feasible) or by physical destruction of the media; (ii)  Software erasure will be at a minimum to US DoD standard 5220.22-M, as updated, amended or replaced from time to time; (iii)  Physical destruction of paper media will occur by burning, cross-cut shredding, or pulping; and (iv)  physical destruction of disc media will occur by use of tools such as hammers, band saws, or drills in order to render the device no longer readable, in whole or in part, or, alternatively (and where appropriate) electronic media, such as diskettes, may be run through a degausser in order to render them no longer readable.
25. General

a) 
If a provision of this Schedule or the Agreement (including any direction given by the FH under this Schedule) conflicts with a requirement of the Act, the conflicting provision of the Agreement (or direction) will be inoperative to the extent of the conflict.  

b) 
Unless otherwise expressly provided in the Agreement, if a provision of this Schedule is inconsistent or conflicts with a provision of the Agreement, the conflicting or inconsistent provision in the Agreement will be inoperative to the extent of the conflict. 

c)  
The Service Provider expressly acknowledges and agrees that this Schedule is binding on the Service Provider notwithstanding any Conflicting Foreign Order or the laws of any jurisdiction outside of Canada purporting to compel disclosure or production of the Records or otherwise conflicting with this Schedule.  It is the responsibility of the Service Provider to ensure that its obligations under this Schedule will not come into conflict with any Conflicting Foreign Order or any foreign laws. 

d) 
The Service Provider’s obligations under this Schedule will continue despite the expiry or earlier termination of the Agreement.

e)  
Except as otherwise provided in this Schedule, no amendments to this Schedule will be effective unless made in writing and agreed to by the parties.
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Corporate

		CORPORATE STRENGTH

		PROPOSAL QUESTIONNAIRE FOR PROPONENTS TO FILL OUT (10% of 100% weighting)

		RFP No. BC HA SS0-0038 Self Registration Kiosk

		Full Name of Proponent

		Contact Name

		Full Address

		Phone Number

		E-mail & Web Site Information

		SCORING LEGEND						Respondents - Please enter your answers in the Response Column.  Answers should not refer to sales or marketing brochures. To protect the environment, please do not include marketing and sales brochures in your response.  Answers should not refer to websites or previous communications. Only information included in your response to this RFP may be considered during the evaluation process.

		Priority		Definition

		10		Extremely Important

		8		Very Important

		6		Important

		4		Somewhat Important

		2		Least Important

		Question number		Question										Priority		Response

		CS 1		Is your company the manufacturer or distributor of the products/supplies being proposed? Identify the distributor(s), if any that will supply the products in your RFP response.		10								10

		CS 2		If you are a distributor, describe your relationship with the manufacturer, the length of time you have been representing them, service and support arrangements and your geographic territory etc										10

		CS 3		How many organizations are using the current version of the products/supplies being proposed?										10

		CS 4		Describe how many installations (roughly similar to the suggested configuration) have been installed in Canada? in BC? in USA?										10

		CS 5		How many years has your company been in business in total, in Canada and in BC?										8

		CS 6		Is your company a corporation, partnership or sole proprietorship?										2

		CS 7		Describe your company's financial stability in terms of gross annual revenue and net profit over the previous five (5) years.										8

		CS 8		Has your firm been involved in any relevant litigation within the past 5 years? If your response is affirmative, provide details										10

		CS 9		Has your company been merged or acquired in the past two (2) years or has a major portion of the functionality in your proffered Business Intelligence Platform been purchased as part of a merger or acquisition of another company in the past two (2) years? If yes, provide the date and details of the merger or acquisition. Is your company in the process of merging or acquiring another company? Is your company in the process of “dovetailing” purchased products into your Business Intelligence Platform?										6

		CS 10		Is your company ISO certified and if so to what standard? Provide date certified.										8

		CS 11		Is your company a member of an industry or professional association? If yes, provide details of each membership.										4

		CS 12		Has your company received any management or industry recognized quality awards within the last 5 years? If yes, provide details										6

		CS 13		By responding to this RFP, you are authorizing the Agencies to obtain and have a third party perform a credit review of your company. Do you agree to have the Agencies obtain this credit review?										8

		CS 14		Provide any statements from the Board or Executive of your organization committing to investment in the relevant market, intentions to remain in this market and or investment in research and development. Provide investment in R&D as a percentage of gross profit.										6

		CS 15		Is your company owned privately or owned publicly? If publicly owned, are shares traded on a stock exchange? Which Exchange?										4

		CS 16		If successful, will your firm allow use of your logo for website award posting announcements?										2

		CS 17		If successful on this proposal, will your company assign a specific individual to act as the day-to-day manager of the contract? If yes, identify the individual and their qualifications for the role										6

		CS 18		Provide the following information for three (3) references where your company has recently provided a similar solution that matches the size, complexity and requirements of this RFP.										8

				Organization Name

				Mailing Address

				Contact Name

				Position

				Phone

				Email

				Organization Name

				Mailing Address

				Contact Name

				Position

				Phone

				Email

				Organization Name

				Mailing Address

				Contact Name

				Position

				Phone

				Email
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Sheet1

		VALUE ADDS

		PROPOSAL QUESTIONNAIRE FOR PROPONENTS TO FILL OUT (10% of 100% weighting)

		RFP No. BC HA SS0-0038 Self Registration Kiosk

		Number		Question		Comment		Fair Market Value

								(CDN $)

		6.5.2  		What other services, support or additional information relevant to the Purchaser’s project would you like the Purchaser to consider when evaluating this proposal?

		6.5.3  		Is your company interested in advertising opportunities with the SSO Administration Society? What incentives would apply?

		6.5.4  		What incentives would apply if the members (“Health Authorities”) of the SSO Administration Society are willing to be reference sites for your software?

		6.5.5  		What incentives would apply if the Health Authorities are willing to conduct evaluations of your new software?

		6.5.6  		Is your company interested in entering a Corporate Agreement with the SSO Administration Society to cover licensing and support of your software across multiple Health Authorities? What incentives would apply?

		6.5.7  		What incentives would apply if other Health Authorities decide to use your software product?

		6.5.8  		Will your proposed software provide efficiency improvements? Provide examples of the types of savings that have been achieved with other customers. Describe a plan to assist the Purchaser in achieving these savings.

		6.5.9  		What incentives would apply if the SSO Administration Society is willing to work with your company on research and development?

		6.5.10  		Is your company willing to facilitate long term planning by sharing product plans and direction? Describe how your company will provide this information to the SSO Administration Society.

		6.5.11  		The Health Authorities include University affiliated sites. Does your company provide Academic support and/or Fellowships? In what fields of study? Detail how the program is accessed and how many individuals would be able to access the program. Provide the business volumes required to add more individuals to the program.

		6.5.12  		Does your company provide support for research chairs in collaboration with local universities? Which universities and fields of study?
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One Time TOTAL Cost

		TOTAL COST

		PROPOSAL QUESTIONNAIRE FOR PROPONENTS TO FILL OUT (25% of 100% weighting)

		RFP No. BC HA 880-XXXX Self Registration Kiosk

		Full Name of Proponent

		Contact Name

		Full Address

		Phone Number

		E-mail & Web Site Information

		Section		Description		Currency (blank implies CDN $)		Specify Unit of Measure (e.g. per annum, per subscription, per license, per hour, per unit etc)		GST		PST		Extended Cost before tax		Extended Cost after tax

		Software		Software application modules related to the [insert project name] solution:

				Module 1  (replace with name of Module)

				Module 2 (replace with name of Module)

				Module 3 (replace with name of Module)

				Module 4 (replace with name of Module)

		Software		Third Party Software that is required in addition to the application software:

				Application 1 (replace with name of application software)

				Application 2 (replace with name of application software)

				Application 3 (replace with name of application software)

				Application 4 (replace with name of application software)

		Software		Interface Development: from HA to HIS (examples)

				ADT (replace with name of Interface)

				Orders (replace with name of Interface)

				Patient Scheduling (replace with name of Interface)

				Other Clinical Applications (replace with name of Interface)

				Other Clinical Applications (replace with name of Interface)

				Other Clinical Applications (replace with name of Interface)

		Software		Interface Development: from HIS to HA (provide detailed breakdown)

		Implementation		Implementation costs for each module:

				Module 1  (replace with name of Module)

				Module 2 (replace with name of Module)

				Module 3 (replace with name of Module)

				Module 4 (replace with name of Module)

		Implementation		Installation costs for third party software (if included in application's cost clearly indicate):

				Application 1 (replace with name of Software)

				Application 2 (replace with name of Software)

				Application 3 (replace with name of Software)

				Application 4 (replace with name of Software)

		Implementation		Training costs for the initial training that is part of the implementation:

				Option 1

				Option 2

				Option 3

				Option 4

		Implementation		Other Implementation Services (indicate whether they are optional, required or recommended):

				Service 1

				Service 2

				Service 3

				Service 4

		Hardware and System Costs		Peripherals and Associated Costs (list separately):

				Cost 1

				Cost 2

				Cost 3

				Cost 4

		Hardware and System Costs		Proprietary or Add-on Hardware Costs (list separately)

				Cost 1

				Cost 2

				Cost 3

				Cost 4
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On Going TOTAL cost

		TOTAL COST

		PROPOSAL QUESTIONNAIRE FOR PROPONENTS TO FILL OUT (25% of 100% weighting)

		RFP No. BC HA 880-XXXX Self Registration Kiosk

		Full Name of Proponent

		Contact Name

		Full Address

		Phone Number

		E-mail & Web Site Information

		Section		Description		Currency (blank implies CDN $)		Specify Unit of Measure (e.g. per annum, per subscription, per license, per hour, per unit etc)		GST		PST		Extended Cost before tax		Extended Cost after tax

		Software		Software Application Modules:

				Module 1 (replace with name of Module)

				Module 2 (replace with name of Module)

				Module 3 (replace with name of Module)

				Module 4 (replace with name of Module)

		Support and Sustainment		Operating costs (additional resource cost FTE) of the application for a similar size organization to the Agencies:

				Cost 1

				Cost 2

				Cost 3

				Cost 4

		Support and Sustainment		Support Models and Costs:

				Model 1 (replace with name of Model)

				Model 2 (replace with name of Model)

				Model 3 (replace with name of Model)

				Model 4 (replace with name of Model)

		Support and Sustainment		Maintenance Support and Support (Hardware and Software):

				Cost 1 (replace with name of Hardware/Software)

				Cost 2 (replace with name of Hardware/Software)

				Cost 3 (replace with name of Hardware/Software)

				Cost 4 (replace with name of Hardware/Software)
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Technical Requirements

		Technical

		PROPOSAL QUESTIONNAIRE FOR PROPONENTS TO FILL OUT (20% of 100% weighting)

		RFP No. BC HA SS0-0038 Self Registration Kiosk

		Full Name of Proponent

		Contact Name

		Full Address

		Phone Number

		E-mail & Web Site Information

		Respondents - Please enter your answers in the Response Column.  Answers should not refer to sales or marketing brochures. To protect the environment, please do not include marketing and sales brochures in your response.  Answers should not refer to websites or previous communications. Only information included in your response to this RFP may be considered during the evaluation process.

		SCORING LEGEND

		Priority		Definition								Description								Definition

		10		Extremely Important								Unavailable								not currently available and not planned for future releases;

		8		Very Important								Future								planned for future releases;

		6		Important								Customization								available through customization within three (3) months of contract signing;

		4		Somewhat Important								Configuration								available through configuration within three (3) months of contract signing;

		2		Least Important								Out of Box								available immediately without customization and/or configuration.

		Question number		Question												Priority		Unavailable		Future		Customization		Configuration		Out of Box		Response

		TR1		Does your solution conform to the current FH infrastructure as outlined in the Software Assessment Form (SAF)? If no, describe												10

		TR2		Are you able to use an FH supported and supplied PC in the Self Registration solution? See attached SAF, Background information, Page 6.												10

		TR3		If a vendor supplied PC is required, describe if there are leasing options and what the technical refresh cycle is (if any)												6

		TR4		Are you able to use an FH supported and supplied printer in the Kiosk enclosure?												4

		TR5		What Printer models are able to supported within the Kiosk enclosure?												4

		TR6		Are there a limited number of kiosks per server to ensure good response time?												6

		TR7		Is your solution compatible with FH's current standard antivirus software as outlined in the Software Assessment Form?												10

		TR8		Does your solution cache information to the local drive?												10

		TR9		Does your solution have the ability to work on a SQL cluster?												6

		TR10		Does your solution require dedicated servers?												6

		TR11		Describe the network and power connectivity requirements for your solution? E.g.. Number of cables outside of enclosure and use of standard 110V power.												8

		TR12		If provided, can the power save mode be disabled on the Kiosk?												8

		TR13		Do the Kiosks come with power surge protection?												4

		TR14		Describe your solutions ability to bidirectionally interface  with the Meditech System in real time. Please ensure to include which Meditech Platform and versions you have worked with.												8

		TR15		Describe the types of interfaces you have worked with. I.e.. ADT, Scheduling, MRI												6

		TR16		Describe your solutions ability to bidirectionally interface with the Primary Access Regional Information System (PARIS). Please list all applicable versions.												8

		TR17		Describe your solutions ability to bidirectionally interface with the Intrahealth system Please list all applicable versions.												8

		TR18		Describe your solutions ability to bidirectionally interface with the I-Scheduler system. Please list all applicable versions.												8

		TR19		List all types of interfaces that your solution supports												8

		TR20		List all HL7 Versions (Inbound and outbound) that your solution supports?												8

		TR21		Describe your solution's ability to interface with a nurse call system (Responder 5).												4

		TR22		List all systems you have interfaced with.												8
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Business Requirements

		Technical

		PROPOSAL QUESTIONNAIRE FOR PROPONENTS TO FILL OUT (30% of 100% weighting)

		RFP No. BC HA SS0-0038 Self Registration Kiosk

		Full Name of Proponent

		Contact Name

		Full Address

		Phone Number

		E-mail & Web Site Information

		Respondents - Please enter your answers in the Response Column.  Answers should not refer to sales or marketing brochures. To protect the environment, please do not include marketing and sales brochures in your response.  Answers should not refer to websites or previous communications. Only information included in your response to this RFP may be considered during the evaluation process.

		SCORING LEGEND

		Priority		Definition								Description								Definition

		10		Extremely Important								Unavailable								not currently available and not planned for future releases;

		8		Very Important								Future								planned for future releases;

		6		Important								Customization								available through customization within three (3) months of contract signing;

		4		Somewhat Important								Configuration								available through configuration within three (3) months of contract signing;

		2		Least Important								Out of Box								available immediately without customization and/or configuration.

		Question number		Question												Priority		Unavailable		Future		Customization		Configuration		Out of Box		Response

		Hardware

		BR1		Are your Kiosks entirely touch screen? If not, please describe all input methods												10

		BR2		Are the input devices/surfaces medical grade? I.e.. Can they be wiped down for infection control purposes												10

		BR3		What Disinfectant wipes/solutions is your system not compatible with?												6

		BR4		List all Kiosk models you provide? I.e.. Free standing, wall mounted desktop etc…												10

		BR5		Describe your solution's ability to utilize swipe card technology?												10

		BR6		Please list make and model of card reader devices for swipe card technology												6

		BR7		Does your Kiosk have a built in printer?												10

		BR8		List your solution's printing options. E.g. Retracting and shredding printed jobs left behind												6

		BR9		Describe the size and model of Kiosk monitors provided. E.g. flat screen monitors												8

		BR10		Describe how your solution can end a patient session if the patient steps away from Kiosk?												10

		BR11		Are the settings for patient time out parameter driven and configurable by the site?												6

		BR12		Describe how your Kiosks can be made wheel chair accessible?												8

		BR13		Describe your solution's ability to  display a video demo of how to use the kiosk?												4

		BR14		Describe all options your solution has to maintain patient privacy during the registration process. For example, privacy shields												8

		BR15		Do your Kiosks have more than one screen to display additional information?												4

		Software General

		BR16		Describe your solution's ability to support multiple languages?												10

		BR17		Describe and list the number of languages that solution can be translated to and if there are any limitations to the number of languages.												10

		BR18		Does your solution have the ability to print in multiple languages?												6

		BR19		Do you supply translation services?												4

		BR20		Describe additional costs for translation services you provide?												4

		BR21		Describe your solution's ability to modify the screen settings/font/display? I.e.. Large font, bolded												6

		BR22		Describe your solution's ability to provide online help.												6

		BR23		Describe your solution's options to customize screensavers.												2

		BR24		Describe your solution's ability to customize and configure what data is captured?												8

		BR25		Describe your solution's ability to check the status of patient check in												10

		BR26		Have you completed the Software Assessment Form for any additional software components of this system?												10

		BR27		Describe your solution's ability to capture and report statistics on Kiosk usage (Kiosk performance and utilization data)? i.e.. Length of time it took patient to check-in, reason for unsuccessful check in, percentage of usage: total number of appointments booked vs. checked in etc..												8

		BR28		Describe your solution's system administrator tool to make changes to the kiosk workflow, screen appearance?												4

		Software - Workflow: Check In

		BR29		Describe how your solution is location smart? I.e.. Different Kiosks can display appointments based on their location												6

		BR30		List all ways that a patient can be identified. For example, touch screen, swipe of card (magnetic strip), key-in PHN etc												8

		BR31		Describe how patient identification can be based on multiple matching criteria?												8

		BR32		Describe in detail the additional ways (other than PHN) a patient can be uniquely identified by your solution. For example, assigned unique identifier such as Account, or booking number												8

		BR33		Describe your solution's workflow scenarios for different clinics/types of registration/patient profile. For example, Recurring, clinical, different types of insurance etc..												8

		BR34		Describe the workflow for a patient that has more than one visit scheduled for that day												6

		BR35		Describe how your solution allows the patient to check in for one appointment only if there are multiple appointments booked for the same day?												6

		BR36		Describe what type of information that can be verified at the kiosk i.e.. Demographics, clinical information.												8

		BR37		What level of customization to any screen does your solution allow? I.e.. Pop-up screen based on a specific answer to a question or a particular data element or Diabetes patients directed to go to bottom floor and a Respiratory appointment directed to pick up paperwork at desk.												10

		BR38		Describe if your software is pre-defined to process particular data elements from the Inbound interface at certain screens? For example, alter workflow based on insurance type.												8

		BR39		Describe any limitations that the customer has to work with in order to customize the screen flow. I.e.. Can only list certain data elements from the interface, screens have to be in a certain order.												8

		BR40		Describe your solution's ability to direct patients to the Registration Clerk when they are ineligible to use the kiosk I.e.. Non-MSP patients or patients with a CCI (critical care indicator-violent/aggressive, do not acknowledge)												10

		BR41		Does your solution allow a user to cancel their transaction at every screen during check-in?												6

		BR42		Describe how your solution can set up rules to block check-in during certain time periods. I.e. Patient cannot check in 15 minutes after their appointment time												8

		BR43		Are the rules to block early and late check ins set by paramters that are definable by the clinics?												4

		BR44		Are these rules global or is there the ability to set the rules at the appointment level?												6

		BR45		Describe your solution's wayfinding ability												8

		BR46		Are the wayfinding instructions available in multiple languages?												6

		BR47		Do patients have the option to not print if they do not require wayfinding instructions?												6

		BR48		Describe your solution's ability to capture electronic signature												4

		BR49		Describe the level of customization the customer can do without engaging the vendor.												8

		BR50		Describe in detail the level of customization that would require vendor involvement.												10

		BR51		Describe how your solution has the ability to have a Registration Kiosk Attendant override the system with a key or code to update demographics at the kiosk?												6

		BR52		If a clerk is to make a change to patient demographics at the kiosk, can the log- in they use to authenticate be linked to Active Directory?												6

		BR53		Please describe the clerk's authentication process including log off.												8

		BR54		Describe the process for sending electronic message notification to the Registration Kiosk Attendant when a patient needs assistance. For example, demographics need to be updated												8

		BR55		Does your system have the ability to integrate with a Nurse call system (i.e.. Responder 5 by Rauland) to notify the Registration Kiosk Attendant that a patient needs assistance?												6

		BR56		Does your solution have the ability to print out an appointment confirmation slip with no Personal Identifiers?												10

		BR57		What information can be printed on the confirmation slip?												10

		BR58		Describe how your solution has the ability to run customer defined queries that control screen flow												6

		BR59		Does your solution have the ability to print out an appointment confirmation slip that includes a barcode?												8

		Software - Clerk Workstation Software (Activity Monitoring Software)

		BR60		Describe in detail the functionality of your Clerk Workstation Software												10

		BR61		Describe your solution's ability to show which patients have successfully checked in at the kiosk												6

		BR62		Describe your solution's ability to show which patients have not successfully checked in at the kiosk												6

		BR63		Describe your solution's ability to provide the reason the patient was not able to check in successfully.												6

		BR64		Describe your software's ability to be loaded onto a Windows Mobile phone?												6

		BR65		Describe your software's ability to be loaded onto a Blackberry?												6

		BR66		Describe your solutions ability to customize the clerk views of the successful/unsuccessful patients for a given time frame. For example, only display for the last hour												8

		BR67		Can this customization be user definable parameter driven?												4

		BR68		Describe your solution's ability to have separate views that display the successful,  unsuccessful check- ins and not checked in												6

		BR69		Does your software require a separate log in to view the patient lists?												10

		BR70		Can the log in to this software be synched with Active Directory?												4

		BR71		Can the log in be linked to a security group?												8

		BR72		Describe if there can there be separate trackers per clinical service area												10

		BR73		If a patient attempts to use the kiosk and fails, they appear in the unsuccessful queue. If the patient tries again and is successful, will the patient tracker remove the patient from the unsuccessful queue?												8

		BR74		Does your Activity Monitoring Software or Registration List/Tracker have the ability to manually remove patients from the list (if accidentally entered)												4

		Software - Kiosk Attendant Functionality

		BR75		Describe how your solution shows which patients have yet to check-in												6

		BR76		Describe how your solution shows the attendant which users require assistance and at which Kiosk												10

		BR77		Describe how software show the attendant what issue the user requires assistance with? I.e.. Demographic change, unable to find appointment etc….												8

		BR78		Describe your solution's ability to notify the Kiosk Attendant of changes to be made at Kiosk via email.												8

		BR79		Is there a  kiosk map (similar to use in retail industry) displaying kiosks and indicating which kiosks are in use and where assistance is required?												8

		BR80		Please describe the functionality of the Kiosk map if one is provided by your solution												6

		BR81		Describe if the attendant kiosk map solution is separate from the clerk workstation software?												4

		Kiosk Management

		BR82		Describe how your solution allows monitoring of the Kiosks over the network by an IT operations group?												4

		BR83		Describe how the Kiosk Management tools work												4

		BR84		Describe the solution's ability to display which kiosks are offline, out of paper, no power etc..												4

		BR85		Describe your solution's ability to automatically display out of service message is Kiosk or Network is down												8

		Support

		BR86		How are new releases handled?  Please be specific about costs and time frames												8

		BR87		Please provide address and telephone numbers for support locations nationally (Canada) and the closest support available in the Lower Mainland.												8

		BR88		Do you have a Canadian service desk?												10

		BR89		Describe how you perform regular system maintenance?												6

		BR90		Describe any regular maintenance functions that the customer must perform in order to ensure smooth system operation?												6

		BR91		Do you provide on site support for complete Kiosk Outage Scenarios? Ie. Site is dependent on Kiosks for majority of registrations and all Kiosks are down?												6

		BR92		Do you provide on site technical support during the Go-live phase?												10

		BR93		Please describe the different level of support (support packages) offered and including costs												10

		BR94		Describe in-house expertise you have relating to clinical content and knowledge base for the specialties offered in your product												4

		BR95		Describe processes for post-implementation support of Hardware												6

		BR96		Describe processes for post-implementation support of Software												8

		BR97		Describe processes for post-implementation support of Application												6

		BR98		Describe the process for software customization pre implementation												8

		BR99		Describe the process for software customization post implementation												8

		BR100		Explain the implementation support provided as part of the proposal including for Installation												8

		BR101		Explain the implementation support provided as part of the proposal for Roll out												8

		BR102		Explain the implementation support provided as part of the proposal for Change Management												8

		BR103		Provide, as an appendix,  a sample project plan in consideration of our timelines (see introduction #1.5) of a successful Patient Self Registration Solution implementation including:												8

		BR104		Our expectation is that you perform system upgrades between the hours of 0001 to 0600 PST.  Are you able to comply?												4

		BR105		Are upgrades typically done onsite or via remote access?												4

		BR106		If remote upgrades are completed, from where?												8

		BR107		All software upgrades and system patches must go through a Software Assessment and Privacy review process which includes completing a Software Assessment Form for major upgrades(version 1.0 to 2.0) and completing an Addendum for minor upgrades(version1.2												10

		Training

		BR108		Describe your training models for:

		BR109		Train the trainer												8

		BR110		System Administrators												8

		BR111		Registration Clerks												6

		BR112		Webinars												4

		BR113		Doctor Offices for Kiosk awareness and Patient/Staff Acceptance												4

		BR114		Provide Cost breakdown for each training models												8

		BR115		Do you conduct training in a training/test environment?												6

		BR116		Do you provide training manuals hardcopy?												4

		BR117		Do you provide training manuals softcopy?												8

		BR118		Describe any other training models that are not listed here. For example, computer based training (CBT)												4
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Background


General Information


The Fraser Health Authority (FHA) encompasses 22,000 employees and 12 acute care facilities, as well as a number of community based clinics.  We serve a population of approximately 1.47 million people from Burnaby to Hope and work within a total budget of $1.7 billion. 


Computing Environment Overview

The Fraser Health Authority has a large, heterogeneous computing environment, which supports healthcare delivery throughout the authority. As with all large computing infrastructures the high variety of devices and platforms makes support and management of the infrastructure difficult and costly.  Furthermore, the variety of devices and platforms leads to security risks that must be considered. With over 6000 desktops to support, standardization and protection of information is of utmost importance.


The technical architecture of the Fraser Health Authority is based on four guiding principles:


1. We use technologies based on identifiable industry standards.


2. We use technologies that can be cost-effectively supported and managed.


3. We use technologies that operate on common platforms, operating systems and networks.


4. We minimize risk by assessing security, impacts, and compliance with our environment before deploying new solutions.


This document addresses the fourth principle.


Computing Environment 


Local Area Networks and Wide Area Networks


There are approximately 100 facilities that the Authority supports and maintains local and wide area networks.  WAN services in the Fraser Health Authority are provided by TELUS. It is a Metro Network offering using Ethernet technology. The communication links consist of redundant gigabit connections at the two data centers in Royal Columbian Hospital (RCH) and Surrey Memorial Hospital (SMH). The remaining acute care sites communicate via sub native speed of 200mb/s or 100mb/s native. The community sites round off the FHA private network and are connected via 10mb/s or ADSL. The Metro Network is QOS enabled. 


The Authority ITS Department supports and maintains most computing systems using system and network management tools. These tools are based on industry standards such as SNMP, RMON, ICMP, and HP Service Manager.


Standard Fraser Health Authority Systems:


1. Server Configuration


The Fraser Health Authority server standards are subject to change as industry standards and technologies improve. The current FHA minimum standard server configuration is:


· Three models:  HP Proliant DL360/DL380/Bl460c

· 2 GB DDR SDRAM 400 MHZ


· Local Raid Capable or SAN Attached when required.


· Minimum 6 Bay SCSI Hard Drive Backplane, 2+3


· Redundant Power Supplies


· Rack Mounted


· O/S is Windows 2003 minimum dependant on Application requirements. Windows 2008 is preferred.

· NOS are configured on a Hardware Mirror set.


· Data Volume configures to use Hardware Raid, (Raid set dependent on application and data volume).


· Where applicable, a 3rd volume is to be configured for logs.


· All servers backed up with VERITAS NetBackup.


2. Workstations 


The Fraser Health Authority utilizes Intel based PC Workstations running Windows XP.  The FHA’s direction is to provide and support HP/Compaq workstations with a minimum 2 GB of RAM.  These workstations are deployed using a standard image of common productivity applications. Application software and application upgrades are packaged and automatically deployed where possible using SCCM. Antivirus deployment and monitoring is managed with ePolicy Orchestrator. The workstations are “locked down” which prevents unauthorized configuration changes or loading of non-standard software.  No local administrative rights are provided to users.  Projects or solutions seeking to add new software to the workstations must have the software evaluated to ensure it is compatible with the standard image. 


Current Workstation Hardware Minimum Standards 


Standard Desktop:


· HP DC5700 or DC5850

· Intel® Pentium® Dual-Core 2.0 GHz or AMD Athlon 64 X2 Dual-Core 2.0 GHz

· 2GB RAM


· 80.0 GB Hard Drive


· DVD ROM 


· 8 USB Ports


· Integrated Video Card


· Integrated High Definition audio with Realtek 2 channel ALC260 codec

· Integrated Broadcom 5755 Gigabit Ethernet

· Keyboard, mouse


Mobile Desktop: 


· HP NC6710 or NC6715

· Intel® Core™ 2 Duo Processor 2.0 GHz or AMD Turion 64 X2 Dual-Core Mobile Technology 2.0 GHz

· 2GB RAM


· 80 GB Hard Drive


· DVD ROM

· Integrated Broadcom NetLink Gigabit Ethernet

Tablet:  

· HP 2730p or 2710p or TC4400

· Intel® Core™ 2 Duo LV Processor SL9400 (1.86 GHz, 6 MB L2 cache, 1066 MHz FSB)

· 2GB RAM


· 120 GB Hard Drive


· 12.1-inch diagonal Illumi-Lite, WXGA UWVA, anti-glare with Digitizer 1280 x 80010/100/1000 NIC, Intel 802.11a/b/g/draft-n (up to 300 mbps data rate); Bluetooth 2.0

Current Workstation Software Minimum Standards


· MS Windows XP Professional SP2


· MS Office 2003 Professional (Word, Excel, PowerPoint, and Outlook) 


· MS Access (Only installed when required for use as a personal productivity tool ONLY. Not for Business Databases) 


· Diskkeeper 7.0, McAfee VirusScan Enterprise, IE 6, and Microsoft SCCM

· Web Plug-ins / Viewers are: Acrobat Reader 6, Macromedia Flash, DWF Viewer

· Meditech Client 


· All systems imaged with Symantec Ghost version 2008


3. Database System 


The Fraser Health Authority’s standardized Database solution is MS SQL 2005. Currently we have two clustered SQL 2000 farms, one located in each Datacenter. We also have a SQL 2005 clustered located at one of our data centers. These systems are built on the Microsoft Windows 2003 Enterprise Clustering Technology, configured in an active configuration


4. Data Warehouse


The Enterprise Data Warehouse supports the union of data sources across the enterprise. It provides a query able and trusted source of data and information to meet research, analysis, planning and decision support needs of the FHA. The data warehouse also supports provincial and national reporting of regional information including:


· To support standard definitions, calculations and views which allow data to be analyzed across data sources and functional areas of the organization.


· To collect and maintain historical data to enable comparative and trend based reporting and data mining.


· A flexible and robust presentation layer that is designed to support Business Intelligence including: OLAP, Aggregates and Dimensionality.


5. Application Integration


To accomplish data integration Microsoft BizTalk 2003 with a HL7 translator interface engine is used. This interface engine facilitates the exchange of HL7 messages between several dissimilar environments. 



Fraser Health’s System Compliance Expectations


Network


The vendor is required to use the FHA’s existing network.  All devices that connect to the network will comply with the standard network addressing policy which includes DHCP/DNS on workstations, fixed address on servers and non-standard devices.  The vendor shall comply with hospital IS requirements for security and equipment (including virus protection and system patching) standards across the enterprise.


Monitoring and management of the network and its components shall be possible from the Authority’s system management application(s) which shall provide comprehensive functionality for monitoring traffic patterns, loss of packets/cells, network component failures, re-configuration, etc.  Core components (All Servers, Network devices) should be SNMP enabled for traps to provide event reporting and remote monitoring.

The vendor will define and detail the required network infrastructure to implement the requirements of this RFP for workstations internal and external to the enterprise.  The vendor is required to use the hospital’s existing network. 


Vendor Systems


The proposal shall include a detailed description of the architecture of the system, documenting the system topology, the components of the system and the connections to the existing FHA infrastructure.


Vendors shall quote, in detail, ALL related hardware separately.  Operating system and other OEM software shall be quoted and listed separate from vendor specific application software.  It is the intent of the FHA to evaluate quotations based on the proprietary vendor application software separate from all other system components.


· The proposal shall include a description of the theory of operation of the system, 


· communication with the external HIS


· database access by a workstation


· backup and archiving


Known upper limits of the architecture with respect to storage capacity, processing capacity, network throughput, input/output throughput, etc., shall be individually documented in the proposal, along with the capacities of systems. The vendor shall state the performance expectations of various subsystems or functions and note the limiting factor for such subsystems 


Remote Support


The vendor shall comply with FHA policy requirements for remote access security and equipment to deliver remote support services. Specifically, an IPSEC VPN link to the FHA Nortel Contivity server is the connection mechanism, no direct connections to any other network attached device is permitted (e.g. dial in via modem). The preferred IPSEC link is via a site to site VPN tunnel. Individual support workstation connections are possible, but discouraged. The preferred method for remote access is RDP. Remote control programs such as PCAnywhere and Remotely Anywhere may be acceptable where RDP cannot be used.

Database


The system shall support the association of individual users to one or more user-groups each having individually configurable access-privileges.


The system shall provide access control and auditing mechanisms that enable assignment of unique access privileges to individual users and user groups to access or alter system resources and data.  


Fraser Health Authority database backups are managed with VERITAS NetBackup and related agents. If the product’s database backup is not compatible with the Fraser Health Authority’s backup systems, the products database backup and verification procedures should be described in detail.  The database should be backed up and verified at least daily by an automated procedure that does not take the database out of service or significantly impact database performance.  Automated alarming of errors is also desirable.


A system-wide administration function shall be provided to facilitate user and group profile creation, data integrity checks and maintenance, and any other administration functions as required by the implementation of the product.  A graphical user interface for this function is strongly preferred.


The Fraser Health Authority maintains ANSI SQL / Open Database Connectivity (ODBC) compliant relational databases. Vendors or project teams seeking to deploy new applications must be compliant with this direction. 


		DATABASE MANAGEMENT SYSTEM

		MINIMUM

		PREFERRED



		Microsoft SQL Server

		SQL 2005

		SQL 2008





Full operational and administrative support can be offered for the above product and corresponding hardware environments.


Storage & Archival System


The application should be able to make use of the FHA high performance on-line storage and archival solutions which inherently have multiple levels of redundancy and availability.  In this document, the term “archive” refers to storage for long-term access.  Any built in storage capacity should be quoted separately.  


The management of the storage infrastructure shall be the responsibility of FHA.  In essence, FHA will provide the successful vendor with a virtual cloud of storage, and the vendor will be responsible only for the management of the data.  The storage solution may consist of SAN and other related technologies as follows: 


· EMC Clariion CX3-80 SAN


· EMC Clariion CX600 SAN


· EMC Clariion CX700 SAN

· EMC V-Max


· EMC Celerra

· EMC Centera


Backups are managed with VERITAS NetBackup and related agents.


Modality Workstations


Describe minimum and recommended configurations for workstations.


Identify any limitations in using a standard FHA workstation and associated system tools for managing system updates and virus protection (e.g. Microsoft SCCM, Microsoft SUS and McAfee VirusScan with EPO). Microsoft Windows based workstations should be capable of joining the FHA Active directory domain.

Describe the client software installation and the required permissions for both installation and use and describe workstation licensing options. 


Operations


The proposal shall include a description of the staff and time required to operate and administer the system, their necessary qualifications, and the tasks the staff will perform.


Reliability


The system shall be designed with reasonable redundancy so that no single point of failure can cause a major breakdown and shall protect against the loss of data.


Where appropriate to guarantee against loss information during acquisition or storage in the event of a power failure, the vendor shall supply an Uninterruptible Power Supply (UPS) with sufficient capacity to support the necessary equipment during the operation.  This requirement is not intended to require UPS at all locations, only at those locations where a power failure would cause a loss of patient images or information and existing facility UPS service is not available.  This requirement is also not intended to require that the system continue to operate for additional acquisitions during the power outage.


Identify any required scheduled maintenance windows for the systems and related. 


The proposal shall identify all components, the failure of which can cause significant loss of system functionality, e.g., inability to acquire, display, archive, or fetch exams.


The vendor shall describe the failover strategies to be employed when each system component fails, including interfaces to external information systems. 


Each failover strategy shall include detailed descriptions of:


· how the failure will be detected


· how much of the system will remain operational during the failure


· how the function of the failed component will be performed during the failure


· how the system will be restored after the failure has been corrected.


Centralized Computer Room


The proposal shall specify those core system components which are appropriate to centralize in a computer room with limited access for system administration and maintenance personnel.  The vendor shall describe remote system administration methods and functionality.

Backup


Ensure periodic image backup (e.g. Ghost image) to allow timely restoration, image backup before and after major system changes (e.g. upgrades), and logging / auditing of all patient information.


Fraser Health Authority has embraced Meditech as it’s primary health information system platform.  Two systems are currently based on the Magic operating system.  One of these Magic systems will be turned down in the near term.  There are also two implementations of the Meditech Client/Server platform.  This is our target future hospital information system platform.  Existing Meditech Magic versions will be transitioned to the Client/Server version over the next 2 years.  Predominantly the Authority systems, including Meditech, are based on an Intel based platform running the core Microsoft suite of products. 


Fraser Health Authority is in the process of consolidating data centers and servers.  At completion, there will be two prime data centers where applications, resources and services will be accessed over the WAN.   


Security Consideration

AV, patching (OS and Apps), pen testing, least privilege

Internet Technologies


The Fraser Health Authority supports and maintains an Enterprise class, standards compliant Microsoft HTTP Web system Webserver IIS. Client software is Internet Explorer 6.0 minimum. The Fraser Health Authority supports and maintains an Enterprise class messaging system based on Microsoft Exchange. This is a standards compliant implementation using IMAP4, LDAP and MAPI standards. Client software is the Outlook XP.


Specific Technical Standards


The FHA ITS Dept. maintains technology standards in a proactive manner. Vendors or project teams must comply with current FHA technology standards or submit any new technology standard for approval.

Product Overview

		Detailed Product Description:

Please give a detailed explanation of your product and how it will be used within the Fraser Health Authority.  Please also provide an architectural diagram of your system (Example Architecture Diagram is available Appendix A)





		






1.0 Security

		1.1 - User Authentication and Authorization

		Score: ___



		Definition:


FHA defines User Authentication is the process of determining whether someone or something is, in fact, who or what it is declared to be.  Authorization is the process of granted an authenticated user privileges within an application or system.  In most case, authentication and authorization is commonly done through the use of user accounts and passwords.


Question:


Does your product provide a mechanism for User Authentication and Authorization (Yes or No)?


(If you answer is "No", please skip to the "Encryption" sub section)



		

		Question

		Example Answer

		Vendor Answer



		1

		Does your product permit each user to be uniquely identified?  This includes any vendor support and/or administration IDs. Indicate the steps required to set up the user and maintain appropriate access.

		Yes, our product requires that each user is identified by a unique username and password combination.


In order to facilitate the administration of users and groups, our product has a user administration module.  From within this module, user accounts and group application permissions are created and modified.  


Alternatively, our product allows for integration with Active Directory.  In such an implementation, the user accounts and group permissions can be administered from Active Directory.

		



		2

		Does your product log access attempts (successful and unsuccessful) at all levels (user, administrator, etc)? Describe.

		Yes, the product logs access to the system as well as all end user activities, such as failed connection attempts, number of retries, etc.

		



		3

		Does your product lock out the user after a specified number of incorrect log-on attempts have been exceeded?  Specify whether the number of log-on attempts can be user-defined.  Explain the lock out procedure including logging and notification options.

		Yes, our product will automatically lock out a user after 3 unsuccessful attempts.  The number of attempts is configurable and can be changed by the system administrator.  Once the lockout has reached the maximum number and user will be notified to contact their administrator who can reset the user account.  The account lock is also logged in the system.

		



		4

		Does your product automatically log-off an inactive user after a specified amount of idle time?  Specify whether your product has this capability, and if so, specify whether this time period can be user-specified.

		Yes, our product will automatically log-off an inactive user after a configurable time period.  The time period can be modified by the system administrator.

		



		5

		Does your product store passwords in clear text or are they stored in an encrypted/hashed format?

		Our product encrypts all passwords using a 256 bit encryption.

		



		6

		If your product enforces a password security policy, describe the policy in detail.

		The product enforces the following password policy: 

- Configurable minimum / maximum password length.


- Configurable minimum / maximum characters for user identification.


- At least one alphabetic and one non-alphabetic character (Configurable).


- Non-numeric character in the first and last position (Configurable).


- Configurable maximum consecutive identical characters from any position in the previous password.


- Configurable maximum identical consecutive characters.


- Does not contain the user id as part of the password (Configurable).


- Configurable maximum change interval


- Configurable number of password changes for which the password cannot be reused

		



		7

		Can the product reference external authentication databases (specifically Active Directory or Radius)?

		Our product can integrate with Active Directory and is compliant with both LDAP Version 2 and Version 3.  


Authentication is handled via certificate-based digitally signed tokens.


Our product can also make use of non-LDAP directory services such as Whois++ and SOLO.

		



		8

		Does the product support user defined role-based access control? If yes, describe.

		Yes, our product supports role based access control.  Through our products administration module, the administrator can configure users to be both members of a group and having a particular role.  Permissions can be established at both the group and role level.  For example, a user can belong to a particular group and be granted a certain base level of access based on that group.  A user can then also have a specific role within that group, further granting (or restricting) access.  

		



		9

		Please identify if your product has any of the following:

		

		



		

		a. administrative backdoors

		Our product has no built-in administrative backdoors.

		



		

		b. Built-in privileged accounts

		Our product has no built-in special privileges.

		



		

		c. software time bombs

		Our product has no built-in software time bombs.

		



		10

		FHA employs a least privileges model for the user and service accounts that run applications.  Does any part of your product require an account with escalated privileges (system administrator, power user, etc.) privileges in order to function?  Describe.

		No, the product does not require administration privileges to function.

		





		1.2 - Encryption

		Score: ___



		Definition:


FHA defines Encryption as the reversible transformation of data from the original (the plaintext) to a difficult-to-interpret format (the cipher text) as a mechanism for protecting its confidentiality, integrity and sometimes its authenticity.  Encryption uses an encryption algorithm and one or more encryption keys.

Question:


Does your product provide a mechanism for encrypting data (Yes or No)?

(If you answer is "No", please skip to the "Auditing" sub section)



		

		Question

		Example Answer

		Vendor Answer



		1

		Does your product have the ability to encrypt data prior to storage?

		Yes, our product performs data encryption using Public-key cryptography to encrypt data at the storage level. 

		



		2

		Does your product have or support the ability to encrypt data during transport?

		Yes, our product supports encryption during the transportation of the data via SSL connections.

		





		1.3 - Auditing

		Score: ___



		Definition:


FHA defines Auditing as the ability to conduct a review and examination of system records and activities in order to test the adequacy and effectiveness of data security and data integrity procedures, to ensure compliance with established policy (i.e. FOIPA) and operational procedures.

Question:


Does your product provide a mechanism for auditing?

(If you answer is "No", please skip to the "Miscellaneous" sub section)



		

		Question

		Example Answer

		Vendor Answer



		1

		Does your product produce security audit trails?  If yes, please describe the audit reports in detail.

		Our product produces an audit trail for the following conditions: 

- Time and date of activity.

- User who performed the activity

- Type of activity (edit, add, delete, sign-on violation, etc.).

- Field alerts that have been changed, along with their “before” and “after” values, as well as the major identifying fields or keys of affected record(s).

- Password changes.

- Number of password attempts prior to access being denied.

- What activities to which access was denied.

		



		2

		If your product produces audit trails, does it allow for a variety of user-specified parameters?

		Our product has a comprehensive audit module that allows users to create custom audit reports according to various parameters including (but not limited to):

- User specified time frame
- Key identifies (e.g. patient ID)
- Activity type
- Specific user-code (Customizable)

		



		3

		Other?  (Provide details)

		In addition to the query module above, our product has built in interfaces that allow audit data to be securely exported to a separate reporting database.

		





		1.4 - Miscellaneous

		Score: ___



		

		Question

		Example Answer

		Vendor Answer



		1

		Does your product function correctly when McAfee Virus Scan Enterprise and EPO (Enterprise Policy Orchestrator) are installed for desktops and servers?

		Yes, our product has been validated with McAfee Virus Scan and Enterprise Policy Orchestrator.

		



		2

		Has your application been tested for security flaws and vulnerabilities either by an internal process of by a third party?

		Our product is regularly tested for security flaws and vulnerabilities by our internal security team.

		



		3

		Does the product restrict access (lock out function) during testing or housekeeping?

		Yes, all functions and modules can be locked down for testing or maintenance.  

		





2.0 Network

		2.1 - General

		Score: ___



		Question:


Does your product have the ability to function as a network based application or system (Yes or No)?


(If you answer is "No", please process to the "Application" section)



		

		Question

		Example Answer

		Vendor Answer



		1

		Can your product function with only Ethernet TCP/IP protocol?

		Yes, our product uses only standard TCP/IP networking protocols.  

		



		2

		Does your product utilize Ethernet / multicast broadcasts to function? If so, detail the nature of these broadcasts including TCP/IP port numbers, frequency, packet size, etc.

		Yes, our product can be configured to multicast broadcasts to improve performance.

Ports:1758, 1759

Packet Size: 512 bytes

		



		3

		If any function or module of your product participates in data acquisition from real-time or near real-time devices (i.e. patient monitor, lab analyzers) describe the methodology of these transfers and their tolerance for faults, latency, etc.

		Our product does acquire patient data in real-time through the patient monitor.  The information is transferred from the monitor to the system across the network via TCP/IP.  

Our product uses redundant caching of the acquired data to support a high level of tolerance for faults and latency.

		



		4

		If your product will operate over a remote access connection, what is the minimum bandwidth required on such a link?  Describe any additional infrastructure required to support this capability, or any limit in application functionality through such a connection.

		Yes, our product can operate over a remote access connection.  Our product requires a minimum bandwidth of 1.5 Mb/s download speed and .5 Mb/s upload speed (typical of most ADSL and Cable).

		



		6

		If your product is operated at more than one site with routers connecting the sites are there any specific router configuration changes other than standard TCP/IP routing that must be made to support your product?

		No, our product uses standard TCP/IP network connections and there are no specific router configuration changes required.

		





		2.2 - Wireless

		Score: ___



		Question:


Does your product have the any built-in wireless functionality?


(If you answer is "No", please process to the "Application" section)



		

		Question

		Example Answer

		Vendor Answer



		1

		Is your product a wireless medical device?

		Yes, our product is a wireless medical device.  

		



		2

		What wireless spectrum(s) does your product support


(a/b/g/n)?.

		Our product can operate in the 802.11a, 802.11b and 802.11g. 

Support for 802.11n is expected in Q2 of this year.

		



		3

		Does your product support WPA2-AES encryption?  If not, what level of encryption does your product support (WEP, WPA-AES, WPA-TKIP, etc)? 

		Our product fully supports WPA2-AES.

		



		4

		Does you product require the ability to roam?

		Yes, our product requires roaming capability?

		





3.0 Application

		3.1 - General Application

		Score: ___



		Definition:

FHA defines an Application as a program designed to perform a specific function directly for the user or, in some cases, for another application program.  An application can either be server based, client based or both.

(If you answer is "No", please skip to the "Distributed System" sub section)



		

		Question

		Example Answer

		Vendor Answer



		1

		Does your application run in the foreground or as a service?

		Our application runs as a service on the server.  Client side components require an active user to be logged in to maintain the session.

		



		2

		Please provide an architectural diagram of your system.

		Example Architecture Diagram is available Appendix A.

		



		3

		Identify any features / capabilities that will need to be developed or customized specifically to meet FHA specifications.

		Our product implements a number of Application Programming Interfaces (APIs) which are open and documented, and which may be used by second- and third-party developers to augment / modify the functionality of the system.

We provide a software developers kit to support development by second- and third-parties.

At this time there are no capabilities that will need to be developed or customized specifically to meet Fraser Heath Authority specifications.  

		





		3.2 - Distributed System

		Score: ___



		Definition:


FHA defines a Distributed System as a computer system consisting of a collection of autonomous computers linked by a network and equipped with software that enables the computers to coordinate their activities and to share the resources of system hardware, software, and data, so that users perceive a single, integrated computing facility.


Question:


Is your product a Client/Server model (i.e. 2-tier/3-tier/n-tier r) or does it function as a Standalone system?

(If you answer is "No", please skip to the "Dependent Technologies" sub section)



		

		Question

		Example Answer

		Vendor Answer



		1

		Is your product use 2-tier, 3-tier or n-tier architecture?

		Our product is architected as an n-tier (4 or 5 depending on the implementation) solution.  The 4 tiers consist of an application server, a database server, a web server and a client (workstations or PCs).

		



		2

		Does your product handle the majority of the processing operations:

a. Mostly on the server (Thin Client)
b. Mostly on the client machine (Fat 
    Client)
c. Hybrid of a and b.

		Our product is designed a hybrid solution.  The application client handles most of the processing, allowing the application server to better utilize its resources managing the application.  However, when the web client portion of our product is an extremely thin client, relying on the web server to do the majority of processing.

		



		3

		Describe any middleware required for your distributed application to function (i.e. message broker, content management system, etc.)? 

		Our product implements JMS for real time messaging, thus a message broker (typically installed as part of the web server as is the case with Web Logic) is required.  Our product can work with a number of external message brokers (i.e. BizTalk).  How the message broker is deployed is dependent on the installation.

		



		4

		Does your product have the ability to balance load or be integrated with an external load balancer?

		Our product cannot be directly load balanced; however, typically both the application server and web server can be load balanced, which is transparent to our application.

		





		3.3 - Dependent Technologies

		Score: ___



		Definition:


FHA defines a Dependent Technologies as any technology that must be installed on the system in order for the application to function (i.e. Java, .NET, etc).

Please describe the technologies that must be installed on the system order for your product to function?


(If you answer is "No", please skip to the "Web Application" sub section)



		

		Question

		Example Answer

		Vendor Answer



		1

		Does your product require Java to be installed on the system in order for your application to function?  If so, please detail the version required.

		Our product requires Java EE 5.0 to be installed on the server.

		



		2

		Does your product require the Java Runtime Environment (JRE) to be installed on the system in order for your application to function?  If so, please detail the version required.

		Yes, our product is designed to function with only JRE 1.4.2.16 or higher to be installed on the client.

		



		3

		If your product requires the JRE, can it function with multiple versions of the JRE installed on the system?

		Yes, our product can function with multiple installations to the JRE installed so long as the version the application is configured to use is version 1.4.2.16 or higher.  During the installation process, the installation wizard asks the user to specify the JAVA_HOME to be used for the product.  Here the user can choose the location of the appropriate JRE version.  This can also be done as part of a silent operation via the installation configuration file install_config.xml.

		



		4

		Does your product require the .NET framework to be installed on the system in order for your application to function?  If so, please detail the version required.

		Our product requires .NET Framework 2.0 to be installed on the client and server in order to function.

		



		

		Does your product make use of COM+ (Component Object Model Extension), DCOM Distributed COM), or ActiveX?

		Yes, our product uses COM+.  Specifically, our product is a web based product that uses ActiveX.

		



		

		Are there any required dependency files (i.e. DLLs) that must be installed in order for your application to function?

		Our product does not have any dependency files that need to be installed separate from the actual product installation.

		



		

		Is your products installation packaged in an .msi (Microsoft Installer) or .exe (Executable)?

		Our product's installation is packaged in an .msi file.

		



		

		Does your product allow us to use automatic deployment software such as Microsoft's System Center Configuration Manager (SCCM) to distribute updates and patches for your application? 

		Yes, our product is fully compatible with Microsoft's Systems Center Configuration Manager.

		





		3.4 - Web Application

		Score: ___



		Definition:


FHA defines a Web Application as any application which makes use of one of more web based objects, services or protocols (i.e. web client, web services, etc).

Question:


Does your product have a web component (Yes or No)?

(If you answer is "No", please skip to the "Remote Access" sub section)



		

		Question

		Example Answer

		Vendor Answer



		1

		What Web Application Servers are required/supported by you product (i.e. IIS, Websphere, WebLogic, Apache, etc)

		Our product requires IIS 6.0 or Websphere 6.0.

		



		2

		Does your product require any browser plug-ins to functions (i.e. Flash, Apple QuickTime, etc.)

		Our product requires the Flash 8.0 plug-in if the products training videos are to be used, otherwise no plug-ins are required.

		



		3

		Does your product submit all sensitive form data via the POST method to ensure the data is not displayed in the URL (as would be with the GET method)?

		All form data is submitted via the POST method.

		



		4

		Does your product support/implement SSL between both the client and the web server and between the web server and the database?

		Our product implements SSL for the entire web session between the client and the web server.


Calls to the database and returned result sets are passed between the database and the web server via SSL.

		



		5

		Are all the connection strings that are stored on the web server encrypted?

		We encrypt all database connection strings that are stored on the web server.

		



		6

		Does your product use windows or form based authentication.

		Our product uses windows based authentication.

		



		7

		Does your product store the users ID/password/sensitive information anywhere other than the database (i.e. in hidden fields, cookies or session object)?

		Our product only stores an encrypted password in the database.


The user ID and sensitive information is sometimes stored in a session objects but not in a hidden fields.  This is done because storing sensitive information in hidden fields or cookies would greatly decrease the security of this information.

		



		8

		Does every page of your product have an explicit check to your authorization logic?

		Our product performs an authorization check on every request sent from the browser.

		



		9

		Does your product perform server side validation for every source of input from the browser that comes into your application (form data, cookies, headers, etc)? 

		Our product performs validation of all data coming from the browser on the server.

		



		10

		Does your product perform any client side validation of form data?

		Our product does not perform any client side validation.

		



		11

		Does your application require cookies to be enabled in order to function?

Do you encrypt cookies that contain sensitive information?

		No, our product does not require cookies in order to function, but cookies can be used to lessen the load on the application server if so desired.  Only session cookies are used by our product in this scenario and all cookies are encrypted.

		



		12

		Have you ensured that your products session identifiers are random and unique?

		All of our session identifiers are created with a randomization routine.

		



		13

		Does your product ensure that sessions expire both after disuse (HTTP timeout) and after a set length of time (Hard limit)?

		Our product will invalidate a session after a configurable period of time.  Our product will also invalidate a session after a configurable period of inactivity.

		



		14

		Please explain how you have secured your application from common web based attacks (i.e. Cross-site Scripting, SQL Injection, Information Leakage, etc).

		Our company employs third party penetration testing to ensure that our product is as secure as possible.  Specifically, our product is tested against the 26 classes of attacks as defined by Web Application Security Consortium.

		



		15

		Please identify ports, protocols and services required for you web component to function.

		Our product uses the following ports, protocols and services:

Ports and Protocols
SSL on port 443 (Secure Socket Layer)
SFTP port 22 (Secure FTP)
TCP port 1521 (database connections)

Services
Windows file and print service

		





		3.5 - Remote Access

		Score: ___



		Definition:


FHA defines Remote Access is the ability for FHA users of a system to get access to an application or its data from a remote site external to the FHA LAN.  (Note: This section is not meant to address remote support).

Question:


Does your product allow for it to be used remotely by end users (Yes or No)?

(If you answer is "No", please skip to the "Third Party Software" sub section)



		

		Question

		Example Answer

		Vendor Answer



		1

		Describe all remote access methods that will function properly with the product (e.g. VPN, modem, wireless, etc.).  Please include all ports and protocols that are used.

		Our program can be accessed remotely via VPN or through our web client over a secure SSL connection.


Ports and Protocols


SSL on port 443 (Secure Socket Layer).

		



		2

		What type of remote access is required to support the product?   Please include all ports and protocols that are used.


(Note:  The FHA does NOT authorize the use of modems connected to the Authorities’ network.)

		Our product can be supported remotely via VPN or through our web based support module over a secure SSL connection.


Ports and Protocols


SSL on port 443 (Secure Socket Layer)


Telnet on port 25 (VPN)

		



		3

		Can your product be supported according to the FHA remote support model as defined in the Computing Environment section?

		Our product can be supported using this model.

		





		3.6 - Archiving

		Score: ___



		Definition:


FHA defines Archiving as the process of removing a precise set data to a long-term storage medium for backup.

Question:


Does your product have an archival component (Yes or No)?

(If you answer is "No", please skip to the "Import / Export" sub section)



		

		Question

		Example Answer

		Vendor Answer



		1

		Does your product have an archival component?

		Our product can be used with any existing archival mechanism the FHA uses.

		



		2

		Describe the archival architecture of the product.

		Our product is reliant on the FHA’s existing archival solution.

		



		3

		What mechanisms are in place to ensure the integrity of archived information?

		All archive information that has been archived by our product will be accessible by future versions.

		



		4

		Describe the backwards compatibility for the retrieval of archived information from the source system.

		Yes, any searches performed with our product will search through both data stored on the hard disk and in the archive.

Our product also allows for searches from other applications to access the archive.

		



		5

		Can archived data be included in search and reporting processes with active data?


If not, is the data available for search and reporting purposes with external tools?

		Our product allows for archiving to be configurable.  By default, all data is written to the archive when a case is close.  However, the system can be configured to only archive data older than a predetermined period of time (i.e. all data older than three months will be archived and purged from the hard disk).

		



		6

		What is the basis for selection of records for archiving?

		Our product allows the user to select a specific period of time that a case remains on the hard disk before being sent to the archive.

		



		7

		Describe how the user defines the criteria for selecting records to be archived.

		Our products archiving solution has an archive scheduler that allows administrators to schedule archiving on a configurable basis.  Administrators can also choose to turn off automatic archiving and do manual archiving instead.

		



		8

		Is the archiving process automated? If yes, describe in detail.

		Our product allows users to retrieve cases based on various search criteria (i.e. first name, last name, PHN number, etc.).  When a user performs a search, both the hard disk and archive are accessed.

		



		9

		Describe how archived records are accessed.

		All data acquired by our product is immediately written to disk while at the same time is written to our optical storage jukebox archive as each patients case is closed.  Data is kept on the hard disk for three months before being purged by the system.  Archived data is never purged automatically, but can be purged manually.

		





		3.7 - Import / Export

		Score: ___



		Definition:


FHA defines Import Capability as the ability to load data from other discrete data sources or files of various formats.  FHA defines Export Capability as the ability to extract data from a system for importation into another system.

Question:


Does your product have the ability to import or export data (Yes or No)?

(If you answer is "No", please skip to the "Customization" sub section)



		

		Question

		Example Answer

		Vendor Answer



		1

		Describe in detail the product’s import (include formats and granularity.)

		Our product has the ability to import patient data from another system by way of HL7 or bulk load (XML based).

		



		3

		Does the system provide the capability to select data elements and to export them in standard formats (i.e. ASCII, EXCEL, and PDF)?

		All data elements (or subsets thereof) can be selected and exported to PDF or Excel format via the reports module.  Our product also supports integration with external systems via HL7 or XML.

		





		3.8 - Documentation

		Score: ___



		Definition:


FHA defines Documentation as any material used to describe, explain or instruct users, administrators and/or support personal regarding details of the system or application.

Question:


Do you provide documentation with you product (Yes or No)?

(If you answer is "No", please skip to the "Application Upgrades" sub section)



		

		Question

		Example Answer

		Vendor Answer



		1

		Attach technical specifications of your product for review.

		 

		



		2

		What was the release date of this current version?

		1-Jan-08

		



		3

		What was the release date of the previous version?

		1-Jan-07

		



		4

		Do you allow copying of the documentation?

		Yes, all documentation can be copied and distributed within your organization only.

		



		5

		Indicate which of the following documentation is provided:

		 

		



		

		a. End user manual

		Yes

		



		

		b. Reports setup and generation manual

		Yes

		



		

		c. Implementation manual

		Yes

		



		

		d. System administration

		Yes

		



		

		e. Training manual

		Yes

		



		6

		On which media do you provide the documentation?

		All documentation is provided in electronic format.

		





		3.9 - Upgrades & Patches/Hot Fixes

		Score: ___



		Definition:


FHA defines an Upgrade as any change to an application’s or system’s underlying code, core functionality, data elements or presentation so as to provide a significant improvement the application or system.  FHA defines Patch/Hot Fix as a fragment of program code made available to fix a bug in an application/system or to add a new minor feature before an updated version of the application is released.  


Question:


Do you provide documentation with you product (Yes or No)?

(If you answer is "No", please skip to the "Application Upgrades" sub section)



		

		Question

		Example Answer

		Vendor Answer



		1

		Please detail your planned version/release schedule for the coming year.

		We have a patch/hot fix release every 3 months.  The next major upgrade will be to version 3.0 from 2.5.13.  This upgrade is scheduled to be released in August 2008.

		



		2

		Describe any downtime requirements for upgrades.

		For both upgrades and patches the application service must be shut down while the upgrade is performed.  Upgrades usually require a downtime window of 30 - 45 minutes.

		



		3

		Who applies the product upgrades/patches (FHA or vendor)?

		The client normally performs all upgrades but we can perform the upgrades on behalf of the client if so requested.

		



		4

		If data conversions will be necessary for on upgrade or patch, please explain how conversions would be done.


Who is responsible for such conversions (FHA or vendor)?

		If any data needs to be converted for an upgrade or patch, we work jointly with the client to perform the conversions.

		



		5

		If upgrades are installed by the client, describe the level of support we can expect from your company.

		As per our support agreement, we will assign a technical support resource to your organization for upgrade.  These resources will be available 24X7 during the time of the upgrade.\

		



		6

		How many upgrades have been released in the past 12 months?

		One upgrade has been released in the past 12 months.

		



		7

		How many patches have been released in the past 12 months?

		Four upgrades have been released in the past 12 months.

		



		

		Please provide any release notes made for upgrades / patches that occurred in the last 12 months.

		

		



		

		If applicable, explain how updates/patches are charged to the clients.

		There are no charges for upgrades as long as a support agreement is in place.

		



		

		How many releases or versions of the product are currently supported?

		All versions are supported as long as a support agreement is in place.

		



		

		For how long are prior versions supported?

		Versions are supported for a minimum of 10 years.

		



		

		What is the date of the next planned upgrade of the product?

		August 2008

		



		

		What is the date of the next patch release of the product?

		May 2008

		



		

		For each upgrade and patch do you provide:

		

		



		

		a. Implementation guidelines?

		Yes

		



		

		b. Testing guidelines?

		Yes

		



		

		a. Expected test results

		Yes

		



		

		b. Documentation?

		Yes

		



		

		c. Training?

		Yes

		



		

		d. Other?

		

		





4.0 Client Devices

		4.1 - General

		Score: ___



		Definition:


FHA defines a Client Device as the computer or system the end user directly interacts with (i.e. client desktop or workstation, portable medical device, etc). 

Question:


Does your product require a client device to operate (Yes or No)?

(If you answer is "No", please skip to the "Server" section)



		

		Question

		Example Answer

		Vendor Answer



		1

		Will you product function on current FHA standard client devices as outlined in the FHA Computer Environment description?

		Yes, our product is completely compatible with the FHA standard client devices.

		



		2

		Does your product support or require multiple CPUs?

		Our product does not require multiple CPUs, but multiple CPUs are supported.

		



		3

		What are the client disk space requirements for your product?

		 

		



		4

		a. For basic installation?

		200 MB

		



		5

		b. For advanced installation?

		400 MB

		



		6

		What size of hard drive is recommended?

		We recommend a minimum drive size of 2 GB for client machines.

		



		7

		Are any special hard drive characteristics required?

		Serial ATA interface is recommended.

		



		8

		Does your product require any proprietary or add-on hardware components? Describe in detail the technical specifications and requirements of these components.

		We recommend a minimum of a 17" monitor screen pixel resolution of at least 1280 x 1024, with a color depth of 24 bits.  

Ideally a 20+" monitor is used with a resolution of 1600 x 1200, with a color depth of 32 bits.  Flat-panel LCDs are recommended for color quality.  A digital DVI interface to the monitor is recommended since it results in more accurate colors

		



		9

		Does your product require any additional industry standard hardware that is currently not part of our FHA standard PC/Laptop build (i.e.. Floppy Drive, Card Reader, Biometric Device, etc.).

		Our product does not require any hardware that is not already included in the FHA standard PC/Laptop build.

		





5.0 Server

		5.1 - General

		Score: ___



		Definition:


FHA defines a Server as a powerful host computer on a network that processes and responds to requests for information from it.

Question:


Can your product be run on/from a server (Yes or No)?

(If you answer is "No", please skip to the "Database" section)



		

		Question

		Example Answer

		Vendor Answer



		1

		If your product cannot share system resources with other applications, provide a detailed explanation why not.

		Our product cannot share resources with other applications on the application server if our product is installed on a single application server.  Our product processor intensive and sharing resources such as server memory would degrade the performance.  

If the application server is clustered, then there are no restrictions with regards to the sharing of resources.

		



		2

		Will your product run on FHA’s Standard Server platform as described in the Computing Environment section?  If not, describe system requirements.

		Yes, FHA's Standard Server platform meets the requirements of our product.

		



		3

		How many servers are required to run your product in the FHA environment?

		Our product is an n-tiered solution that requires at least three logical servers (database server, application server, web server).  These logical servers can be installed on one physical server if desired, though this is not recommended.  We recommend at the very least having a separate server for the database.  

Ideally, our product should have a separate server for each logical server (database server, application server, web server).  We recommend that the database reside in a clustered environment to support high availability.

		



		4

		For each server you identified in question 3, answer the following:

		 

		



		

		a. What are the CPU requirements (quantity and speed)?

		Database Server: 2 CPU @ 2.8 GHz 
Application Server: 2 CPU @ 2.8 GHz
Web Server: 1 CPU @ 2.8 GHz

		



		

		b. How much RAM is required (minimum and recommended) and recommended type?

		Minimum
Database Server: 2 GB ECC RAM
Application Server: 2 GB ECC RAM
Web Server: 1 GB ECC RAM

Recommended
Database Server: 4 GB ECC RAM
Application Server: 4GB ECC RAM
Web Server: 2 GB ECC RAM

		



		

		c. What type of server is required? 

		FHA's Standard Server platform is supported.

		



		

		d. What is the recommended server configuration for your product?

		FHA standard server configuration meets our products requirements.

		



		

		e. How much disk space is required for both basic and advanced installation?

		Basic
Database Server: 200 GB
Application Server: 500 MB
Web Server: 100 MB

Advanced
Database Server: 400 GB
Application Server: 500 MB
Web Server: 500 MB

		



		

		f. What size of hard drive is recommended? 

		If the servers are not SAN attached, we recommend a minimum of two hard drives at 150 GB each.

		



		

		g. What hard drive characteristics are required?

		Serial ATA interface is recommended.

		



		

		h. What RAID level is supported? (specify 0, 1, 2, 3, 4, 5)
    

		Our application relies on RAID to be implemented at the hardware or OS level, thus any RAID configuration supported by FHA is supported by our application.

		



		

		i. What RAID level is included in the   purchase price?  (specify 0, 1, 2, 3, 4, 5)
   

		All RAID levels are included in the purchase price.

		



		

		j. What are the supported disk    configuration requirements? (i.e. Mirrored set for NOS, Raid for data, logs, etc.)

		Our product can operate in a clustered high availability configuration and is cluster aware, including Raid and mirrored storage.

		



		

		k. What is the required minimum access    speed of the hard drive?

		We recommend a minimum of 7200 RPM.

		



		5

		Does your product support any of the following operating systems?

		 

		



		

		a. Windows (specify version and service   pack)

		Yes - Windows Server 2000 and 2003 (All service packs)

		



		

		b. Unix (specify vendor, version and patch level)

		Yes (Sun Solaris 10)

		



		

		c. Linux (specify vendor, version and patch level)

		No

		



		

		d. NetWare (specify version and patch level)

		No

		



		

		e. Other? (specify)

		 

		



		6

		Does the server running your application require any hardware that is not included in FHA's standard server build?

		No additional hardware is required.

		





6.0 Database

		6.1 - General

		Score: ___



		Definition:


FHA defines a Database as any collection of information organized in such a way that a computer program can quickly select desired pieces of data.  FHA considers any storage of information a database.  While some systems/applications make use of traditional databases such as MS SQL or Oracle; others make use of proprietary data stores that are synonymous with file systems.  In both cases, FHA considers these data stores to be databases.

Question:


Does your product have a database as defined by FHA's definition above (Yes or No)?

(If you answer is "No", please skip to the "Enterprise Integration" section)



		

		Question

		Example Answer

		Vendor Answer



		1

		Specify the Database Management System (DBMS) required / supported / recommended.  Include the vendor name and version of the DBMS supported.

		Our product supports MS SQL Server 2005 Service Pack 1.

		



		2

		Does the database support clustering or similar technology?  Please detail the technology being used.

		Yes, our product is cluster aware.

		



		3

		Specify the DBMS tools/utilities that are required as part of this product, as well as any optional purchases available. Include the vendor name, version and function of the tools.

		Our product only requires the tools and utilities that are native to MS SQL 2005.

		



		4

		Does the licensing model for the product include all required DBMS licenses? If no, specify the licensing/maintenance support costs for concurrent users.

		Yes, the licensing model for our product includes all required DBMS licenses.

		



		5

		Does the DBMS support ANSI SQL (Structured Query Language)? If not, specify language supported.

		Yes

		



		6

		What type(s) of database connectivity does you product require (ODBC, JDBC, ADO.NET)?

		Our product ships configured to use ADO.net but it can also support ODBC with some modifications.

		



		7

		Please provide an Entity Relationship Diagram detailing your products data model (Paste into the ERD tab).  If an ERD cannot be provided, please detail the data elements, their relationships, and their purpose?

		Example ERD is available in Appendix B.

		



		8

		Describe the backup/recovery components that are required / supported / recommended / available for the DBMS.

		Our product is uses MS SQL 2005.  As such any third-party backup application that uses the VSS framework to back up database files can be used.

		



		9

		Describe how your DBMS together with your product support a high availability environment.  What are the options available?

		The n-tier architecture of our product supports a high availability environment.  

The database tier is fully supported on a clustered MS SQL 2005 database.  

The application tier also supports clustered application servers.

The web tier can be hosted on a clustered portal or web farm.

		





7.0 Enterprise Integration

		7.1 - General

		Score: ___



		Definition:


FHA defines Enterprise Application Integration as the uses of software and computer systems architectural principles to integrate a set of enterprise computer applications.  It is further defined as the process of bringing data or a function from one application program together with that of another application program.  An example of enterprise application integration is the use of HL7 messages to enable data from one system to be accessed in another.

Question:


Does your product have the ability to interface with other applications which Fraser Health may be running on the network (Yes or No)?

(If you answer is "No", please skip to the "Electronic Health Record" section)



		

		Question

		Example Answer

		Vendor Answer



		1

		Does your product support HL7?  If so, please detail the following:

		Yes, our product supports HL7 for integration.

		



		

		a. Supported HL7 versions

		Our product support HL7 Version 2.x, 2.4, V2.5, V2.6 and 3.0

		



		

		b. HL7 messages supported/required for 
    integration

		ADT, ORD and ANR

		



		

		c. HL7 specification

		Please attach you product's HL7 specification or integration guide.

		



		2

		Does your product support any other method of integration (i.e. XML, custom interface, etc).

		Our product also supports the development of custom interfaces to external systems.  These custom interfaces are typically done via ETL (Extract, Transform, and Load) procedures.  Common formats include XML, fixed length file and character delimited file.

		



		3

		Does your engine / interface module run as a service / daemon? 

		The interface engine can be configured runs as a windows service in a Windows environment or as a daemon in a Unix/Linux environment.  A third party scheduler (i.e. AppWorxs, Autosys, etc) can also be used.

		



		4

		Is the proposed release of the application interface currently in use, in a production environment?

		Yes, the proposed release of the interface engine is in production in twenty-five (25) sites in Canada and the United States.

		





8.0 Electronic Health Record

		8.1 - General

		Score: ___



		Definition:


FHA defines an Electronic Health Record (HER) as a medical record or any other information relating to the past, present or future physical and mental health, or condition of a patient which resides in computers which capture, transmit, receive, store, retrieve, link, and manipulate multimedia data for the primary purpose of providing health care and health-related services.

Question:


Does your product collect patient information (Yes or No)?

(If you answer is "No", please skip to the "Growth" section)



		

		Question

		Example Answer

		Vendor Answer



		1

		Can the product link / interface to the Fraser Health Electronic Health Record? Describe.

		Yes, our product can interface to both Meditech Magic and Meditech Client Server via HL7 messaging.  Our product can also interface with other systems via HL7 or custom interface.

		



		2

		Is the product able to incorporate data from multiple facilities and provide a multi facility view of patient information?

		Yes, our product is designed to be an enterprise wide solution that allows data from multiple sites/facilities and systems to deliver a complete view of patient information.

		



		3

		Does the product have the ability to track, view, and alert clinicians to allergies or other customer defined critical care indicators within the system?

		Our product can interface with external systems to acquire such information and alert clinicians of possible conflicts.  Our system relies on the external HIS to track such information.

		



		4

		Under the BC Freedom of Information and Privacy Act we must have the ability to correct or annotate personal information.  Describe the system’s ability to correct personal information that is inaccurate or incomplete.  Is there an audit log of the correction?

		Yes, our product logs all modifications to a patient's record and stores this information in the audit tables.  Our product's auditing module can be used to report on these changes.

		





		8.2 - Master Patient Index (MPI)

		Score: ___



		Definition:


FHA defines Mater Patient Index as a software program that collects a patient's various hospital identification numbers and keeps them under a single, enterprise wide identification number.

Question:


Does the product have a master patient index (MPI) (Yes or No)?

(If you answer is "No", please skip to the "Growth" section)



		

		Question

		Example Answer

		Vendor Answer



		1

		Does the product have the ability to set up an unlimited number of client / patient IDs and/or traits within the system Master Patient Index (MPI)?  Examples include BC PHN, BC CIMS, or personal traits including alias name, other name, etc., including an unlimited number of MRNs (Medical Record numbers). Describe how these are configured.  Can additional fields be added on an ongoing basis?

		Our product is designed to be flexible and customizable to your environment.  As such, any IDs and personal traits can be configured to be collected against the MPI.  

New fields can be added on an ongoing basis by the via the configuration module.  Additional fields would need to be added as a column in the database.  The description for the field would then need to be added either through the configuration module.

		



		2

		Describe how the system identifies duplicate records, overlay records, etc.?

		Our system will identify duplicate records that are identical.  For non identical duplicate records, the system relies on manually matching. 

		



		3

		Can the product merge and unmerge records? If so, describe how the application handles merging and unmerging records?

		Yes, our product allows users to merge and unmerge records using the Record Consolidation Module.  From within this module users can select two or more records to merge and click the merge button to merge the records.  The system keeps track of merged records so that they can later be unmerged if a mistake was made.  Only merged records con be unmerged.

		



		4

		Does the product log the activities performed within the MPI such as changes to client data, merging, switching, unmerging, etc.? Describe.

		Yes, our system records all changes to data associated with the MPI.  The user who performed the change and the time of the change are also logged.  An audit trail can be produced by our products audit module.

		



		

		Can activity logs be kept indefinitely?  If not, what is the time restriction?

		Yes, audit logs can be kept indefinitely.

		





9.0 Growth

		9.1 - Maintainability

		Score: ___



		Definition:


FHA defines Maintainability as the ability for a system or component can be modified to prevent or correct faults, maintain or improve performance (or other attributes), and adapt to a changed environment.

Question:


Does your product offer a Maintenance Strategy (Yes or No)?

(If you answer is "No", please skip to the "Scalability" sub section)



		

		Question

		Example Answer

		Vendor Answer



		1

		What is the largest install base for users, sites and PC’s for the product?  

		The largest install base for our product consists of four interconnected hospital sites and 1000+ users.  This is inclusive of:
 


· 400 Workstations 


· 1 Weblogic 6.0 Application Server 


· 1 Clustered SQL Server 2005 Database

		



		2

		Describe the product’s procedures for file management, disk optimization, and database and file compression.

		We recommend that the database be compressed periodically as the volume of data grows.  This compression should be done with the native compression tools of most databases with the exception of MS SQL Server which does not support compression.

It is also recommended that the client devices hard disks are defragmented periodically to maintain performance.

		



		3

		Describe the common maintenance routines that are required to ensure your product continues to function at optimum performance levels.

		It is recommended that backups of the database and the transaction log be performed nightly to ensure data integrity.  In addition, recalculating statistics on the database should be done periodically to ensure database performance (Note: With MS SQL 2005 this can be done via the Database Maintenance Plan Wizard).

		





		9.1 - Scalability

		Score: ___



		Definition:


FHA defines Scalability as the ability for a system or application to be expanded or contracted according to future needs (i.e. the capability of a system to increase total throughput under an increased load when resources are added). 

Question:


Does your product offer a Maintenance Strategy (Yes or No)?

(If you answer is "No", please skip to the "Extendibility" sub section)



		

		Question

		Example Answer

		Vendor Answer



		1

		Based on requirements and previous experience at comparable sites, what will be the estimated growth requirements for the first year and subsequent four years?

		Based on the size of FHA and its comparably sized sites, we estimate a data volume growth of approximately 50 - 100 GB per year.

		



		2

		Explain how your product is designed to handle this growth.

		Our product is an n-tier architected solution which allows FHA to scale the application according to its needs.   For example, as data volumes grow, FHA can allocate storage to the database.  As the numbers of users increase, FHA can add additional application servers, or add additional CPUs to existing servers to handle the additional load.

		



		3

		Does your product offer a sizing tool to aid in growth estimation and calculation (i.e. database sizing tools, network growth requirements calculator, etc).

		Our product comes with a database sizing tool that will calculate the size required for initial installation and future growth.

		



		4

		Will upgrades be required for the system to grow with expanding data volumes?

		No updates are required for expanding data volumes.

		





		9.3 - Extendibility

		Score: ___



		Definition:


FHA defines Extendibility as the ability for a system or application to expand its functionality beyond its original purpose to meet the evolving needs of the organization. 

Question:


Is your application extendable (Yes or No)?

(If you answer is "No", please skip to the "Licensing" section)



		

		Question

		Example Answer

		Vendor Answer



		1

		How does your product allow for enhancements to current functionality?

		Our product is an n-tier architected solution which allows FHA to extend the application according to its needs.  The n-tier architecture separates the business logic from both the presentation and data storage tiers.  As such, enhancements can be made to functionality and/or presentation without needing to make modifications to the other tier.

		



		2

		Are new features supplied as part of the maintenance plane or will upgrades be required.

		New features are included as part of the support and maintenance plan.

		



		3

		Please give an example of how you product has expanded its core functionality in the last two years.

		In the last two years we have added support for additional application servers, enhancements to the report designer module, and the addition of an audit module for FOIPA compliance.

		



		4

		Describe any other emerging technologies, as of now, that will be utilized by future versions of your product.

		Our product is an n-tiered .NET application currently developed using the .NET Framework version 2.0.  Our next release will be developed using the .NET Framework version 3.0.

		





10.0  Licensing

		10.0 - General

		Score: ___



		

		Question

		Example Answer

		Vendor Answer



		1

		Do you have standard software licensing and maintenance and support terms (if applicable)? If so, provide a copy for the FHA’s review. 

		Please attach a copy of your standard software licensing and maintenance and support terms.

		



		2

		Do you allow copying of source media (disk, CD, etc)?

		Yes

		



		3

		Do you have a standard escrow agreement? If so, provide the name of your Canadian agent and a copy of your standard escrow agreement.

		Please attach a copy of your standard escrow agreement.

		





11.0  Support

		11.0 - General

		Score: ___



		

		Question

		Example Answer

		Vendor Answer



		1

		Do you have a VPN remote access solution?  If so, describe in detail what that solution is.  Please detail the port, protocols, services and applications used by your solution.

		Our product can be supported remotely via a branch to branch IPSec tunnel or through our web based support module over a secure SSL connection.  There are no secondary applications used to support our product.

Ports and Protocols
SSL on port 443 (Secure Socket Layer)
Telnet on port 25 (VPN)

		



		2

		Where are your service/support centre(s) located?  

		Vancouver, British Columbia, Canada

		



		3

		Describe your incident resolution process, including expected response times and escalation procedures.

		When a problem arises, the customer contacts our service desk via our toll free support number and reports problem.  The problem is logged in our Incident Management system.

Because we offer 24X7 support, all calls are answered by a service desk representative.  If the problem warrants second level support, an on call technician is contacted.  The on-call technician VPNs into the server within 30 minutes and launches the support toolset and diagnosis the problem.

Most of the issues can be resolved by the technician.  Some problems however would require third level support, in which case a developer would be contacted to work directly with the technician to resolve the problem.  

As a last resort, our developer will visit the client’s site to resolve the issue in person.  Both the developer and the technician are dedicated to the call until it is resolved.

		



		4

		Describe the expected FHA resource requirements for the support and maintenance of this product.

		Our company recommends a minimum of two system administrators (primary and secondary for redundancy) to effectively support the product.

		



		5

		What additional support resources are available (i.e. Web site, e-mail, newsgroups, etc)?

		Our company has a user group that is available from our website.  This allows you organization to do so first level troubleshooting leveraging the experience of other customers who may have had a similar issue in the past.

		



		6

		What training do you provide for the ongoing support of this product?

		With each new release and service pack update, documentation and training materials are provided at no charge to the client.

		



		7

		How many versions of your product are supported?  Provide details for support of current and previous versions.

		The last three most recent versions are supported.  Full support is provided to systems under warranty and with current service contracts in place.

		



		8

		Name three sites (preferably Canadian) where your product is in use and describe their environments.

		Please provide three sites where your product is in production.

Please detail the production environments and how they are similar or different to FHA.

		





12.0  Virtualization

		12.0 - General

		Score: ___



		

		Question

		Example Answer

		Vendor Answer



		1

		Can you product run in Microsoft Terminal Server environment?

		Yes, our product will run on a Microsoft Terminal Server.

		



		2

		If your product has a server component, can the server component be run in a virtual environment (i.e. VM Ware Server, Microsoft Virtual Server, Xen, etc)

		While our product has not been specifically designed to run in a virtual environment, we will fully support our product if it is deployed in a virtual environment.

		



		3

		If your product has a client application component, can the client application component be run in a virtual environment (i.e. VM Ware Workstation, Microsoft Virtual PC, etc)

		While our product has not been specifically designed to run in a virtual environment, we will fully support our product if it is deployed in a virtual environment.

		



		4

		If your product has a client application component, can the client application component be virtualized using application virtualization technology (i.e. MS SoftGrid, etc)

		While our product has not been specifically designed to be virtualized, we will fully support our product if it is virtualized using virtualization technology like MS SoftGrid.

		





13.0  Third Party Software

		Third Party Software (Example)



		Name of third-party software:

		MS SQL 2005



		Name of vendor of software:

		Microsoft



		What is your relationship with vendor (e.g. VAR – value added reseller)?

		We are a value added reseller.



		Required version:

		2005 SP2



		Does a license need to be purchased by us?

		Yes



		Is this software mandatory for your product to function?

		Yes



		Does it need to be purchased from you?

		No



		Organization responsible for support/maintenance:

		Fraser Health Authority



		Organization responsible for upgrades/updates?

		Fraser Health Authority



		Third Party Software #1



		Name of third-party software:

		



		Name of vendor of software:

		



		What is your relationship with vendor (e.g. VAR – value added reseller)?

		



		Required version:

		



		Does a license need to be purchased by us?

		



		Is this software mandatory for your product to function?

		



		Does it need to be purchased from you?

		



		Organization responsible for support/maintenance:

		



		Organization responsible for upgrades/updates?

		



		Third Party Software #2



		Name of third-party software:

		



		Name of vendor of software:

		



		What is your relationship with vendor (e.g. VAR – value added reseller)?

		



		Required version:

		



		Does a license need to be purchased by us?

		



		Is this software mandatory for your product to function?

		



		Does it need to be purchased from you?

		



		Organization responsible for support/maintenance:

		



		Organization responsible for upgrades/updates?

		



		Third Party Software #3



		Name of third-party software:

		



		Name of vendor of software:

		



		What is your relationship with vendor (e.g. VAR – value added reseller)?

		



		Required version:

		



		Does a license need to be purchased by us?

		



		Is this software mandatory for your product to function?

		



		Does it need to be purchased from you?

		



		Organization responsible for support/maintenance:

		



		Organization responsible for upgrades/updates?

		



		Third Party Software #4



		Name of third-party software:

		



		Name of vendor of software:

		



		What is your relationship with vendor (e.g. VAR – value added reseller)?

		



		Required version:

		



		Does a license need to be purchased by us?

		



		Is this software mandatory for your product to function?

		



		Does it need to be purchased from you?

		



		Organization responsible for support/maintenance:

		



		Organization responsible for upgrades/updates?
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		SAF Score Card


For FHA Use Only


Status:


 FORMCHECKBOX 
 Approved    FORMCHECKBOX 
 Not Approved (Requires Executive Sign-off)


Opportunities for Improvement:

· <Enter opportunities for improvement here>

· <Enter opportunities for improvement here>


· <Enter opportunities for improvement here>


· <Enter opportunities for improvement here>


 


Notes:


<Provide an explanation to the reasons for the SAF achieving a pass of fail status>


Report Card:


Grades: (A – Acceptable, U – Unacceptable, T – Tolerable, N/A – Not Applicable)


Section


Grade


Reviewer’s Comments


Security


User Authentication and Authorization


Encryption


Auditing

Network


General

Application


General Application


Distributed System


Dependent Technologies


Web Application


Remote Access


Archiving


Import / Export


Documentation


Application Upgrades & Patches/Hot Fixes

Client Devices


General

Server


General

Database


General

Enterprise Integration


General

EHR


General

Master Patient Index (MPI)


Growth


Maintainability


Maintainability


Extendibility

Licensing


General

Support


General

Miscellaneous


General







Version/Release Addendum


This addendum section is required to be completed by the vendor when an upgrade or patch has been issued for their product.  This addendum must highlight all changes to the software or system for each of the sections contained in the SAF above.  Please provide detailed explanations for each section that is affected by the upgrade or patch.  If a section has not been affected by the Upgrade or patch, please indicate by entering “Upgrade/Patch Does Not Affect This Section” beside the section in the table below.


Additionally, in the last field of the table below, please copy and paste the product’s release notes into the field for review.


		Explanation of Upgrade or Patch



		Previous Version:

		



		New Version:

		



		Upgrade/Patch Description:

		



		Section

		Detailed explanation of the effect to the section



		Security

		



		Network

		



		Application

		



		Client Devices

		



		Server

		



		Database

		



		Enterprise Integration

		



		Enterprise Health Record

		



		Growth

		



		Licensing

		



		Support

		



		Miscellaneous

		



		Please copy the product’s release notes and paste them in the field below.
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