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This document intends to cover the overall system solution for the project it refers to. 

This document will evolve along the development on the project to cover all the aspects of the system and will refer or include the final system implementation for the final acceptance testing.
This document will cover each phase of the project as follows:

Phase 1: Systems Bill of Quantity for Purchase Order

Objective: to list of hardware and software related equipment to support <company>’s network requirements to be ordered.

Deliverables: a complete list of all the equipment to be ordered to support <company>’s systems requirements and a description of the Key Performance Indicators the solution shall support. 
NB: This phase does not provide detailed information on the integration with the network.
Phase 2: System Solution and Integration Description

Objective: to provide the detailed configuration and integration of the solution in <company> network for implementation and an agreed list of KPIs.
Deliverables: a detailed logical and physical architecture including security architecture description of the solution in <company> network as the project should implement. A detailed Acceptance test document for ATP.
Phase 3: final implementation with successful acceptance testing
Objective: approve the implementation meets <company>’s agreed solution and integration description

Deliverables: an issued solution description, ATP report
This document will highlight for each requirement what phase it is for.

1 Introduction
Summarise the project scope and timeframe of the project
2 Architecture
   
This section shall describe the architecture proposed by the vendor and must be reflected in the Bill of Quantity .The integration with <company> network does not have to be specified in phase 1 but the BoQ shall take into account such integration.

Redundancy concept:

The solution shall include: 

· High availability, 
· Cluster configuration, 

· Redundant power supplies and controllers for all servers
· For databases, we recommend RAID1 for the booting device
· Load balancing (load sharing)
       
2.1 Stand-alone architecture
Phase 1
· Please provide a stand-alone logical diagram of the architecture

· Please provide a stand-alone diagram of the physical architecture with redundancy components including application servers, servers, databases, switches and racks etc
2.2 Integration in <company>’s network
Phase 2 & 3
· Please provide a logical diagram of the architecture in <company> network

· Please provide a diagram of the physical architecture with redundancy components including switches in <company> network

2.3 Security architecture

Phase 2 & 3

· Please provide a security diagram architecture (can be included in the above diagram) in <company> network. This diagram shall explicitly refer to <company> security zones.
· IP ranges and ports

3 Bill of Quantity

3.1 Production Environment
This section must include all hardware and software for the solution proposed to <company> in this entire document. This document shall not include options except if clearly stated as “Optional and not included in the BoQ.

· Please provide the complete list of all the servers as per the template below:

Example: 
	Producer
	Manufacturer name

	Model
	

	Quantity
	

	Hardware configuration and description


	· System processor

· CD-ROM/DVD-ROM description

· Hard disk description, technology and quantity

· Etc

	Software configuration and description
	· Operating System
· Database software

· Any other 3rd party Software

	Memory
	

	Power supply
	· How many
· Are they redundant?

	Others
	

	Non-redundant items
	· Please specify if there are any non-redundant components




3.2 Test Environment

Please provide the complete list of all the servers for the test environment.                                

4 Integration with IP network.
This section describes the IP network integration within <company> network.

Phase 2 onwards:                                  
Please provide both internal and external IP plans.
Please update the logical architecture with IP addresses
5 Software License
Please specify any 3rd party licenses including in the software deliverables described in section 2.2 and 2.3.
Please describe software license for proposed solution (this does not include the application software but must include all 3rd party software that supports the application software: Operating Systems, Database, etc).

6 Reliability, Redundancy, Availability
6.1 Availability
<company> requires that the platform to have an availability of 99.999%. Any products used to form part of the solution proposed by the vendor must not cause the overall service availability to be less than 99.999%. 
Please specify the end-of-life of each system (component by component)

	Availability %
	Downtime per year
	Downtime per month*
	Downtime per week

	90% ("one nine")
	36.5 days
	72 hours
	16.8 hours

	95%
	18.25 days
	36 hours
	8.4 hours

	97%
	10.96 days
	21.6 hours
	5.04 hours

	98%
	7.30 days
	14.4 hours
	3.36 hours

	99% ("two nines")
	3.65 days
	7.20 hours
	1.68 hours

	99.5%
	1.83 days
	3.60 hours
	50.4 minutes

	99.8%
	17.52 hours
	86.23 minutes
	20.16 minutes

	99.9% ("three nines")
	8.76 hours
	43.2 minutes
	10.1 minutes

	99.95%
	4.38 hours
	21.56 minutes
	5.04 minutes

	99.99% ("four nines")
	52.56 minutes
	4.32 minutes
	1.01 minutes

	99.999% ("five nines")
	5.26 minutes
	25.9 seconds
	6.05 seconds

	99.9999% ("six nines")
	31.5 seconds
	2.59 seconds
	0.605 seconds


* For monthly calculations, a 30-day month is used

6.2 Redundancy

<company> recommends the platform to be fully redundant and clustered (hard disks, processors, power supplies, fans, …). We also recommend that no interruption occurs when switching to the redundant node.

Please describe the redundancy concept.

Please specify any non-redundant nodes.

Please specify the fail-over process and specify whether there is any interruption.
6.3 Reliability

Please specify MTTF (mean time to failure) and MTTR (mean time to repair)
Please specify downtime per year, per day (see table section 6.1)
Please specify how the system and configuration databases are restored and can be recovered.


Please specify your response-time in case of disaster recovery procedures.
7 Scalability

· The architecture shall be easily adaptable to the expansion of the service (increase of number of subscribers or increase of BHCA [busy hour call attempt])

· Please specify how the solution is scalable.

· Please provide dimensioning factors and rules (sizing rules) and formulas.

· Please specify platform scalability in terms of functionality and performance

8 Upgrade and Update Procedure

Please specify the upgrade procedure accompanied with down time required for both software and hardware upgrade.  The vendor should ensure on line upgrade in both cases. 

9 Alarms

Alarm indication shall be raised for any condition that could cause operational disturbance or requires manual intervention, or whenever the performance of a function or entity falls outside pre-determined operating limits. The platform should be capable of indicating such error conditions in the form of an alarm. The vendor is to define the alarm facility provided by their product. 
A web interface alarm tool shall be provided with the platform to configure alarms.
Company’s network monitoring system is based on SNMP. Please describe the MIB capabilities and sketch the SNMP agent deployment for your solution.

Please list of alarm categories your solution support.
1: Server Hardware – VMWare
1.1 I/O Overrun alert 
1.2 Low disk Space alert 

2: Network Devices 
2.1 Device Down alert 
2.2 Network utilization alert 

3: Databases
3.1 Backup failure 

4: Storage Devices 
4.1 Capacity over-run 

5: Security Devices 
5.1 Intrution Alert 
5.2 Login alert 

6. Application / OS 
6.1 Service Hung alert 
6.2 Service stopped alert 
6.3 Installation alert
10 Logs
The product should have a system log that contains information about all events that occur in the system classified according to importance of the event (for example information about when the system started or which modules that have been loaded).

Please specify what logs are recorded.

Please specify: 

· how long you will keep the logs for

· what parameters are configurable

11 Statistics & Traffic Measurement                      

This section must describe tool(s) used to provide statistics and traffic measurement for the solution.
Please describe statistics and traffic measurement you will provide.
Please specify which tool(s) you provide.
The output of statistics and traffic measurements shall be configurable to allow <company> to modify information and also the frequency of output. 

Please specify what configuration can be made.
12 Key Performance Indicators
Phase 1

Please specify KPIs your solution is based on

Phase 2

Please specify KPIs the solution you will implement will be based on.
Phase 1 onwards
Based on the proposed solution, please specify:

· Maximum of number of users supported

· Maximum of Number of requests per second supported (throughput)

· Limitations
13 Test and Diagnostic Functionality
The platform shall be provided with extensive test and diagnosis facilities to allow faults to be detected and localized. The vendor shall provide details of the facilities and functions offered.

14 Backup 

14.1 Local backup

The Vendor should provide the Local  backup and recovery procedures of all nodes with process time in each case. The vendor should also ensure that the backup process doesn’t require down time. 
Please describe the local backup solution

Please describe any limitation

14.2 Centralised Backup solution

<company> has not yet defined a centralised backup solution.

The vendor should agree to work with <company> during implementing a network base backup solution (centralized backup) so as to integrate the product with other network nodes.

Please confirm your compliance to this requirement and provide the information requested.

15 Mechanical Dimensions 

Please provide comprehensive details relating to the equipment physical dimensions:
· Physical dimensions of racks and sub-racks of the proposed solution system indicating the footprint/floor plan of the cabinets and equipment.

· The footprint requirements for the maximum configuration.

· The maximum weight of each rack and sub-rack and floor loading.

· The equipment and cable access requirements - front/rear & under floor / overhead.

16 Power Supply Requirements 

Vendor shall state the power supply source requirements in terms of:-

· DC voltage source variations requirements 

· Detailed AC voltage source parameters requirements.

· Power consumption figures for the elements of the solution.

· Any specific requirements regarding power supply breaker ratings.

· The product should support connection to two different Power Sources.

      

Please provide more details as appropriate.
17 Documentation

Phase 3

In both electronic and paper format, <company> requires

· Installation and integration

· Maintenance, Operation and Administration

· System Solution Description

· System Technical Description

· All Product documentation

·  Run book automation

NB: Runbook is a routine compilation of the procedures and operations which the administrator or operator of the system carries out. Typically, a runbook will contain the procedures to begin, stop, and supervise the system. It can also contain descriptions for the handling of special requests and of contingencies. An effective runbook will allow other operators, with prerequisite expertise, to effectively manage and troubleshoot a system. Through runbook automation, these processes can be carried out using software tools in a predetermined manner.

18 Facilities
Phase 2:

Please confirm the physical location and whether there is any planning to move the solution to another site.

Please confirm physical location of the testbed
Specify the plan for establishing and maintaining the development environment (hardware, operating system, network and software), and the policies, procedures, standards, and facilities required to conduct the project.
19 SLA & Warranty
 

19.1 SLA
Please specify Service Level Agreement for Software and Hardware

Please provide complete details as appropriate.

19.2 Warranty

Please specify warranty periods for software and hardware

· Software warranty period shall start from Acceptance Date.

· Hardware warranty period shall start from Acceptance Date. 

Please provide complete details as appropriate.
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